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Introduction
Digital Transformations in Public International Law: An Introduction

Angelo Jr Golia, Matthias C. Kettemann, and Raffaela Kunz*

In the digital age and in the midst of a global pandemic, in which digital technologies have played a greater role than ever in all aspects of human interaction, editing a volume about the regulatory challenges the internet poses to public international law is almost a non-starter. Of course, there already exists an extremely rich body of scholarship in all sub-fields of the legal discipline and writing about the interface between international law and the internet is by no means a novel endeavour. What prompted us to, nonetheless, start this project was that even more than ten years after the popularization of the term ‘Internetvölkerrecht’ (‘international internet law’ or ‘international law of the internet’),¹ the myth of the internet as an unregulated space persists. In this sense, although the field is abundantly researched and much discussed, many fundamental questions remain open – and much disputed – from both an analytical and normative perspective. In this context, our aim was not (only) to analyse the application of public international law to the new regulatory fields that have emerged with the internet. Rather, our purpose is to bring out, explore, and critically assess the impact of the internet and digital technologies – that is, what we understand as the digital transformations – on the structures of public international law itself.

Indeed, processes of digital transformation have had a profound impact on the actors and instruments of international relations. The mode and the tools of stabilising the international normative order have changed significantly. Private actors have emerged and created important communication spaces with flanking normative orders in which processes of social self-determination take place.² The role and power relations of states have also changed in the digital constellation. From the initially unipolar post-

² On the concept of normative order (of the internet), see Matthias C. Kettemann, The Normative Order of the Internet. A Theory of Online Rule and Regulation (Oxford:
Cold War world order, centred around the US hegemony, a system of global multi-polar power relations has emerged. Technological change is leading to structural reconfiguration in international political processes, which are particularly evident in global internet governance. From the cybersecurity challenges of the Internet of (Connected) Things to the algorithmic governance of opinion power for private profit maximization to the use of digital spying tools against journalists and civil rights activists, the protection of fundamental and human rights as a central benchmark of international politics, both internally and externally, is coming under pressure.

Democratic participation in these communication spaces requires access. The UN aimed to provide universal and affordable access to the internet in the least developed countries by 2020. The German Government also committed itself to nationwide broadband expansion in the last coalition agreement. Both goals were clearly missed. The pressure to act arising from human rights obligations continues unabated. In the light of increasing centrality – especially in times of COVID-19 – of online com-

---


3 See UNGA Res 70/01 of 25 September 2015, Transforming our world: the 2030 Agenda for Sustainable Development, A/RES/70/1, Goal 9.c. Already in 2015, one of us (Kettemann) wrote a study on the international law of the web (Matthias C. Kettemann, Völkerrecht in Zeiten des Netzes: Perspektiven auf den effektiven Schutz von Grund- und Menschenrechten in der Informationsgesellschaft zwischen Völkerrecht, Europarecht und Staatsrecht (Bonn: Friedrich-Ebert-Stiftung, 2015)). Among other things, that study found that states have agreed that building a people-centered, development-oriented information society can only work if the goals and principles of the United Nations Charter and respect for international law and human rights are taken into account. Even then, the study found that an international law of the internet already existed (in the sense that international law is to be applied to the internet and significant obligations can already be found in existing international law that states have to observe when shaping their digital policy).

4 The fact that the new 2021–2025 coalition agreement once again contains the phrase ‘We strive for an international law of the Internet’ (‘Coalition agreement 2021–2025 between SPD, Bündnis 90/Die Grünen and FPD,’ available at: https://www.spd.de/fileadmin/Dokumente/Koalitionsvertrag/Koalitionsvertrag_2021-2025.pdf, 144) without specifying what is meant by this and how it is to be achieved is surprising, especially since the global process of negotiating cyber norms, which is also being pursued significantly by Germany, is well advanced – as shown by the contributions to this book. See also Matthias C. Kettemann and Alexandra Paulus, ‘An Update for the Internet. Reforming Global Digital Cooperation in 2021,’ Global Governance Spotlight 4/2020, available at: https://www.sef-bonn.org/publikationen/global-governance-spotlight/42020.
munication for processes of social self-determination, the description of the European Court of Human Rights (ECtHR) has to be agreed with: ‘the Internet has now become one of the principal means by which individuals exercise their right to freedom to receive and impart information and ideas, providing as it does essential tools for participation in activities and discussions concerning political issues and issues of general interest.’

A further example of the many ways in which digital technologies affect the structures of public international law concerns the standards of evidence. Do tweets count as state conduct for the purpose of attribution under State responsibility? In 2020 a WTO panel gave a positive answer for ‘the tweets [that] are in fact governmental tweets.’ Similarly, in a request for the indication of provisional measures, the International Court of Justice (ICJ) has recently been presented with tweets ultimately tied to the Government of Armenia to probe an alleged disinformation campaign to spread ethnic hatred. While it did not address the evidentiary value of the tweets as such, in its subsequent order, the ICJ granted the sought measures, noting that acts prohibited under Article 4 of the International Convention on the Elimination of All Forms of Racial Discrimination (CERD) – such as propaganda promoting racial hatred and incitement to racial discrimination – can generate a pervasive racially charged environment within society, ‘particularly (…) when rhetoric espousing racial discrimination is employed by high-ranking officials of the State.’

But such transformations do not only concern disputes before international courts. In 2021, Germany and Italy were only the latest European countries issuing position papers on the application of international law

5 ECtHR, Cengiz and Others v. Turkey, judgment of 1 December 2015, nos. 48226/10 and 14027/11, para. 49.
6 For this issue, see Annalisa Ciampi, ‘The Role of the Internet in International Law-Making, Implementation and Global Governance,’ HJIL 81 (2021), 677–700 (690–694); as well as, in the specific field of international criminal law, the chapter by Rossella Pulvirenti in this volume.
in cyberspace, following the example of other states. The coming decade will most likely see further attempts by states to develop their own ‘internets,’ controlled to different degrees by national governments. It would mean that the states will prioritize protecting their interest and their citizens to prevent real or supposed dangers emanating from the use of the internet through censorship, mass surveillance, geo-blocking, etc. One of the results is that the potential of the internet as a truly global and borderless space is being put into question. Chien-Huei Wu has recently used the phrase ‘sovereignty fever’ to describe this territorial turn in the global cyber order.

What does this mean for the global internet, and can (or should) international law be used to stop its fragmentation? Another related question concerns how such ongoing and accelerating politicization/territorialization of the internet contributes to transforming (the self-perception of) the main subjects of international law: not anymore – or not only – the self-contained units of the Westphalian/Vattelian order – based on stark internal/external divides – but rather macro-geopolitical units which increasingly act ‘imperially,’ that is, in terms of center/periphery.

Further, it remains very much an open question how the public interest and the common good on the internet can be protected and defended in times of ‘platform capitalism’ and mass surveillance. Indeed, private actors seem to hold as much power as never before, pushing the public-private distinction to its boundaries. It is a well-known fact that today it is big tech companies such as Facebook, Twitter, and YouTube who control the respect of freedom of expression and the prohibition of hate crimes on their channels. The result is a de-facto delegation of the protection of human rights to these private bodies with little public oversight, participation, and accountability.

These few examples show how, even after many years into debates about the relationship between international law and the internet, it is still necessary to measure the commitments made by states in 2003 in


the framework of the World Summit on the Information Society, to achieve ‘people-centered, inclusive and development-oriented Information Society […]’ premised on the purposes and principles of the Charter of the United Nations and respecting fully and upholding the Universal Declaration of Human Rights.12

Indeed, one of the main questions is how the internet changes the ways in which human rights are mobilized and/or implemented globally. In this context, ensuring human rights is a key aspect of legitimizing normative orders. At least since 2006, the protection of human rights on the internet has been closely studied,13 with freedom of expression identified as the key ‘enabling’ right.14 The importance of ensuring human rights on the internet globally has been recognized on the UN level, where states confirmed their obligation to respect rights offline just as online.15 This is an important precedent for procedures to establish internet-related duties of states based on existing international law. Indeed, the international monitoring of human rights violations online, through filtering and blocking, gave rise to early analyses of the international legal duties of states regarding the internet.16 Questions of internet access and the bridging of.

---

the digital divide have also led to research on the international duties of states regarding infrastructure development.\textsuperscript{17}

Against this backdrop, in spring 2020, we started a collective project at the Max Planck Institute for Comparative Public Law and International Law in Heidelberg and subsequently issued a call for papers in which we identified three macro-questions that in our opinion still warrant further research:

1) What influence does ‘the internet’ (information and communication technologies and the socio-legal changes they have brought) have on international law and international legal scholarship?

2) Conversely: What impact does international law – treaties, custom, principles, procedures, actors, legitimacy conceptions – have on the development (the fragmentation or integrity) of the internet? How does the geographical and geopolitical dimension of international law affect the unity and/or fragmentation of international internet law?

3) Finally: How does the interface between international law and the internet affect the relationships and the power balance between the Global South and Global North, in terms of positive law, participation in processes of norm development, hegemonic structures in scholarship, and participation in the epistemic communities of international internet law?

The response to the call was extremely generous, both in quantitative and qualitative terms, and we decided to organize the submissions addressing different aspects of these questions in two distinct publications. This book is the second scientific output of our project, after a special issue of the *Zeitschrift für ausländisches öffentliches Recht und Völkerrecht* (the Heidelberg Journal of International Law) published in Autumn 2021.\textsuperscript{18} Importantly, we thought and shaped these two publications as complementing parts of a single, coherent research project which should be read accordingly, that


is, in dialogue with each other. This book, in particular, focuses on aspects that can be grouped under the four guiding ideas of sovereignty, security, rights, and participation.

Part I explores the impact of digital technologies on (the conceptualization of) sovereignty as one of the topoi of international legal thinking.\(^\text{19}\) To be sure, even this topic can be addressed through many different lenses, for example (the preservation of) the open cyberspace as a global public good\(^\text{20}\) or broader geopolitical analyses.\(^\text{21}\) Here, Pia Hüsch discusses the application of state sovereignty in cyberspace and analyzes the usefulness – and limits – of analogies in this area. At a time when reflections on the real-world impacts of legal metaphors and fictions are becoming increasingly relevant,\(^\text{22}\) she comes to the conclusion that analogies and metaphors often lead to more confusion rather than clarification and recommends that, at times, a straightforward analysis of sovereignty in cyberspace is preferable.

Yet another perspective focuses on the traditional link between sovereign entities and constitutions. How and to what extent does the digitalization of social relations contribute to putting further into question the genetic link between states and constitutionalization? What lessons can global constitutionalism scholarship give to the digital constitutionalism field? While other approaches focus on phenomena of self-organization and self-regulation in the digital sphere,\(^\text{23}\) in the second chapter of this book Edoardo Celeste notes that international law theory already projected the notion of constitution beyond the state dimension, helping explain how the emergence of globalized problems in the digital ecosystem necessarily engenders the materialization of a plurality of constitutional responses. The sense of this Gordian knot – he argues – can be deciphered only if these emerging constitutional fragments are interpreted as complementary tesserae of a single mosaic.

---

21 Cf. Wu (n. 11).
Part II turns to security issues. Indeed, as use of force, sanctions, non-interference in domestic affairs lie at the very core of traditional public international law – as inter-state law – the internet and digital technologies have also radically changed the way international law deals – has to deal – with security, at both regional and global levels. Although the legal treatment of cybersecurity goes well beyond the traditional issues of collective security,\(^{24}\) how international law conceptualizes and regulates sanctions in the digital sphere remains an open question, especially when it comes to regional regimes. In the third chapter, *Uchenna Jerome Orji* offers an original analysis of the 2005 African Union Non-Aggression and Common Defense Pact,\(^ {25}\) exploring the potential of this instrument to govern the behavior of Member States with respect to activities that can constitute aggression in cyberspace. In particular, he makes a case for the application of the Pact’s principles to promote responsible State behavior in cyberspace, based especially on the need for legal certainty.

Moving to a more global perspective, in the fourth chapter *Alena Douhan* starts from the analysis of UN Security Council resolutions 2419(2018), 2462(2019), and 2490(2019) in order to develop her reflections on the legal qualification of cyber attacks and the application of cyber measures. In particular, she provides an overview of different scenarios where the application of sanctions is affected by the emergence of cyber technologies. She also focuses on the changes in and legal qualifications for the grounds, subjects, targets, means, and methods of introduction and implementation of sanctions regimes in the digital age.

Part III explores the implications of the internet for the protection of rights at the international level. Especially in the early years of the internet, there was great enthusiasm about the potential of the internet, which provided unseen global spaces for communication and exchange for the protection and improvement of human rights. However, the darker sides also accompanying this development soon came to light.\(^ {26}\) While the so-called Arab Spring was seen by many as witnessing the liberating potential of the internet, at the latest, the atrocities and possibly genocidal acts committed against the Rohingya in Myanmar showed that the development could

---


\(^{26}\) In most recent literature, see only Tiberiu Dragu and Yonatan Lupu, ‘Digital Authoritarianism and the Future of Human Rights,’ International Organization 75 (2021), 991–1017.
very well also go in the opposite direction. More recently, the dispute between Armenia and Azerbaijan before the ICJ recalled above\textsuperscript{27} shows how digital technologies might offer governments new and more sophisticated possibilities for disseminating hatred and possibly pave the way to genocidal acts.

In the fifth chapter, Stefanie Schmahl examines from the general perspective the opportunities and challenges that digitalization offers to human rights law. In an impressive \textit{tour de force}, she provides an overview of the main issues in this context, ranging from the question of whether there is a right to access the internet to new challenges arising for the protection against discrimination through the use of algorithms and discussions about cyborgs and robots as new rights holders or duty bearers. Her contribution, in particular, assesses to what extent the digital environment critically challenges the functioning of the international human rights regime.

In the sixth chapter, Rossella Pulvirenti examines these questions from the specific perspective of international criminal law. She argues that while the internet has changed international armed conflicts and thus brought new challenges, at the same time, it has become an invaluable tool in the fight against crimes committed. She concludes that, overall, the internet and digital tools have had a positive influence on International Criminal Law and the gathering of evidence before International Criminal Courts and Tribunals, as it gives individuals the power to gain control over the information and evidence that are then forwarded to the international criminal courts and tribunals; and strengthens the outreach programmes enhancing the quality and the quantity of data released via the internet by the tribunals to local communities.

In the seventh chapter, Adam Krzywoń addresses what has long become a classic in the field of ‘international internet law,’ that is, the (limits to the) freedom of expression online and the related obligations of states, an issue that unavoidably touches upon the role of private (business) actors.\textsuperscript{28}

At a time of ever-growing attempts to regulate (and exploit) the systemic position reached by private actors in the field of online content moderati-

\textsuperscript{27} ICJ, Azerbaijan v. Armenia (n. 9).

on – especially at the European level – his analysis focuses on states’ obligations under the specific framework of the ECHR. In particular, he argues that a strict distinction between negative and positive obligations is anachronistic and that the negative understanding of the freedom of expression and protection of privacy does not provide the conceptual apparatus to deal with many current problems.

Finally, part IV sheds further light on questions of participation via digital tools. This is a central issue that goes well beyond debates on the right to access the internet and the dynamics of individual inclusion/exclusion triggered by the digital revolution; or the principle of equality within the digital sphere. Again, the internet, in unprecedented ways, provides global spaces for communication, mobilization, conflict, and deliberation. The digital sphere radically changes the codes and dynamics, sustaining the generation of (political) consensus. Put differently, the digital revolution requires broader legal reflections – involving public international law – on the conditions through which consensus to the purposes of collective decision-making in modern interconnected societies may be generated, especially when it comes to issues (e.g., climate) with an intrinsic global reach. There is, of course, the vast literature on the impact of digital technologies and algorithms on political processes and participation, with several and sometimes contrasting views on whether such new technologies contribute to positive or negative developments. However, the present volume aims to contribute to the debate with a perspective that at least in part transcends well-established analyses on (de-)democratization processes at the national level. Indeed, we have decided to conclude the volume with two contributions that, in different ways, offer a more global perspective, linking issues related to participation/democratization, digital technologies, and climate.

In particular, the chapter by Katharina Luckner offers an analysis of how in certain cases, the internet may sustain bottom-up processes and

---


30 See again Frei (n. 12).

their relevance to public international law. She starts from the observation that through the internet, most inhabited places in the world are a mere click away, which greatly facilitates the constitution of social movements with relevance way beyond their local context. She then uses the ‘Fridays for Future’ movement as a case study and, drawing from legal, political science, and media studies, shows how social media enables the impact of civil society movements on the development of international law.

Relatedly, in the same context of democratization and social mobilization, a field that has gained a particularly central standing is the so-called strategic human rights litigation. This has proved increasingly relevant to international legal scholarship, especially when it comes to climate legal activism. In the last chapter of this volume, Vera Strobel takes a closer look at a relatively underexplored issue, that is, the interplay between strategic litigation and the internet. She argues that the internet has played a multidimensional role in strategic litigation activities and their influences on society, international legal scholarship, and the development and interpretation of public international law itself.

This is not the end of the debate on how to apply international law to the internet and how the internet impacts international law. But perhaps it is the end of the beginning, as we progress to a more nuanced and mature picture of the challenges to the norms and normative actors, institutions, and institutional practices of international law in the digital age. The rules might be digitalized now, and their enforcement partially problematic, but the underlying questions remain similar: from the first four paragraphs of the Code Hammurabi onwards, the rules on how rules are developed and what may be said play a central role in the earliest codifications of the law; and in modern times, citizens’ participation in these rules can be seen as a central demand and great achievement of many democratic revolutions. But what about our participation in communication-related decisions on digital platforms today, where significant parts of our public discourse have shifted? Well-established democratic principles do not easily translate to allow users’ participation in shaping private selection algorithms and moderation practices. The platforms themselves have become rule-makers, rule-enforcers, and judges of their own decisions. The separation of powers looks different. Communication power or democratic power control (i.e., neither checks nor balances) leads to tensions in the inner fabric of public discourse. International law can alleviate some of this tension, as the contributions to this book show.

They have also shown that online, just as offline, (international) law applies. *Ubi societas, ibi ius* was true in ancient Greece, China, Africa, and South America. It is true today ‘online.’ Or as Malcolm N. Shaw put it

https://doi.org/10.5771/9783748931638, am 30.01.2023, 14:25:05
Open Access - http://www.nomos-elibrary.de/agb
in the first lines of his introduction into international law: ‘in the long 
march of mankind from the cave to the computer a central role has always 
been played by the idea of law – the idea that order is necessary and 
chaos inimical to a just and stable existence.’ 32 What we are seeing, and 
struggling with, therefore, is not the fact that international law applies to 
the internet and is changed by it, but rather the speed of change.

It took 200 years, Niklas Luhmann recalled, until the disruptive po­
tential of the printing press started to influence all segments of society, 
eventually leading to a fundamental change in the structure of Western 
European societies. 33 With the internet having started some fifty years 
ago (and commercialized social media landscapes emerged in essence only 
twenty years ago), we will have to wait and see whether the internet has 
a disruptive potential similar to that of the printing press. We believe it 
will, and the contributions to this book set the tone and can help steer the 
debate on the relationship of this development with international law.

33 Niklas Luhmann, Die Wissenschaft der Gesellschaft (Frankfurt am Main: Suhrkamp 1990), 600; See also Mireille Hildebrandt, Smart Technologies and the End(s) of Law (Cheltenham: Edward Elgar 2015) 159 ff. (distinct characteristics of modern law were triggered by the printing press).
Part I
Sovereignty
Abstract: The debate on the application of state sovereignty in cyberspace is complex and includes a range of issues, such as the governance of cyberspace, exercising jurisdiction in cyberspace, or the question of whether low-intensity cyber operations violate state sovereignty. Next to legal and political questions, technological details further complicate the analysis. Due to this complexity, authors often rely on the use of analogies to conceptualise their arguments. This chapter addresses the use of such analogies by examining two analogies made by legal scholars in the field, one referring to the law of the sea and the other to quantum physics. It argues that the two analogies are exemplary of a wider problem: either the referenced analogy remains superficial without contributing comparative insights to the debate, or the analogy is taken so far that it further complicates the assessment of the original subject matter. Given the difficulties of ‘getting the analogy right,’ this chapter concludes that the contribution of analogies in the sovereignty in cyberspace debate should not be over-estimated and that in light of the two examples studied, no adequate analogy clarifying the sovereignty in cyberspace debate could be found.

I. Introduction

Following the invention of the internet, more recent trends such as digitalisation, surveillance capitalism, and an increase in malicious cyber operations have all challenged the application of existing public international law to cyberspace. These challenges have not gone unnoticed, and international legal scholarship has covered a range of questions as to how existing rules and principles could be applied to cyberspace and, more generally, how the predominantly territorial understanding of existing international law finds application in cyberspace. To an unprecedented extent, cyberspace even challenges the understanding of what arguably constitutes ‘a founding principle of the international legal order’:1 state sovereignty.2

The debate on the application of sovereignty in cyberspace is broad and complex and involves many aspects, such as the governance of cyberspace,

exercising jurisdiction in cyberspace, or the question of whether low-intensity cyber operations violate state sovereignty. Next to legal questions, which are closely related to political considerations, quickly developing and complex technological details further complicate the analysis. For these reasons, it is at times difficult to keep up with the sovereignty in cyberspace debate and to analyse the application of sovereignty to cyberspace in terms that are easily understandable to readers. Regularly, authors thus rely on the use of analogies to illustrate their arguments, raising the question of whether the use of analogies actually contributes to the scholarly debate on the application of sovereignty in cyberspace.

The following chapter addresses this question and therefore takes a closer look at what constitutes sovereignty in cyberspace debate. Even though the understanding of state sovereignty continues to vary amongst the discussants, the debate has seen recent trends in the last few years that will be set out in the second part of this chapter. In a third section, this chapter will elaborate on how complex and broad the discussion is and identify a range of key issues in the debate. Such complexity has led many scholars in the cyberspace debate to rely on analogies and metaphors to conceptualise the characteristics of cyberspace. In a fourth section, this chapter will introduce two of such analogies. Firstly, Roguski's 'Layered Approach,' an analogy to the maritime zones in the law of the sea, will be analysed. Secondly, this chapter will consider Cornish's analogy with quantum physics in which he looks at how multiple interpretations of state sovereignty can co-exist. The analogies chosen are considered suitable examples as they illustrate what is often the problem with choosing these analogies: they either remain superficial and do not genuinely provide comparative insights or add more complexity by providing a very detailed analogy without adding clarity to the original subject matter. Given the difficulties of 'getting the analogy right,' this chapter concludes by arguing that the value of analogies in the cyber debate should not be over-estimated. What the sovereignty in cyberspace debates needs instead is clarity, straightforwardness, and precision as opposed to hiding arguments behind unclear metaphors and insufficiently explored analogies.

II. The Application of Sovereignty in Cyberspace

State sovereignty is a concept that is highly relevant to the cyberspace debate as it potentially plays a crucial role in the regulation of many aspects of cyberspace, such as the governance of cyberspace, matters of jurisdiction, or the regulation of low-intensity, inter-governmental cyber operations. Given the widely held consensus that international law applies to cyberspace and the absence of a comprehensive international cyber treaty – and the unlikeliness that there will be one for the foreseeable future – the application of existing public international legal norms has received widespread attention in legal scholarship.

However, it remains far from clear how sovereignty applies in cyberspace exactly. One example of uncertainties with respect to the application of sovereignty in cyberspace is the question of whether disruptive cyber operations falling below the use of force and non-intervention thresholds

---

5 Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security (hereafter: UN GGE), 24 June 2013, UN Doc A/68/98, para. 19. This was reconfirmed in 2015, UN GGE, 22 July 2015, A/70/174, para. 28(b).

6 On the topic of a cyber treaty generally and its feasibility in particular see Stephen Moore, ‘Cyber Attacks and the Beginning of an International Cyber Treaty,’ N.C.J. Int'l L. & Com. Reg. 39 (2013), 223–257, (250 ff.), in reference to Russia and the US he argues that ‘it is becoming increasingly less likely that the two states would have interest in negotiating a cyber treaty. […] Any viable cyber treaty will need agreement or at least mutual respect from the two states,’ (252–253). See also more recently, arguing ‘that the collapse of the UN GGE process is likely to lead to a shift away from ambitious global initiatives and towards regional agreements between ‘like-minded states’.’ Anders Henriksen, ‘The End of the Road for the UN GGE Process: The Future Regulation of Cyberspace,’ Journal of Cybersecurity 5 (2019), 1–9 (1).


8 Low-intensity cyber operations are operations that fall below the use of force and non-intervention threshold. Examples of operations that alter, disrupt or destroy computer systems are the Sony attack leading to the deletion of one hundred terabytes of Sony’s data and furthermore the leak of confidential documents or the attack on the Sands Casino attributed to Iran which has caused significant financial damages and destroyed data as well as computer systems. See e.g. Beatrice A.
are regulated by state sovereignty as a primary rule of international law or whether sovereignty is merely a related principle yet not an alone standing rule.\textsuperscript{9} Arguably, these difficulties in the application are rooted in a much older problem, namely that state sovereignty means everything and nothing at the same time, some calling it ‘organised hypocrisy’\textsuperscript{10}, others naming it ‘a funny thing’ as ‘(i)t is allegedly the foundation of the Westphalian order, but its exact contours are frustratingly indeterminate.’\textsuperscript{11} Indeed, there is no authoritative definition of sovereignty as there is also no common understanding of what constitutes state sovereignty.

Since Bodin first reshaped the idea of sovereignty to reflect no longer its medieval interpretation but a concept separated from a person who acts as the sovereign, the notion of sovereignty has been developed further over the centuries.\textsuperscript{12} Nowadays, scholarly attempts to define state sovereignty are manifold, traditionally revolving around the idea of territoriality and exclusive authority. Besson refers to it as ‘supreme authority within a territory,’\textsuperscript{13} Schrijver notes that ‘(i)nternally it means that the government of a State is considered the ultimate authority within its borders and jurisdiction,’ and adds an external component, i.e. ‘that a State is not subject to the legal power of another State of any other higher authority.’\textsuperscript{14} Similarly, Oppenheimer defines state sovereignty by stating that ‘sovereignty is independence… As comprising the power of a state to exercise supreme authority over all persons and things within a territory, sovereignty involves territorial authority.’\textsuperscript{15}

Many of such definitions could be added, yet all of them remain scholarly attempts to grasp what state sovereignty means as there is no

\textsuperscript{12} Besson (n. 1), para. 16.
\textsuperscript{13} Besson (n. 1), para. 1.
universal definition that states agree upon. Despite the fact that many of these definitions share a common core – that perhaps is even agreed upon by some states – the cyberspace debate challenges such definitions yet again, as it becomes evident that the terms territoriality, exclusive authority, and even independence have been challenged by the realities of complex interconnected cyberspace. As Schmitt and Vihul put it: ‘On its face, the principle of sovereignty appears to be incompatible with cyberspace. Whereas sovereignty is an inherently territorial concept, cyberspace connects states in ways that seem to dilute territoriality. Nevertheless, the two phenomena have continued to exist in parallel since the emergence of cyber capabilities.’\textsuperscript{16}\footnote{Schmitt and Vihul (n. 9), 218.} In line with this observation, the following section thus takes a closer look at how the interplay of cyberspace and the principle of sovereignty have been approached so far and what issues have been identified by state practice as well as scholarship. For the purposes of this chapter, sovereignty is used as an umbrella term which, in line with Besson’s definition, encompasses different rights and obligations.\footnote{Besson (n. 1), para. 118f.} Some of these rights and obligations are addressed in more detail, e.g., the right to exercise jurisdiction.

\section*{III. Different Approaches to the Application of State Sovereignty in Cyberspace}

Against this backdrop of different definitions of state sovereignty and the challenge to apply these above-mentioned territorial concepts to cyberspace, it is evident that the issue of state sovereignty in cyberspace is part of an already extremely complex topic. The unique characteristics of cyberspace add yet another layer of difficulty to the challenge of understanding state sovereignty, leaving states in fundamental disagreement as to how to approach sovereignty in cyberspace. The following section will outline some of the approaches taken by key players in the cyber discussion, i.e., the US and like-minded states as well as China and Russia. This section does not aim to provide a comprehensive overview of all positions available but illustrates the broad range of approaches and priorities that can be taken with respect to sovereignty in cyberspace and how many areas and issues of international law and international relations can fall under the broad term of the ‘sovereignty in cyberspace debate.’
The first area where there are decisive differences is that of the regulation of the use of the internet and the regulation of free speech online. Often seen as a counter-position to the arguably more liberal US approach favouring strong protections of freedom of speech, China and Russia represent a view that strongly favours extending their territorial sovereignty to cyberspace. Despite the previously mentioned difficulties in understanding how territoriality plays out in cyberspace, China, Russia, and some other states push for an increasingly fragmented, territorial approach to the internet over which they can exercise exclusive authority. These positions are based on claims of state sovereignty, used in these instances to influence the interpretation of cyberspace in order to shape it in a way that is in line with the interests of authoritarian regimes. The reliance on state sovereignty has been used as a justification to impose strict regulations on the use of the internet and free speech online and to advance the fragmentation of cyberspace and is based on the idea of stressing the sovereign independence of each state and the principle of non-intervention, prohibiting outside interference in a state’s internal affairs. Despite the fact that both China and Russia have at the time of writing not yet published a comprehensive analysis of how international law applies to cyberspace (as, for example, France, Estonia, and more recently, Germany have), a practice already shows that their interpretations are restrictive, especially where the use of the internet is concerned.

In China, the use of the internet has been increasingly limited and controlled under President Xi Jing and is closely monitored by the Communist party. Those who advocated for reform behind what is now widely called ‘The Great Firewall’ and saw the internet as a tool to bring about political change in the communist state were soon silenced on the basis of what Xi calls ‘China’s sovereign right to determine what constitutes harmful content.’ Khanna notes that ‘China’s attempts to preserve its

21 Elizabeth C. Economy, describing the Great Chinese Firewall as ‘the largest and most sophisticated online censorship operation in the world,’ in ‘The Great Fire-
informational sovereignty by insulating its internet from Western websites are a clear example of how anxiety over sovereignty has been responsible for restrictions.”22

Russia has also tightened its regulation of the use of the internet. In May 2019, it passed a new ‘Sovereign Internet Law,’ a measure to ‘protect Russia in the event of an emergency or foreign threat like a cyber attack.’23 Behind what some consider the ‘Online Iron Curtain,’24 critics point out that Russia is increasingly aiming to disconnect its internet from global cyberspace, a step that it is allowed to take in case of a self-defined emergency.25 To this end, Russia now routes its web traffic through state-controlled infrastructure and launched a national system of domain names. These measures might not be technically sufficient to completely isolate the Russian internet from the global internet, yet, allow the Kremlin to enforce online censorship26 by blocking unwanted content according to ‘usefully vague’ criteria and without judicial consent.27 This move has been heavily criticised by human rights advocates.28

The approaches followed by Russia and China exemplify practices to disconnect ‘their’ internet from global cyberspace. In addition to human rights concerns,29 the fragmented approach advanced by several authoritarian states also fundamentally challenges the idea of global cyberspace. Although some have pointed to the technical difficulty to realise the fragmented approach to cyberspace,30 Chinese internet policy shows how a large share of the world’s population can effectively be put under severe

24 Schulze (n. 23).
26 Schulze (n. 23).
27 Rainsford (n. 25).
30 The comments were made in respect to Russia’s new sovereign internet law, Schulze (n. 23).
restrictions – a practice that exemplifies how the internet is shaped from a global to a fragmented network – a development which is justified by claims of relying on state sovereignty.

A second related area where there is disagreement on how state sovereignty should play out in cyberspace relates to the question of governance of cyberspace. Whereas China and Russia support a state-centred approach in favour of negotiating a new international cyber treaty by traditional diplomatic means as they perceive them as a sovereign state’s prerogative, many other states are of the opinion that existing international law is sufficient to regulate cyberspace and instead of negotiating a new treaty amongst states, they favour a multi-stakeholder approach for the regulation of cyberspace.31

These different approaches are also reflected within the UN, which set up two working groups that enjoy similar mandates to work on the regulation of cyberspace. On the one hand, there is the UN Open-Ended Working Group (OEWG), in which Russia enjoys support for its pro-sovereignty efforts, which have previously been backed by countries such as China, Brazil, India, Iran and Nigeria.32 On the other hand, there is the US led UN Governmental Group of Experts (UN GGE),33 which is backed by liberal democracies such as Australia, France and the UK.34

In these platforms, it becomes evident that the differences between states concern much broader aspects of cyberspace than the exact definition of state sovereignty, and that much depends on how sovereignty is to be applied and the different priorities states follow in their national interests. Some even argue that with the most recent developments in the UN mandates, i.e., the OEWG publishing its final substantive report on 12 March 202135 and the UN GGE’s 2021 report,36 the two working groups are, in fact, coming closer to finding similar conclusions.37

31 Cornish (n. 4), 161.
34 Sherman and Raymond (n. 32).
The relationship between the two mandates certainly remains subject to further analysis. For the purposes of this chapter, it suffices to say that even where differences remain, the reality is that the differences in interpretation do not necessarily overlap with more traditional lines of geopolitics. Whereas it is true that Western states are generally following similar approaches supporting their interpretation of free speech and advocate for free flow of information online, even France and the UK do not agree when it comes to the third issue concerning sovereignty in cyberspace, i.e., the nature of sovereignty in cyberspace. When the UK put out their statement regarding the interpretation of international law in cyberspace in May 2018, it became evident that its position is not necessarily shared by other Western countries. According to the British interpretation, sovereignty does not amount to a self-standing rule of international law. As sovereignty is merely a principle, an intrusive cyber operation that does not amount to a violation of the non-intervention principle (or the prohibition of the use of force) does not constitute an international wrong.

In contrast, the French interpretation of international law in cyberspace argues that ‘any cyber attack against French digital systems or any effects produced on French territory by digital means […] constitutes a breach of sovereignty,’ implying that sovereignty constitutes a self-standing rule of international law and consequently, all violations thereof amount to a wrongful act. These two statements represent the two positions at the ends of the sliding scale of the principle-vs-rule debate, one of the key discussions in legal scholarship on the topic of sovereignty in cyberspace. In recent years, more and more states have published their interpretation on the matter, many agreeing on sovereignty as a rule assessment. However, differences remain with respect to the exact threshold needed to violate

---

37 This impression arises given that the UN OEWG confirmed in its final report that it is indeed based on the findings of the UN GGE’s previous reports of 2010, 2013 and 2015. However, differences also remain: for example, the OEWG does not explicitly endorse the multistakeholder approach nor does it go into depth on the application of international law to cyberspace. For more, see e.g. Pavlina Ittelson and Vladimir Radunovic, ‘What’s new with cybersecurity negotiations? UN Cyber OEWG Final Report analysis,’ 19 March 2021, https://www.diplomacy.edu.


39 Wright (n. 38).

40 French Ministry of Armies (n. 18), 6–7.

state sovereignty – a matter that Schmitt calls ‘the real task at hand,’ which has been addressed more explicitly by the recent German statement.42

Finally, a fourth issue that determines the sovereignty in cyberspace debate is that of jurisdiction. Due to the general demand for international law to apply to cyberspace, the internet, to a certain extent, has to match the understanding of existing international law. With respect to the application of the principle of sovereignty and the exercise of jurisdiction, in particular, this means that the importance of territorial or physical aspects of cyberspace is often overstated.43 Such over-reliance on physical aspects stresses that servers, computers, and other components of communication infrastructure are physically located in a country. On the one hand, such assertion makes a valid point, especially with respect to the establishment of the respective state’s jurisdiction.44 The UN GGE confirmed that states enjoyed jurisdiction with respect to such items of infrastructure in 2013.45 It also reflects common practice according to which ‘states regularly assert jurisdiction, both civil and criminal, over activities within their cyber infrastructure.’46 On the other hand, overreliance on territorial aspects of activities in cyberspace does not solve the problem that cyber activities often function without a straight-forward territorial connection. This is especially true as offensive cyber operations can ‘be mounted from a multitude of globally dispersed locations,’47 but also affects cloud services and increasingly also applies to state functions conducted via cyberspace.48 Thus, it has been noticed by Corn and Jensen that cyberspaces have ‘at most a tenuous connection to geography.’49 It follows that ‘territorial con-

43 See for example Roguski’s criticism of Rule 4 of the Tallinn Manual 2.0, applying an effects-based analysis which ‘overemphasizes physical effects on territory’ and ‘does not sufficiently take into account the technical side of most cyber operations,’ Przemyslaw Roguski, ‘Violations of Territorial Sovereignty in Cyberspace – an Intrusion-based Approach’ in: Dennis Broeders and Bibi van den Berg (eds), Governing Cyberspace – Behavior, Power, and Diplomacy (London: Rowman & Littlefield 2020), 65–84 (74).
46 Roguski, ‘Violations of Territorial Sovereignty in Cyberspace’ (n. 43), 72.
49 Corn and Jensen (n. 47).
cepts are not readily transposable to an aterritorial medium by way of simple analogy.\textsuperscript{50}

The four different areas of priorities and the positions established by states, may it be by their practice or set out in statements, as well as scholarly debates show that the internet has clearly challenged the way state sovereignty is understood and that particularly the application of the ultimately territorial principle of sovereignty to largely a-territorial cyberspace remains a decisive challenge which is part of a broader, complex puzzle that plays out in many different ways.

\textbf{IV. Using Analogies to Analyse the Application of State Sovereignty in Cyberspace}

Against this backdrop of a broad and complex debate, scholarship has attempted to grasp the meaning of state sovereignty in cyberspace in a way that better reflects the plurality of interpretations of sovereignty but also one that explains the complexity of the topic by using analogies. In the remaining parts of the chapter, two examples of approaches using an analogy to conceptualise different issues of sovereignty in cyberspace will be examined.

Firstly, Roguski’s ‘layered approach’, which borrows from the law of the sea by establishing several layers of nuancing degrees of state sovereignty in cyberspace, will be analysed.\textsuperscript{51} Secondly, Cornish’s analogy with quantum physics will be examined, which argues that ‘allowing different understandings and expectations of sovereignty to co-exist rather than conflict’ could be the solution to the problem of how to regulate state sovereignty in cyberspace.\textsuperscript{52}

Whereas these are only two of the analogies used in legal scholarship addressing the sovereignty in cyberspace debate, they are chosen as examples in this chapter as they represent what in the opinion of the current author is a more common problem: the use of analogies does not often make a contribution to the discussion, especially where the analogy remains under-explored or further complicates an already complex analysis.

\textsuperscript{50} Roguski, ‘Violations of Territorial Sovereignty in Cyberspace’ (n. 43), 68.
\textsuperscript{51} Roguski, ‘Layered Sovereignty’ (n. 3).
\textsuperscript{52} Cornish (n. 4).
In a paper for the 11th International Conference on Cyber Conflict, Roguski proposes a ‘Layered Approach’ to find a suitable interpretation to the question of how sovereignty can be applied in cyberspace. Roguski suggests a gradual model of three layers.

Firstly, the model envisages a ‘Baseline Sovereignty’ layer, which constitutes the ‘physical layer of cyberspace’ in which the ‘proximity to the State is absolute through the criterion of territory.’ Such the first layer comprises information and communication technologies (ICT) infrastructure, which are widely accepted to fall under the state’s sovereignty and jurisdiction in which they are located.

Secondly, he proposes a ‘Logical Layer’ over which states have limited authority. This essentially a-territorial layer ‘consists of the codes and standards that drive physical network components and make communication and exchange of information between possible.’ This applies, for example, to the allocation of IP addresses and domain names. As has been seen in reference to Chinese and Russian approaches to cyber sovereignty, the degree of authority states have over these functions depends on whether they are taking an approach similar to the Russian and Chinese model or whether they are following a multi-stakeholder approach – in the first case ‘sovereignty over […] the logical layer […] would be restored.’

The third layer of ‘Concurrent Sovereignty over Data located on ICT Infrastructure in Another State’ foresees that next to the hosting state, concurrent sovereignty would be established ‘if the data stored within the ICT infrastructure is sufficiently proximate to the State asserting sovereignty.’ It applies a criterion of proximity, a flexible test that ‘describes the degree of the link between the data or service stored abroad and the State.’ Roguski’s proposal deserves credit as he finds a way to apply existing terms such as the authority to the realities of cyberspace. It is also a practical approach in the sense that it proposes ways to establish jurisdiction.

---

54 Ibid. (n. 3), 10–11; UN GGE A/68/98 (n. 5), para. 20; UN GGE A/70/174 (n. 5), para. 27.
56 Roguski, ‘Layered Sovereignty’ (n. 3), 11.
57 Ibid. (n. 3), 12.
58 Ibid. (n. 3), 12.
59 Ibid. (n. 3), 10.
and finds compelling examples of application. Roguski further rightly draws attention to the widely used function of cloud services and their potential impact on questions of sovereignty and jurisdiction. He also successfully moves away from territoriality where necessary by replacing it with the proximity criterion, a flexible approach that allows for the degree of connection between state and data to be established. The model applies existing terms and concepts such as authority, the layered approach borrowed from the law of the sea and the proximity criterion, which bears similarities to the ‘genuine connection’ test to establish extraterritorial jurisdiction. As such, the proposed approach seems plausible, especially as it conveys a sense of familiarity with established terms and approaches.

The analogy layered approach is, therefore, indeed a laudable starting point; however, a deeper analysis of the analogy seems necessary. Roguski’s model borrows from the maritime zones established in the Law of the Sea Convention, but there is little engagement with the question of why this analogy was chosen and what the law of the sea approach implies for the sovereignty debate. The value of the United Nations Convention on the Law of the Sea (UNCLOS) arguably lies in the regulation of corresponding rights and obligations and how these are applied in each zone. It seems that Roguski’s model only refers to the law of the sea in a superficial manner yet misses the decisive aspect of how and why the layered approach works on the sea and what insights for the application and understanding of sovereignty in cyberspace can be gained from drawing such an analogy to sovereignty at sea. He does not provide a deeper insight or more nuanced analysis on how rights and obligations would be applied in the different zones of cyberspace. The question of jurisdiction is, after all, only one of the aspects of sovereignty and the analogy to ‘layered sovereignty’ leaves room for exploring more rights and obligations that can be regulated by the application of layers.

This relates to a more general point. The fact that Roguski continues to use terms such as authority creates a sense of familiarity and places the proposal within the established lines of the discussion, yet also precludes a deeper discussion of these notions and the conceptual difficulties surrounding them. This is especially true for the term sovereignty, in which respect Roguski’s analysis does not provide a conceptual understanding – one that could be compared to the understanding of sovereignty at sea given the use of the analogy in the first place.

---

60 Ibid. (n. 3), 10. For the genuine connection test, see ICJ, Nottebohm (Liechtenstein v. Guatemala), judgement of 6 April 1955, ICJ Reports 1955, 4 (para. 4 ff.).
This is reflected in the fact that Roguski’s analysis leaves open some questions: despite the fact that his proposal addresses who and when a state can act when its data stored abroad is targeted (e.g., when a state has ‘an overwhelming interest in asserting authority over the data in question’ 61), Roguski does not dig deeper on the question why exactly they can act. As he does not explicitly weigh in on the principle-vs-rule debate here, the question of whether the violation of sovereignty in these instances constitutes a wrongful act remains open. Roguski suggests that where a state storing data abroad is affected, ‘an attack might be qualified as a violation of the sovereignty of the attacked State irrespective of the fact that the territory of the State has not been affected,’ adding that it can resort to ‘countermeasures or the plea of necessity.’ 62 Given that he addresses the availability of countermeasures, one that is only the case where there is a wrongful act 63, his model of sovereignty seems to imply that the violation of state sovereignty constitutes a wrongful act and as such, sovereignty seems to be a rule. Clarification on the question of when such an act exactly constitutes a violation of sovereignty would be useful as it would offer further insights on how he understands the nature of sovereignty.

Interestingly, Roguski has more recently published a chapter in which he explicitly weighs in on the nature of sovereignty and concludes that sovereignty constitutes a self-standing rule. 64 Here, Roguski also elaborates on the threshold of when an offensive cyber operation violates the principle of sovereignty exactly, arguing this is the case not only where physical effects are caused but instead proposes an ‘intrusion-based’ approach, generally similar to the French model. 65 Despite the fact that Roguski envisages certain thresholds by categorising only those interferences that affect the integrity of data (e.g. by deleting or altering data), and not those that merely access them (e.g., for intended purposes or even by unauthorised access), as a violation of sovereignty, his approach remains broad. 66

Overall, Roguski’s analogy is an interesting starting point, but it would have allowed for more insights if the analogy to the layers of the law of the

61 Ibid. (n. 3), 13.
62 Ibid. (n. 3), 13.
64 Roguski, ‘Violations of Territorial Sovereignty in Cyberspace’ (n. 43), dismissing arguments that sovereignty is not a principle on page 68–69, concluding that ‘sovereignty […] forms itself a prohibitive rule of international law,’ 71.
65 Ibid. (n. 43), 73 ff.
66 Roguski, ‘Violations of Territorial Sovereignty in Cyberspace’ (n. 43), 79.
sea was conducted more explicitly and if the analysis provided more comprehensive assessments of how the different rights and obligations play out in these layers. Whereas the analysis of the layered approach leaves open some questions which are answered in other publications, it would be interesting to see how Roguski’s understanding of sovereignty explored in his second publication mentioned here relates to the interpretation of sovereignty at sea alluded to in the first publication.

2. Cornish and the Quantum Physics Analogy

Cornish’s approach is of a more conceptual nature, providing the reader with an analysis exploring the different understandings underlying the sovereignty debate. To illustrate the variety of interpretations of sovereignty that co-exist, Cornish applies an analogy to quantum theory’s superposition principle by referring to the experiment of Schrödinger’s cat in which the pet is located in a box together with radioactive material as well as a radioactive monitor and a bottle of cyanide. The bottle of cyanide will eventually break due to the radioactive material in the box measured by the radioactive monitor, and as a result, the cat will die. The decisive bit is what follows: until someone opens the box to check on the status of the cat, ‘the cat is notionally both alive and dead’ or perhaps neither of the two options.67

Cornish applies this state of superposition to cyberspace by arguing that much of cyberspace is also ‘both dead and alive’ depending on the perspective you take: one might argue that information is hard as it is sent through cables, yet, on the other hand, it is non-physical, soft as it merely consists of digital code. He adds more examples of such ‘dualities we might wish state sovereignty to occupy at once: national and international; procedural and substantive; international and external; intangible and physical; cultural and territorial.’68

So far, so convincing. Yet this plurality of interpretations of state sovereignty in cyberspace can only continue to exist if ‘no one opens the lid’ – and there continues to be a good reason not to do so. This is where the analogy becomes more complex. The aim, so Cornish, must be ‘a reasonably unified, international policy for cyberspace as a ‘virtual commons,’ which can only be achieved if neither of the opposing views triumphs

67 Cornish (n. 4), 166.
68 Ibid. (n. 4), 166.
over the other, ‘as the result would be neither unified nor common.’\textsuperscript{69} This means that the lid must remain closed, so the reality does not show the incompatibility of the different approaches. Basing his argument on game-theory, Cornish argues that in order for the lid to remain closed, there must be a series of concessions made by the states of opposing position.\textsuperscript{70}

Among the concessions listed by Cornish is the acknowledgement by states such as China that ‘the multi-stakeholder approach is both more realistic and inclusive […] than intergovernmentalism’\textsuperscript{71} and the acceptance that all norms developed ‘should be respected both in letter and in spirit.’\textsuperscript{72} In return, he sees concessions to be made by those advocating a multi-stakeholder approach, especially with respect to acknowledging that ‘territorial sovereignty does bear upon many of the physical aspects of cyberspace,’ respect the principle of non-intervention and that ‘cyberspace is to provide a neutral medium for communication and cooperation among many different actors, rather than serving as a vehicle for the homogenisation of politics according to Western values, the enforcement of international standards of human rights around the world or the spread of liberal-democratic, rule-of-law-based systems of government,’ a concession he accepts as difficult to realise.\textsuperscript{73}

In return for these concessions, Cornish expects several benefits to arise out of this trade-off. For ‘non-Western’ states, it will reconfirm that states are ‘at the centre of the norm- and rule-setting processes,’ which thus means that these norms can be expected to reflect ‘the preferences of all interested parties, rather than a small selection of them.’\textsuperscript{74} Cornish also believes that ‘by surrendering their insistence on a thin, territorial understanding of sovereignty, governments should also expect a return to a thicker and deeper understanding, in which culture and ‘internal sovereignty’ are acknowledged and respected.’\textsuperscript{75}

As benefits for those supporting a multi-stakeholder approach, Cornish claims that fragmented cyberspace will become unlikely and that ‘a more transparent, rules-based system’ should emerge, which in turn ‘should also see less tolerance for ‘plausibly deniable’ yet problematic behaviors in cyberspace,’ ultimately making cyberspace ‘more stable and predictable’
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which would have positive economic effects. He further argues that such concessions would make it more likely to involve other stakeholders, which eventually could lead to ‘the development of a normative, even cosmopolitan, framework.’

Cornish’s paper provides international legal scholarship with an out-of-the-box analogy and raises fundamental, highly interesting points, especially with respect to China’s understanding of sovereignty. Yet difficulties arise when applying Cornish’s analogy to practice. Firstly, it is questionable why it is desirable to find a reason ‘not to open a lid.’ This seems in clear contradiction with the aim to clarify the application of international legal norms to cyberspace, an action that would – as far as the current author understands – require us to open the lid. Even though some states might prefer the current legal grey zones in cyberspace, Cornish argues that the ultimate benefit of keeping the lid shut is clarity and stability – aims that could arguably be achieved more directly by opening the lid.

Secondly, it seems highly unlikely that either side would start making any concessions. It does not seem likely China and Russia would abandon their restrictive, fragmented approach to cyberspace, nor that the West would support such restrictive interpretation, especially given that access to the internet is increasingly understood as a human right.

In order to explain why states would make concessions, Cornish refers to elementary game theory and a system of cooperation in order to achieve desired benefits. Here, Cornish misses a decisive element of game theory, often best explained by the Prisoner’s Dilemma. In an interrogation of two prisoners, each prisoner does not know for sure if the other prisoner is also going to remain silent; a prisoner is more likely to turn on one another, despite the fact that cooperation in the form of mutual silence would be beneficial. They will only remain silent if they trust one another – or
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have made an agreement before the interrogation to do so. With respect to Cornish’s proposed concessions, the question arises why either party would start making these fundamental concessions.\(^{82}\) Despite the fact that the long-term outcome might be beneficial, there is no established relationship of trust between the US and China.\(^ {83}\) As long as each state cannot trust the other that their concessions are binding and will be adhered to, the trade-off does not work or as the prisoner’s dilemma shows: each prisoner will turn on the other. One way to establish a binding nature could, of course, be in the form of an international treaty – yet Cornish mentions no such step, although it is crucial in order for the reference to game theory to work and to find a rational incentive to keep the lid shut. Without negotiations, transparency or guarantees, these concessions seem to appear ‘out of the blue,’ making it difficult to see how this analogy could play out in practice.

Thirdly, the current author believes that such concessions are fundamental. Cornish sees them as an enabler to ultimately reach a ‘framework for global cyber governance.’\(^ {84}\) It would be interesting to know more about where Cornish sees the benefit of such a model. Is keeping the lid shut merely a temporal solution to establish trust between both frontiers while they make one concession after the other? If one assumes that both sides are ultimately willing to make such fundamental concessions, would it not be more favourable to fully open the lid straight away and find a compromise as a whole? This is in line with the previous arguments, as the current author believes negotiations of a treaty to establish trust and accountability are vital to lead to concessions in the first place. Given the current state of negotiations within the UN working groups, it, of course, does not seem very likely that such negotiations would be fruitful. However, it could be argued that by keeping the lid shut, states like China and Russia will continue to work towards a fragmented model of cyberspace and violate human rights while the West will advance their...

82 Cornish (n. 4) says that ‘China, [...] would first have to concede that cyberspace should not (and logically cannot) be territorialised,’ 168, yet he does not explain whether this is meant as a temporal assessment and if yes, why a first step would be taken by China and if so, on what basis.
84 Cornish (n. 4), 172.
global, multi-stakeholder model – a development that is also unlikely to lead to more trust and consequently, will not encourage either party to make concessions.

Fourthly, it does not become clear how the concession that ‘China, […] would first have to concede that cyberspace should not (and logically cannot) be territorialised’ does not result in the triumph of one side over the other – something, so Cornish earlier, that should be avoided. Despite the fact that both sides have to make concessions that certainly can outweigh one another to some extent, it nevertheless seems that, ultimately, this specific concession would lead to triumph from a Western perspective. This argument in combination with Cornish’s claim that cyberspace should not be territorialised might be read as a confirmation that Cornish has indeed chosen a preference of which side should ultimately triumph.

Despite the fact that the current author finds it difficult to see how the model would apply in practice, Cornish ultimately achieves a critical point that Roguski’s theoretical model does not explore to the same extent: he successfully shows that there is no agreement on the concept of state sovereignty – neither from a legal nor a cultural perspective – and that sovereignty is many – often contradictory – things according to different perspectives. Instead, Cornish shows that the difficulty in applying state sovereignty to cyberspace is not so much how we can translate ‘territoriality’ and ‘authority’ to cyberspace, but that there is no agreement on the concept of state sovereignty in the first place.

V. Remarks on the Contribution of Analogies to the Sovereignty in Cyberspace Debate

The work of the two authors examined allows the critical reader to explore key issues relating to the regulation of state sovereignty in cyberspace: the lack of a common understanding of state sovereignty and how to deal with such ambiguity, the concept of territoriality in cyberspace, and the question how current geopolitics can work towards a practical way of governing cyberspace.
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Nevertheless, the present analysis also shows the shortcomings of the two models explored. In addition to the content-related arguments raised in the previous analysis, the two analogies allow for reflections on the general contribution such analogies can make when discussing the application of international law to cyberspace as the two examples chosen are representative of two more common problems encountered when using analogies.

Firstly, the interdisciplinary analogy between international cyber law and quantum physics has artificial appeal but, in practice, compounds the complexities of an already immensely complex debate. Whereas the initial analogy between Schrödinger’s cat and sovereignty is a thought-provoking comparison indeed, the further the analogy is taken, the less it helps to understand the debates around sovereignty in cyberspace. In order to fully comprehend the value and meaning of the analogies, the reader of Cornish’s paper ideally is familiar with basic quantum physics, international law, particularly principles applying to cyberspace, and later game theory. It is easy to see how given the number of references and complexity of each field, respectively, one cannot see the wood for the trees. The nuances that could be conveyed with such analogy are simply hidden away behind ever more metaphors, analogies and references, and it is easy to get lost. The conclusion that must be drawn in this instance is that the interdisciplinary analogy did not contribute to clarifying a complicated matter. On the contrary, the reliance on the quantum physics analogy in combination with additional references to game theory complicated the matter further.

Secondly, almost the opposite can be said for the analogy to the law of the sea made by Roguski. Here, the reference remained of a relatively superficial nature, and the opportunity for a meaningful analogy was at least to some extent missed. The law of the sea analogy could make for a promising legal parallel. However, a deeper analysis of the understanding of sovereignty at sea and in cyberspace as well as of the idea of different zones or layers with varying degrees of rights and obligations, i.e., a closer parallel to the law of the sea analogy, could have made a bigger contribution to the analysis at hand.

This is not to say that analogies generally cannot contribute to the quality of academic debate. On the contrary, they can improve the understanding of an issue, encourage readers to look for approaches and solutions applied in different fields and benefit from the experience made elsewhere. One example of how analogies in the cyberspace debate can contribute to a meaningful analysis is where cyberspace is compared to global commons,
as such analogy can lead ‘to some useful comparative insights.’

Mueller’s analysis of whether cyberspace should be a global commons like the high seas works well as it is a clear yet limited reference with the defined purpose of illustrating the relationship between the two domains.

However, ‘[t]here are always difficulties’ when using (interdisciplinary) analogies. Such assessment also applies to situations where sovereignty in cyberspace is compared to other areas of international law. The challenge of finding an appropriate analogy lies in striking the right balance between mere superficial reference and becoming overwhelmed by complex details. Ultimately, ‘it is only possible to analogise so far before analogy fails.’

In an area like sovereignty in cyberspace that is already dominated by legal grey zones, uncertainty, and the difficulty of combining legal and technical expertise, what the discourse urgently needs is clarity, comprehensible approaches and sharp analysis that ideally combines technical as well as legal perspectives instead of more analogies and metaphors.

For many years, scholars in the field regularly concluded that what is needed is more insights into state practice. Although such a need remains to some extent, we have recently seen more and more states coming forward with their interpretation of how international law should apply to cyberspace. Especially in the context of the two UN working groups, states have publicly stated their positions, fostering the debate on how sovereignty can be applied to cyberspace. These new statements are important, and some are even of ‘normative sophistication.’

International legal scholars have waited for such clarity for a long time – and should respond by offering the same clarity in return. To this end, adding to uncertainties by getting lost in analogies that over-complicate the matter or that are not followed through with has to be avoided. The discourse will

90 Betz and Stevens (n. 88), 156.
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only benefit from direct analysis to understand technical and legal aspects
of the question of how sovereignty can play out in cyberspace. Therefore,
analogies should be used with caution.

VI. Conclusion

The debate surrounding the application of state sovereignty to cyberspace
is a complex one. The present analysis has shown that not only is there
no authoritative definition of state sovereignty in the first place, but that
its application to cyberspace is especially challenging given the discrepancy
between the traditional concept of state sovereignty which is often under­
stood to be of a territorial nature and the fact that cyberspace is commonly
perceived to be a territorial. In addition, this chapter has illustrated that
states approach the sovereignty in cyberspace according to their national
interests, e.g. by using the principle of state sovereignty as a justification
for political acts or whether they lobby for a distinctive way how to ap­
proach governance and administration of cyberspace.

With these complexities in mind, legal scholarship has tried to analyse
the subject matter – often with the help of analogies. After all, analogies
or references to other or related subject matters are useful to catch the
reader’s initial attention – hence this chapter’s title: ‘Error 404: No Sover­
eignty Analogy Found,’ referring to the common error notification many
internet users are familiar with. However, the two examples examined
in this chapter show how difficult it is to find an analogy that actually
contributes to the analysis and clarification of this complex topic. On the
contrary, the two analogies examined here have illustrated that instead of
striking the right balance, it is likely that a very detailed analogy adds fur­
ther complexity to the topic and leads to additional confusion and that, in
contrast, a superficial analogy does not lead to useful comparative insights
either. Therefore, the chapter concludes that where an appropriate balance
cannot be struck and an (inter-disciplinary) analogy does not contribute
to the analysis at hand, scholars should consider writing their analysis on
sovereignty in cyberspace without using analogies and instead, favour clear
and straight-forward analysis. In that sense, at least in the light of the
two examples studied, no adequate analogy clarifying the sovereignty in
cyberspace debate could be found.
The Constitutionalisation of the Digital Ecosystem: Lessons from International Law

Edoardo Celeste

Abstract A complex process of constitutionalisation is currently underway within contemporary society. A multiplicity of normative counteractions is emerging to address the challenges of the digital revolution. However, there is no single constitutional framer. In a globalised environment, constitutionalisation simultaneously occurs at different societal levels. Not only in the institutional perimeter of nation-states but also beyond: on the international plane, in the fiefs of the private actors, within the civil society. This chapter examines to what extent international law scholarship may offer a useful theoretical toolbox to understand the multilevel phenomenon of constitutionalisation of the digital ecosystem. International law theory indeed already projected the notion of constitution beyond the state dimension, helping explain how the emergence of globalised problems in the digital ecosystem necessarily engenders the materialisation of a plurality of constitutional responses. It will be argued that the sense of this Gordian knot can be deciphered only if these emerging constitutional fragments are interpreted as complementary tesserae of a single mosaic. Each one is surfacing with a precise mission within the constitutional dimension, each one compensating the shortcomings of the others to achieve a common aim: translating the core principles of contemporary constitutionalism in the context of the digital ecosystem. Constitutionalising the digital ecosystem is not synonymous with en bloc codification but rather represents a gradual process of translation of principles and values. Constitutionalisation does not merely imply the imposition of new constitutional rules but also includes a substantial bottom-up societal input. All the various scattered components of the process of constitutionalisation of the digital ecosystem equally contribute to substantiating the ideals and values of digital constitutionalism, which represents a new theoretical strand within contemporary constitutionalism aiming to adapt its core values to the needs of the digital ecosystem.

I. Introduction

There is a link between the constitutional dimension, both at the state level and beyond, and technological advancement. Technology has always profoundly transformed society and the role of individuals within it. Over
the past few centuries, new technologies have altered power relations, created new tools of societal control and generated socio-economic expectations. These changes have been reflected in major constitutional upheavals. The great constitutional revolutions that occurred in Europe and America at the end of the eighteenth century were the heir of two centuries of a scientific revolution. Similarly, today, constitutional law both within and beyond the state is not remaining inert vis-à-vis the challenges of the digital revolution. It is true – in contemporary society, the constitutional dimension struggles on multiple fronts. Its state-centric origin demands a conceptual rethinking when applied to the global digital ecosystem, where private multinational companies emerge as dominant actors beside nation-states. Yet, the constitutional dimension is slowly reacting, progressively changing and evolving through a series of targeted transformations.

These transformations take the form of normative responses, seeking to protect fundamental rights and to balance the relationship between powerful and weak actors in the mutated contest of the digital ecosystem. One can mention as examples new provisions added to national constitutions that aim to guarantee the right to participate in the information society, such as the new Article 5A of the Greek Constitution. Judicial decisions affirming the right to Internet access: in 2009, the French Conseil constitutionnel explicitly recognised this right, followed in 2010 by the Costa Rican Sala Constitucional. Sets of legislation detailing the guarantees for our ‘digital body,’ personal data: here, the compulsory reference is to the General Data Protection Regulation. Dozens of declarations of rights for the Internet age issued by civil society groups around the globe: one example for all, the Charter of Human Rights and Principles
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for the Internet, currently translated in more than ten languages. New procedural safeguards instilled within internal governance mechanisms of private companies: there is still much work to do, but we can certainly refer to the new online content moderation principles and practices of social media companies like Facebook or Twitter. And as the last, but certainly not least examples of normative response to the challenges of the digital revolution, one can list the emergence of case-law from sector-specific adjudicating mechanisms, such as the ICANN dispute resolution service providers, as well as the institution by online private companies of semi-judicial internal bodies with the duty to decide issues related to the validity of content published on these platforms.

By adopting a functional approach, looking beyond the formal character of norms, one can identify the emergence of these constitutional responses both within and beyond the state dimension, involving also private companies as main actors of constitutionalising trends. The reaction of the constitutional dimension to the digital revolution does not only materialise in national constitutions, statutes and judicial decisions. Civil society groups affirm their digital rights in non-binding declarations. Multinational technology corporations are pushed to introduce individual rights safeguards in their internal rules. Private companies’ decision-making bodies progressively establish principles to protect users’ rights in their own case-law.
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7 Charter of Human Rights and Principles for the Internet https://internetrightsandprinciples.org/charter/.
The panorama of constitutional counteractions to the challenges of the digital revolution appears fragmented, plural, polycentric. Constitutional patterns emerge both in legally binding and non-binding legal sources, through democratic and institutionalised processes, and through spontaneous deliberation of non-organised groups. Counteractions developing in the national dimension address the relationship between the state and individuals and apply within circumscribed territories, while transnational constitutional instruments focus on the power that private corporations exercise on their users on a global scale. The constitutional discourse is no longer uniform and unitary. Nor is it possible to refer to single legal orders. Each constitutional instrument is a ‘fragment,’12 a ‘partial constitution,’13 We face a scenario of constitutional pluralism, a complex mosaic not only combining multiple sources but also intersecting different legal orders.14 If one were able to gain an aerial view of this phenomenon in motion, one would not simply see the static image of a set of constitutional fragments but would observe a lively and effervescent scenario: what this chapter calls a process of constitutionalisation.

The image of the medieval feudal system, where the power is layered and fragmented, where kings are such in one territory but subjects in others, and the distinction between private and public blurs, once again comes to mind. However, it is not necessary to go back to the Middle Ages to retrace an analogous phenomenon.15 Interestingly, in international law, there is a long-standing tradition of scholars embracing a constitutionalist approach. Recent studies explain that constitutional pluralism is a general phenomenon of our age, a consequence of a specific contemporary trend: globalisation. This chapter does not aim to advance a normative call in favour of the emergence of these constitutional counteractions but rather seeks to investigate to what extent international law can offer a useful theoretical toolbox to analyse this multifaceted trend as a single phenomenon of constitutionalisation of the digital ecosystem.

12 See Teubner, Constitutional Fragments (n. 11).
15 See Viellechner (n. 9).
This contribution is divided into two main sections. Section 2 analyses the conceptual instruments that international law offers to interpret the current phenomenon of constitutionalisation of the digital ecosystem. It will start by explaining how international law theory projected the notion of constitution beyond the state dimension and will argue that the emergence of globalised problems necessarily engenders the materialisation of a plurality of constitutional responses (II.1). Such a process, which will be denoted as constitutionalisation, may take different forms. Section II.2 will present a notorious example focusing on the constitutionalisation of the European Union. This context will not be used as a model of the process of constitutionalisation of the digital ecosystem but will be analysed from a theoretical standpoint to show that the appearance of constitutional patterns beyond the nation-state does not neuter but rather complement parallel constitutionalising processes at multiple levels (II.3). This argument will be finally supported by referring to the socio-legal scholarship on the topic (II.4).

Section III will investigate how the conceptual framework analysed in Section II can be applied to interpret the process of constitutionalisation of the digital ecosystem. Such process, too, is engendered by the globalised issues generated by the digital revolution and consequently comprises a plurality of fragmented constitutional counteractions (III.1). Constitutionalising the digital ecosystem is not synonymous with *en bloc* codification but rather represents a gradual process of translation of principles and values (III.2). Constitutionalisation does not merely imply the imposition of new constitutional rules but also includes a substantial bottom-up societal input (III.3). All the various scattered components of the process of constitutionalisation of the digital ecosystem equally contribute to substantiating the ideals and values of digital constitutionalism, which represents a new theoretical strand within contemporary constitutionalism aiming to adapt its core values to the needs of the digital ecosystem (III.4).
Interestingly, in international law, there is a long-standing tradition of scholars embracing a constitutionalist approach. In fact, the roots of what has been called ‘international constitutional law’ date back to the first half of the past century. In 1926, Alfred Verdross wrote a book entitled The Constitution of the International Legal Community, in which he argued that the norms regulating the sources, scope, and jurisdiction of international law represent its ‘constitution.’ For the sake of simplification, a first strand of the international constitutional law doctrine insisted on this analogic and hierarchical approach. According to this vision, the meta-rules of international law, i.e. the rules which regulate international rule-making, would present some characters similar to domestic constitutions. On the one hand, they would represent ‘higher’ norms establishing procedural constraints, as, for example, the Charter of the United Nations does by setting the rules related to the sources, scope and jurisdiction of international law. On the other hand, they would provide substantive limitations in relation to primary values worthy of protection, such as, for
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instance, in the case of the principles of *jus cogens* or *erga omnes* obligations prohibiting slavery and genocide.\(^{22}\)

Starting from these premises, a stream of scholars went even further. They argued that core international values and principles would not be merely *analogically* constitutional, as the fundamental rules of an autonomous legal order – that of interstate relationships – that is deemed to be distinct from domestic systems. These norms would really perform a constitutional function *in conjunction with* domestic constitutional law.\(^{23}\) The international legal order is no longer seen as an interstate, state-centric normative architecture. According to this vision, the weathercock of international law would have turned towards the individual dimension.\(^{24}\) The entirety of constitutional law, both on an international and domestic plane, would share its primary aim. International constitutional norms, too, become inviolable principles seeking to protect individual rights, a series of norms that would be even superior to the will of the states.\(^{25}\) States would still be the chief characters but would act ‘in a play written and directed by the international community.’\(^{26}\)

Such a novel reading of the role of international law was explained in the context of the globalisation phenomenon. Globalisation is the process of progressive ‘appearance of global, de-territorialised problems.’\(^{27}\) Issues such as climate change, international terrorism, or mass migration cannot be addressed on the international plane by single nation-states but would require the cooperation of a multiplicity of actors.\(^{28}\) Such enhanced inter-
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dependence concretely manifests itself in a double, vertical shift of power. Part of nation-states’ functions are, on the one hand, absorbed by higher level, supranational entities; on the other hand, entrusted to a lower level, multinational non-state actors. Dobner and Loughlin talk of an ‘erosion of statehood.’ The nation-state is no longer the monopolist of power. A series of dominant actors emerge beyond the state dimension, creating new transnational contexts in which individual rights need to be protected and the powers of the players involved balanced.

This novel circumstance generates a new constitutional question. Domestic constitutions, only binding single nation-states, cannot address this issue alone. Global problems ultimately require constitutional pluralism. The dispersion of power among various actors engenders the emergence of new constitutional mechanisms beyond the state: a series of phenomena that have been called ‘constitutionalisation.’

2. Forms of Constitutionalisation: The EU as a Case Study

The European Union is one of the transnational contexts in which the scholarship has more extensively analysed and vigorously debated the effective existence of a process of constitutionalisation. This context will not be used as an example of the process of constitutionalisation of the digital ecosystem but will be analysed from a theoretical standpoint to demonstrate that the appearance of constitutional patterns beyond the nation-state does not neuter but rather complement parallel constitutionalising processes at multiple levels.

---
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In 1951, six European countries created the European Coal and Steel Community. In 1957, the same founding states established the European Economic Community (EEC) and the European Atomic Energy Community (Euratom). From a formal point of view, these three entities, which only in 1967 merged together to become the European Communities, were nothing but new international organisations established by a series of classical multilateral treaties. International agreements that were really called ‘treaties,’ and not charged with a constitutional flavour, as in the case of the statutes of the International Labour Organisation (ILO), the Food and Agriculture Organisation (FAO), or the United Nations Educational, Scientific and Cultural Organization (UNESCO), which had been formally denominated as ‘constitutions.’

Yet, in less than four decades, the very peculiarities of these apparently ordinary multilateral agreements would have allowed a seemingly conventional interstate organisation to become autonomous, ‘constitutional legal order.’ Indeed, the scholarship soon acknowledged that precisely the power conferred by the treaties to the European Court of Justice had been the key factor of this transformation. In 1963, in the Van Gend en Loos case, the court recognised the right of individuals to rely on the provisions of what at the time was Community law before national jurisdictions (so-called ‘direct effect’), even if technically the treaty had been signed by, and therefore only bound, Member States. The following year, in the

case *Costa v. Enel*, the European judges held that Community law prevails on national law, even if the latter is adopted subsequently (so-called ‘supremacy of EU law’). In a series of cases from the early 1970s, the Court distinguished areas of exclusive Community competence and areas in which Member States were prevented from legislating unless the Community had not taken any positive action (so-called principles of ‘exclusivity’ and ‘pre-emption’). In *Nold v. Commission*, the Luxembourg judges affirmed to be bound by fundamental rights, as recognised by Member States’ constitutions and by international human rights treaties. In *Les Verts*, the court, by acknowledging that the European Economic Community is founded on the rule of law, asserted that the treaty is the Community’s ‘basic constitutional charter.’ Last but certainly not least, in *Kadi*, the Court affirmed the need to protect EU fundamental rights also when giving effect to UN Security Council measures, *de facto* subjecting the latter to a sort of control of constitutionality against EU internal standards.

This selection of examples provides an idea of how the European Court of Justice constitutionalised the European legal order. The Luxembourg judges, to use the words of Judge Mancini, read ‘an unwritten bill of rights into Community law.’ They elaborated a European constitution to complement a conventional international treaty. Weiler compares the set of rules elaborated by the Court with Microsoft Windows: they would be the operating system created to ‘overlay’ the European Community’s Disk Operating System (DOS), public international law. The European Court of Justice would have transformed an interstate organisation into a *sui generis* regime where both individuals and Member States are subject

---

to a common set of rules. Constitutionalisation would mean not only a ‘horizontal,’ infra-institutional, re-distribution of power but also the configuration of a ‘vertically integrated’ legal order.

In one of his papers, Francis Snyder investigated to what extent the EU has a ‘constitution,’ and observed that the answer to this question depends on what one means by such a term. He recognised that, while the EU can be said to have a constitution in an empirical and material sense, respectively meaning a factual organisation and a set of norms ordering the polity, it is arguable that the EU has a formal constitution, and it is certain that the EU still lacks a subjective constitution, intended as a fundamental law approved by its people. This observation allows us to better understand why the scholarly debate about the constitutionalisation of the EU did not confine itself to the analysis of the judicial activism that led the Court of Justice to distil a set of constitutional principles from an apparently conventional multilateral treaty, what in Snyder’s terms would be the EU ‘material’ constitution. Indeed, the notion of constitutionalisation was also used to refer to the process of adoption of a ‘formal’ constitution of the EU and to the progressive democratisation of the European constitutional architecture, Snyder’s ‘subjective’ constitution. Ingolf Pernice wrote: ‘If we talk about the ‘constitutionalisation’ of the EU, in my view, this means talking about the citizens of the Union taking ownership of the Union […]’

However, the problem for many authors is: who are the citizens of the Union? Can we have a European constitution without European demos? These questions highlight one of the major difficulties that characterise

44 Weiler and Trachtman (n. 43).
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the constitutional discourse in the transnational context: translating the concept of the constitution beyond the state dimension. This issue is currently one of the main subjects of investigation of the scholarly stream that studies phenomena of ‘global constitutionalism.’ As is evident from those who support the idea that the EU should have a subjective constitution, the objective of analysing processes of constitutionalisation is not only to identify the emergence of constitutional patterns at the transnational level but also to normatively suggest potential avenues to instil constitutional values and mechanisms beyond the state. To this purpose, an exercise of translation is needed. One cannot simply reason with categories belonging to domestic constitutional theory. One would need a ‘post-national’ concept of the constitution. It is in this way that, for example, Pernice salvages the idea of a European constitution without a homogenous European people. A post-national constitution would differ from a domestic constitution, firstly, because it would not be an ‘exclusive,’ total constitution, comprehensively regulating the exercise of power within a territory, and, secondly, because it would not presuppose the pre-existence of a people living in a specific territory, given the fact that a post-national constitution does not necessarily need to ‘constitute’ a state. Transnational constitutions, such as the European one, would not aim to annihilate domestic constitutions but rather to integrate and/or compliment them within a ‘multilevel’ constitutional order.

3. **Multilevel Theory: Reconciling Constitutional Dimensions**

Interestingly, in the study of phenomena of constitutionalisation, constitutional principles, the existence of which is identified or advocated at the transnational level, are not examined in isolation. The scholarship also investigated the nature of the link between domestic and transnational constitutional dimensions. These two constitutional levels would not amount to watertight legal orders but could rather be seen as two communicating vessels. Working in tandem, when the domestic constitutional law vessel reaches its point of saturation due to the materialisation of global challenges beyond its reach, the inner fluid would start flowing in the international constitutional law container.

This relationship has been described by the scholarship in different ways. Christian Tomuschat analysed the role of international treaties in terms of ‘völkerrechtliche Nebenverfassungen,’ literally translated as international law supplementary (or auxiliary) constitutions. According to this vision, international and domestic law would no longer have different aims but would both share the goal of protecting individual rights. International law’s focus would be on human rights rather than on interstate relations. Therefore, one can conceive one single integrated ‘individual-oriented’ system composed of multiple levels. In this way, international law acquires a new constitutional function, supplementing domestic law vis-à-vis global challenges and even imposing a series of principles superior to the will of the states. In this way, Tomuschat eventually postulated a new hierarchy of legal sources, where international law acquires a foundational value for domestic constitutional law.

---
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Other scholars, although sharing similar premises, did not support the view of a hierarchical relationship between transnational and domestic constitutional law. In the context of the European Union, for example, EU law and Member States’ constitutions have rather been seen as complementary sources. According to Pernice, EU and national law would represent two ‘formally autonomous systems,’ which, however, in contrast to what happens in federal states, would mutually affect each other without implying the existence of a hierarchy.59 For Pernice, both these sources would aim to protect citizens’ rights and, as such, would form a Verfassungsverbund, a composed ‘constitutional unit,’ though being ‘in permanent interdependency.’60 Pernice baptises this complex architecture ‘multi-level constitutionalism,’ stressing that the presence of multiple layers does not necessarily imply the existence of a hierarchy.61 Complementation between EU and national law would be a form of symbiotic interdependence.62

Lastly, Anne Peters further characterises the relationship between transnational and domestic law in a different way. Globalisation would have put national constitutions under pressure.63 Principles of national constitutional law appear ‘dysfunctional’ or ‘empty’ vis-à-vis phenomena which transcend the territory of the state.64 A significant portion of state power is progressively transferred to the transnational level. Both supranational
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organisations and multinational private actors emerge as new dominant players, but at the same time, domestic constitutions are no longer ‘total constitutions,’ capable of facing this mutated transnational scenario. According to Peters, globalisation would not alter the assumption that the ‘achievements of constitutionalism are to be preserved.’ She, therefore, affirms that this ‘de-constitutionalisation’ at the domestic level normatively requires a ‘compensatory constitutionalisation on the international plane.’ The final result, as in the previous case, is always a constitutional conglomerate composed of both domestic and transnational constitutional instruments. However, the rationale behind the symbiosis between these two sources of law changes: national constitutional law has lost its centrality, it is no longer effective, and consequently needs to be compensated by a series of normative instruments emerging at the transnational level.

4. Double Reflexivity: A Socio-legal Perspective

In the first act of Rossini’s The Barber of Seville, Figaro, the hairdresser of the title, enters the stage on the notes of the famous aria ‘Largo al factotum della città.’ Cesare Sterbini, the libretto’s author, writes ‘make the way for the factotum of the city’ because effectively, in the eighteenth century, the barber was a man of all work: coiffeur, clock repairer, dentist and even surgeon. A role with a wide-ranging set of competencies that today – luckily – are exercised by several other professionals.

The nation-state, before the advent of globalisation, somehow resembled Figaro: it was like the eighteenth century’s barber, the factotum of both domestic and interstate affairs. Interestingly, similarly to what has happened to the one-time multifaceted profession of the barber, the state, too, has progressively lost its societal centrality. Functions once exclusively exercised by the state are today delegated to transnational entities. Consequently, constitutional law is no longer exclusively national, rooted in a territory, linked to a specific people. Conversely, it is necessarily plural, and it appears as a complex conglomerate of several legal sources also emerging beyond the state dimension.

65 Peters, ‘Compensatory Constitutionalism’ (n. 27), 580.
66 Peters, ‘Global Constitutionalism’ (n. 51), 2.
67 Peters, ‘Compensatory Constitutionalism’ (n. 27), 580; see also Peters, ‘The Refinement of International Law’ (n. 28), 688 ff. on ‘rapprochement’ techniques in international norms.
The explanation of such a phenomenon provided by legal sociologists reflects the dynamics underlying the evolution of the role of the barber in the last three centuries. In the globalised society, boundaries no longer follow national frontiers but are defined according to functional specialisation.\textsuperscript{68} One can identify ‘a multiplicity of autonomous sub-systems.’\textsuperscript{69} The economy, media, health, science: each one represents an independent regime. The barber is no longer, at the same time, the clock repairer, dentist and surgeon because these figures have emerged as autonomous, specialised professions. In the same way, vis-à-vis global phenomena which engender a sectoral differentiation, some prerogatives once concentrated in the hands of the state are today assumed by specialised transnational entities.

Such displacement of power at the transnational level generates a series of constitutional questions to which national constitutional law cannot, alone, provide an answer. Niklas Luhmann argued that the emergence of a ‘world society’ is not compensated by the emergence of world politics, and this circumstance would generate a twilight of constitutionalism at a global level.\textsuperscript{70} Conversely, David Sciulli contended that in spite of rampant authoritarianism at the societal level, a constitutionalising trend was emerging in a plurality of societal institutions, such as those setting norms for specific professions in a collegial way.\textsuperscript{71} Following this line, Gunther Teubner insisted that the functional differentiation of society would generate a ‘societal’ constitutionalisation: each societal sub-system would be able to develop its own constitutional norms.\textsuperscript{72} According to this vision, constitutional law-making would not only involve traditional centres of
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power but would flood into the ‘peripheries of law.’ Constitutional law would no longer be relegated to the state dimension. On the contrary, domestic constitutions would become ‘a sub-constitution among others.’

A socio-legal perspective allows us to understand that the ‘fragments’ of this plural constitutional scenario are not only represented by norms developed in a state-centric dimension, be they at the national or supranational level, but also by principles shaped in the social context. Teubner talks of the emergence of ‘civil constitutions.’ A world unitary constitution is a utopia, as is to think that the activities of states and supranational organisations exhaust the potential articulations of global society’s constitutionalisation. Such a process would be incremental, but, above all, hybrid and composite: ‘a mix of autonomous and heteronomous law-making.’ Constitutionalisation is therefore understood as a legal and social process. Teubner articulates it into several steps.

The constitutional norms self-produced by autonomous sub-systems of society, such as the economy, media, health or science, would be initially only of ‘constitutive,’ and not ‘limitative,’ nature: they would amount to the fundamental rules which do not limit, but articulate the power of the dominant actors (e.g. private corporations), what Teubner calls the ‘organised-professional’ sphere of the society. This situation triggers a reaction from its societal counterpart, the ‘spontaneous’ sector, which includes governmental agencies, civil society groups, trade unions, consumer protection organisations and alike. The latter generates ‘constitutional learning impulses’ by manifesting its expectations. In a variety of ways,
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the spontaneous societal sphere exercises pressure on the organised-profes­
sional sector until those impulses are ‘reflected,’ translated in ‘limitative’
constitutional norms, rules which aim to restrict the power of dominant
actors.82
Subsequently, the constitutional principles generated at the societal le­
vel are progressively ‘juridified’ under the form of secondary norms, rules
about rule-making.83 They become an integral part of the legal system
through a process that Teubner defines as ‘reflexive’ due to a ‘structural
coupling’ between law and society.84 In other words, legal norms start
to mirror societal rules, which, at their turn, reflect societal expectations.
Lastly, legal rules within their own legal system can surge to the level of
constitutional norms.85 Either by directly being inserted in the text of the
constitution or by testing in court their compatibility with the constituti­
on.
Teubner’s reconstruction, therefore, reveals that the process of consti­
tutionalisation is characterised by a ‘double reflexivity.’86 The social and
legal systems are mutually interwoven: their interaction could be metapho­
rically illustrated as ‘an exchange of fluids between porous and permeable
materials,’ at the same time bottom-up and top-down.87 Not only the
national and transnational dimensions but also the social and legal planes
are part of a unique set of ‘communicating vessels.’88 In contrast to natural
law theory, one realises that constitutional principles are the product of a
process of societal elaboration and, at the same time, that social norms are
shaped and oriented by legal rules.89

82 Ibid., 94 ff.; cf. the concept of ‘inclusionary pressures’ in Thornhill (n. 2).
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This brief overview of how international law scholars have conceptualised phenomena of constitutionalisation helps us contextualise the emergence of constitutional counteractions to the challenges of digital technology. Recent technological advancements are an integral part of the process of globalisation, not to say that they represent one of its main triggers. The incessant development of digital technology generates a series of challenges that are no longer confined to a specific territorial dimension but involve global realities. In this context, nation-states do not hold the monopoly of power anymore because global issues require forms of cooperation with a multiplicity of transnational actors, both supranational organisations and multinational private entities.

This complex, layered governance system is reflected at the constitutional level. National constitutions are no longer able, alone, to face the challenges of the digital revolution. The dispersion of power in the transnational dimension triggers the emergence of constitutional mechanisms beyond the state. Constitutional pluralism is a direct consequence of the phenomenon of globalisation. There is no single constitution for the digital ecosystem. The constitutional discourse is necessarily composite because no constitutional fragment, singularly taken, is able to address all the different portions of power. However, precisely this fragmentation becomes a new technique to provide a constitutional response to the issues of the global digital ecosystem. The multifarious constitutional counteractions which are emerging to face the challenges of the digital revolution can eventually be regarded as the miscellaneous tesserae of a single mosaic. The different levels of this complex constitutional picture complement each other: like in a puzzle, the holes and bulges of each piece.

If one were able to gain an aerial view of this phenomenon in motion, one would not simply see the static image of a set of constitutional fragments, but one would observe a lively and effervescent phenomenon of constitutionalisation, intended, as seen in the previous sections, as


the progressive introduction of constitutional values and principles in a dimension which formerly did not possess them.\textsuperscript{92} Let us explore its main characteristics.

1. Plurality and Fragmentation

Firstly, such a phenomenon would not be uniform and unitary but articulated, plural and fragmented. The series of constitutional counteractions which have so far emerged to address the challenges of the digital revolution does not share the same level of elaboration. They materialise in a variety of contexts, adopting a multiplicity of forms and involving different actors, including private companies. Constitutional pluralism in the digital ecosystem goes beyond the scenario of interaction between national and supranational entities denoted with this name in the context of the EU.\textsuperscript{93} Constitutional plurality in the Internet age involves also, and especially, non-state actors, such as the powerful multinational companies producing, managing and selling online products and services.\textsuperscript{94}

However, notwithstanding this plurality, one cannot ignore that this composite scenario rotates around a common aim. All these different constitutional counteractions seek to instil basic constitutional principles and values in the mutated context of the digital ecosystem. In light of this observation, more accurate analysis of this phenomenon reveals that these constitutional counteractions do not simply emerge spontaneously in different contexts, as in an extemporaneous mushrooming phenomenon. One can argue that they are all necessary components of a single, coordinated system. Indeed, drawing inspiration from the multilevel theory developed in international law and EU law, one could claim that each of these constitutional fragments is needed to complement the action of the

\textsuperscript{92} Cf. Anne-Claire Jamart, ‘Internet Freedom and the Constitutionalization of Internet Governance’ in: Roxana Radu, Jean-Marie Chenou and Rolf H. Weber (eds), The Evolution of Global Internet Governance (Berlin/Heidelberg: Springer 2014), 57-76; for a critical analysis see Kettemann (n. 14).
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other constitutional instruments. They would represent the pieces of a single puzzle, in which each one interacts with, informs and complements the others.

The existing scholarship analysed many of these counteractions singularly, sometimes normatively claiming in favour of their allegedly pivotal role in constitutionalising the digital ecosystem. For instance, Berman advocated the importance of national constitutions in this context; Fitzgerald and Suzor recognised the significance of private law as a way to instil constitutional values in the rules of private actors; Karavas praised the ability of digital communities to self-constitutionalise themselves; and Redeker, Gill and Gasser, lastly, underlined the potential constitutionalising function of Internet bills of rights. Conversely, the reconstruction presented in this paper does not support any hierarchical vision. The constitutional counteractions to the challenges of the digital revolution would work in tandem. Their ultimate value could only be appreciated if globally assessed in conjunction with the achievements of the other constitutional counteractions involved.

95 On the same line, see Pernice, ‘Global Constitutionalism and the Internet. Taking People Seriously’ (n. 61); Pernice, ‘Risk Management in the Digital Constellation – A Constitutional Perspective’ (n. 61).
96 This position would reflect what in international law has been presented as ‘pluralisme ordonné’: see Mireille Delmas-Marty, *Le Pluralisme Ordonné. Les Forces Imaginantes Du Droit (II)* (Paris: Éditions du Seuil 2006); see also Peters, ‘The Refinement of International Law’ (n. 28); further on the point, see Kettemann (n. 14).
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2. Progressive Translation

Secondly, the phenomenon of constitutionalisation of the digital ecosystem would not merely consist in a transfer of constitutional values and principles from one context to another. Such a process would unavoidably presuppose a progressive adaptation, translation of those values and principles in light of the characteristics of their context of destination – Teubner talks of a process of ‘generalisation’ and ‘re-specification.’ Key principles of contemporary constitutionalism cannot be simply transplanted in the transnational, global context to address the challenges of the digital revolution. One first needs to identify their quintessence and then implement it in the context of the digital ecosystem.

It is, therefore, apparent that the phenomenon of constitutionalisation does not temporally denote a *fait accompli* but rather describes – as the suffix -isation shows – a process. As an example, one could mention the introduction of rules about the protection of personal data, a set of legislation that in the past fifty years has evolved and is still evolving today. More generally, constitutional counteractions do not end with their conceptual spring but constantly ripe, develop, and change themselves. Consequently, the process of constitutionalisation does not merely correspond to the phase of formal codification of legal principles. It encompasses a broader process, which does not necessarily end with a codification in a formal constitution but could involve the stabilisation of a norm within different sets of rules, such as, for instance, at the level of corporate policy.

3. Societal Input

Finally, the process of constitutionalisation of the digital ecosystem is not uniquely top-down but also implicates bottom-up instances. As the socio-legal scholarship on the phenomena of constitutionalisation shows, constitutional norms are first elaborated at the societal level. Law and society are not two airtight containers. The evolution of the law is closely connected to societal developments: it represents the result of the juridification of social norms, which are at their turn a reflection of societal pressures. If one adopts an empirical-functional approach, looking beyond

103 Teubner, ‘Societal Constitutionalism: Alternatives to State-centred Constitutional Theory?’ (n. 31).
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what is formally constitutional, it is possible to identify the emergence of constitutional counteractions even at the societal level. The process of constitutionalisation, therefore, cannot be exclusively confined to what is formally legal or, conversely, be uniquely characterised as a societal phenomenon. Such compartmentalisation would simply not correspond to reality. The concept of constitutionalisation of the digital ecosystem pragmatically encompasses the full range of possible constitutional counteractions. Not only those are emerging in the legal dimension, but also mere societal initiatives: all the tesserae of the contemporary constitutional mosaic.

4. Implementing Digital Constitutionalism

Constitutionalisation and constitutionalism are not two interchangeable concepts. Unfortunately, the scholarship sometimes uses these two terms as synonyms. However, the concept of constitutionalisation denotes a process. The suffix -isation characterises a procedure, an operation; it implies the idea of advancement, progression, and evolution. It may have occurred in the past, be still ongoing, or be advocated in a normative sense for the future. Conversely, constitutionalism is a ‘theory,’ a ‘movement of thought,’ a ‘conceptual framework,’ a ‘set of values,’ an ‘ideolo-
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The suffix -ism does not imply the idea of the process; it denotes a more static concept. An ism is ‘a distinctive practice, system, or philosophy, typically a political ideology or an artistic movement.’ Constitutional-isation is the process of implementation of constitutional-ism. Constitutionalisation would put into effect the values of constitutionalism or, regarded the other way around; constitutionalism would provide the principles that permeate, guide, inform constitutionalisation.

The constitutional counteractions that have emerged so far to address the challenges of the digital ecosystem are driven by the values of contemporary constitutionalism. Constitutionalism evolves. Its underlying values, ideals, principles have changed over time. Constitutionalism is today synonymous with key principles such as the values of democracy, the rule of law and the separation of powers. Constitutionalism is associated with the idea of the protection of all fundamental rights that have been gradually recognised over the past few centuries, be they civil, political, socio-economic or cultural. However, what today no longer holds true is the necessary connection of the idea of constitutionalism with the nation-state.

The values of constitutionalism historically ripened in the context of the state. However, over the past few decades, in a society that has become increasingly more global, the centrality of the state has faded due to the emergence of other dominant actors in the transnational context. The scholarship has therefore started to transplant the constitutional conceptual machinery beyond the state, including the concept of constitutionalism. The myth of the compulsory link between constitutionalism
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and the state is debunked.\textsuperscript{121} As Hamann and Ruiz Fabri state, today ‘it appears that any polity can be endowed with or can acquire constitutional features.’\textsuperscript{122} Consequently, the constitutional dimension becomes plural, composite and fragmented.\textsuperscript{123} If the values of constitutionalism remain the same in their essence, their articulation in specific contexts, within and beyond the state, necessarily becomes ‘polymorphic.’\textsuperscript{124}

Today, existing constitutional principles cannot anymore solve all the challenges of contemporary society. The external shape of constitutionalism necessarily changes again. New constitutional layers are progressively added to those already in existence. Novel principles emerge to articulate the fundamental values of constitutionalism in light of the problematic issues of contemporary society, including, but not limited to, the challenges of the digital revolution.\textsuperscript{125} Constitutionalism is undergoing a mutation on multiple fronts. However, the scale of transformation prompted by the advent of the digital revolution is such that one can neatly distinguish the multiplicity of new normative layers addressing this phenomenon. A fresh sprout within the constitutionalist theory: what one could call ‘digital constitutionalism.’\textsuperscript{126}

\begin{flushleft}
\textsuperscript{123} Walker (n. 12); Teubner, \textit{Constitutional Fragments} (n. 9); see also Paul Blokker, ‘Modern Constitutionalism and the Challenges of Complex Pluralism’ in: Gerard Delanty and Stephen P. Turner (eds), \textit{Routledge International Handbook of Contemporary Social and Political Theory} (London: Routledge 2011).
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\textsuperscript{126} First formulated in this sense in Edoardo Celeste, ‘Digital Constitutionalism: Mapping the Constitutional Response to Digital Technology’s Challenges,’ 2018, HIIG Discussion Paper Series No. 2018-02; subsequently revised and amplified in Celeste, ‘Digital Constitutionalism’ (n. 9). In this last paper, at 88, I defined ‘digital constitutionalism’ as ‘the ideology which aims to establish and to ensure the existence of a normative framework for the protection of fundamental rights and the balancing of powers in the digital environment’.
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Conclusion

A complex process of constitutionalisation is currently underway within contemporary society. A multiplicity of normative counteractions is emerging to address the challenges of the digital ecosystem. However, there is no single constitutional framer. As in a vast construction site, there are several contracting companies working at the same time, so, in a globalised environment, constitutionalisation simultaneously occurs at different societal levels. This is not only in the institutional perimeter of nation-states but also beyond: on the international plane, in the fiefs of the private actors, within the civil society. The sense of this Gordian knot of normative responses can be deciphered only if these emerging constitutional fragments are interpreted as complementary tesserae of a single mosaic. Each one is surfacing with a precise mission within the constitutional dimension, each one compensating for the shortcomings of the others in order to achieve a common aim: translating the core principles of contemporary constitutionalism in the context of the digital ecosystem.

International law scholarship offers a useful theoretical toolbox to understand the phenomenon of constitutionalisation of the digital ecosystem. International constitutional law first projected the notion of constitution beyond the state dimension by taking a functional approach, looking beyond the formal constitutional character of norms. International law scholarship understands that, in a globalised environment, national constitutional law faces a plurality of issues when projected in a transnational dimension. State constitutions cannot cope alone with transnational legal issues but necessitate the emergence of a plurality of parallel responses. The constitutional dimension becomes plural and composite, acting at the same time on multiple levels in a complementary fashion. Constitutionalisation is, therefore, a fragmented phenomenon, which finds its unity in its aim to instil constitutional values in an environment that is challenged by global legal issues.

Digital constitutionalism is the theoretical strand of contemporary constitutionalism that is adapting core constitutional values to the needs of the digital ecosystem. An evolution and not a revolution of contemporary constitutionalism. Digital constitutionalism advocates the perpetuation of foundational principles, such as the rule of law, the separation of powers, democracy and the protection of human rights, in the mutated scenario of the digital ecosystem. It triggers a complex process of constitutionalisation of the virtual environment, which occurs through a multiplicity of constitutional counteractions, within and beyond the state, through top-down and bottom-up complementary instances. Century-old values
are translated into normative principles that can speak to the new social reality. Digital constitutionalism reiterates that digital technology does not create any secluded world where individuals are not entitled to their quintessential guarantees.
Part II
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Rethinking the African Union Non-Aggression Treaty as a Framework for Promoting Responsible State Behavior in Cyberspace

Uchenna Jerome Orji

Abstract In Africa, regional organisations have established legal measures with a view to promoting norms for cybersecurity governance. However, such measures do not explicitly address State aggression in cyberspace. This appears to create legal uncertainty in determining the behavior of States with respect to activities that can constitute aggression in cyberspace. In 2005, the African Union established the Non-Aggression and Common Defense Pact to put an end to ‘conflicts of any kind within and among States in Africa.’ Given the absence of an explicit regime to govern the behavior of Member States with respect to activities that can constitute aggression in cyberspace, the question arises as to whether it is possible to apply the AU Non-Aggression and Common Defense Pact for such purposes. This chapter considers the prospects and challenges of applying the Pact to State behavior in cyberspace. It makes a case for the application of the Pact’s principles to promote responsible State behavior in cyberspace and suggests that such an approach will enhance legal certainty with respect to activities that can constitute aggression in cyberspace.

I. Introduction

It is no longer in doubt that cyber capabilities can be deployed to achieve objectives that endanger international peace and security.¹ Accordingly, there are growing concerns that malicious activities by State actors in cyberspace can harm the critical infrastructure and information systems of other States.² States are also increasingly developing offensive cyber capabilities for military objectives.³ Consequently, there have been several calls for international norms and legal regimes to govern the conduct of
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States with respect to cyber activities that can endanger international peace and security.\(^4\)

Such calls have sought to promote international peace and stability by proposing the establishment of rules to ensure responsible State behavior in cyberspace.\(^5\) More importantly, such calls have led to the establishment of international initiatives to promote cyber stability. For example, between 2004 and 2017, the United Nations convened the Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security (UN GGE) to examine ‘existing, and potential threats arising from the use of ICTs [information and communication technologies] by States’ and also propose measures to address them, including norms, rules, principles and confidence-building measures.\(^6\) Also, between 2009 and 2012, the Tallinn based NATO Cooperative Cyber Defence convened an international group of distinguished international law academics to study how international law applies to cyber oppressions conducted by States.\(^7\) The study resulted in the publication of an academic and non-binding treatise known as the Tallinn Manual in 2013,\(^8\) with the second edition in 2017.\(^9\) Generally, the Manual clearly advances the position that general principles of existing international law apply to cyber operations without the need for new international legal regimes. At the regional level, intergovernmental organisations such as the Council of Europe, the European Union, the League of Arab States and the Shanghai Cooperation have sought to promote cyber stability by establishing legal and policy regimes on cybersecurity.

---


governance and the control of cybercrime. In addition, bilateral arrangements that aim to promote cyber stability and responsible State behavior in cyberspace are beginning to feature prominently in the dialogue on international cyber stability.

However, existing initiatives to promote cyber stability have not established binding rules that explicitly address the issue of State aggression in cyberspace. For example, the UN GGE addressed issues relating to State aggression in terms of its recommendation that a State should not conduct or knowingly support ICT activity contrary to its obligations under international law, that intentionally damages or impairs the operation of critical infrastructure used to provide services to the public. This recommendation is, however, not legally binding on States but rather provides a framework of international best practices that States should consider with a view to promoting cyber stability.

Similarly, in Africa, regional organisations have established legal measures with a view to promoting norms for cybersecurity governance. For example, the Economic Community of West African States (ECOWAS), the Common Market for Eastern and Southern Africa (COMESA), the Southern African Development Community (SADC) and the African Union (AU) have all adopted regional legal instruments requiring the Member States to establish cybersecurity governance measures. Thus, in 2011, the ECOWAS adopted a Directive to fight cybercrime within the ECOWAS


12 Information and communication technologies.


region. Also, in October 2011, COMESA developed a Model Cybercrime Bill with a view to providing a uniform framework that would serve as a guide for the development of cybercrime laws in the Member States. In 2012, the SADC adopted a Model Law on Computer Crime and Cybercrime to serve as a guide for the development of cybersecurity laws in the SADC Member States. And in 2014, the AU adopted the Convention on Cyber Security and Personal Data Protection to harmonize the laws of African States on electronic commerce, data protection, cybersecurity promotion and cybercrime control.

The above regional instruments have been adopted following the increasing penetration of information ICTs in Africa and their growing integration in critical national sectors. However, Africa is yet to achieve a high level of digitalisation that is comparable to developed countries. Nevertheless, the rise of digitalisation in Africa has increased the reliance of critical national sectors on information infrastructure to the extent that the disruption of such infrastructure by accidents or cyber attacks will also cause the disruption of economic and social activities and public services in a manner that could trigger serious national security concerns.

Recent research indicate that attacks on critical infrastructure are becoming ‘frequent’ in Africa, with banks particularly being the common targets and losing billions of dollars to theft and service disruption. There are also reports of the critical infrastructure of African regional organisati-

19 See the regional reports provided by GSMA, available at: https://www.gsma.com/mobileeconomy/.
ons being targets of hacking. For example, in January 2018, China denied that the computer network equipment it had supplied to the AU allowed it access to confidential information from the AU. In December 2020, it was reported that Chinese hackers had been accessing the security footage from cameras installed at the AU headquarters. Also, in December 2020, it was reported that Facebook found that Russians and individuals affiliated with the French military were using fake Facebook accounts to conduct dueling political information operations in Africa.

However, to a large extent, the focus on cybersecurity governance in Africa appears to be mainly directed towards curbing cybercrimes. Accordingly, although African regional cybersecurity governance measures aim to promote cyber stability, they do not explicitly address the issue of State aggression in the cyber domain. This appears to create legal uncertainty in terms of determining the behavior of African States with respect to activities that can constitute aggression in cyberspace. In 2005, the AU established the Non-Aggression and Common Defense Pact with a view ‘to putting an end to conflicts of any kind within and among States in Africa’ and ‘promoting cooperation in the area of non-aggression and common defense.’ Could this instrument thus fill the gap and be applied in the context of cyberspace? The aim of this chapter is to consider the prospects and challenges of applying the Pact to State behavior in cyberspace. In so doing, the chapter will make a case for the application of the Pact’s principles to promote responsible State behavior in cyberspace. It will suggest that the application of the Pact’s principles to promote responsible State behavior in cyberspace would enhance legal certainty with regard to respect to activities that can constitute aggression in cyberspace.

This chapter comprises four sections. Following this introduction, the second section explores the concept of cyber stability within the context of promoting responsible State behavior. The third section discusses the principles of the Pact and considers how they can be applied as a frame-

24 Ibid, 7.
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work to govern activities that can constitute aggression in cyberspace. It also considers the limits of the Pact in governing cyber activities that can constitute aggression. The fourth section concludes the chapter.

II. Cyber Stability and Responsible State Behavior in Cyberspace

The concept of ‘cyber stability’ has been defined in various contexts. For example, ‘cyber stability’ has been defined as ‘the ability of all countries to utilize the Internet for both national security purposes and economic, political and social benefit while refraining from activities that could cause unnecessary suffering and destruction.’

Another definition refers to ‘cyber stability’ as ‘a geostrategic condition whereby users of the cyber domain enjoy the greatest possible benefits of political, civil, social and economic life while preventing and managing conduct that may undermine those benefits at the national, regional and international level.’ It has been observed that this definition creates a basis from which to identify when stability is the goal and also to discern what is potentially relevant, useful and strategic information about activity in the cyber domain from what is not.

‘Cyber stability’ has also been defined as referring to ‘a state of relations between States characterised by the absence of serious hostile cyber actions against one another, where the States have a sufficient common understanding of each other’s capabilities and intentions so as to be inclined generally to avoid such actions, likely associated with a common belief that the costs of such conduct would outweigh the benefits.’

The Report on a Framework for International Cyber Stability which was commissioned by the United States, refers to ‘cyber stability’ as ‘an environment where all participants, including nation-States, non-governmental organisations, commercial enterprises, and individuals, can positively and dependably enjoy the benefits of cyberspace; where there are benefits

31 Ibid.
to cooperation and to avoidance of conflict, and where there are disincentives for these actors to engage in malicious cyber activity.  

A common thread that appears to run through the above definitions of cyber stability is that the concept aims to prevent conflict or hostilities in cyberspace. Therefore, the concept can be used to generally classify measures that aim to prevent or minimize conflict between actors, including States in cyberspace. As such, the concept aims to minimize cyber activities that can escalate tensions between States. However, despite the above definitions of cyber stability, the concept is to a large extent regarded as an emerging concept that has not been developed as an analytic category.

On the other hand, the concept of ‘responsible State behavior’ is regarded as vague, and its definition is generally dependent on the context in which it is used and therefore varies in each context. For example, the general concept of responsible behavior in cyberspace has been defined as ‘behavior by a given actor in a given set of circumstances that can be said to conform to the laws, customs and norms generally expected from that actor in those circumstances.’ If the elements of the above definition were to be adapted to the context of State behavior in cyberspace, ‘responsible State behavior’ would simply refer to a State’s compliance with established laws, customs and norms generally expected of such State in cyberspace. The concept of responsible State behavior in cyberspace aims to promote cyber stability by requiring States to ensure that cyber activities which are conducted within their jurisdiction do not cause harm to other individuals or infrastructure located in another jurisdiction. This implies that a State should ensure that cyber activities conducted within its jurisdiction or on the basis of its authority do not escalate cyber instability or create conflicts.

Generally, the need to promote cyber stability through responsible State behavior arises from the increasing interconnectedness of information networks in different countries. This state of affairs has ushered in a new age of network interdependence where the security of each country’s network is also dependent on the actions of State and non-State actors around the
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Hence, malicious cyber activities conducted in a particular State can harm individuals or infrastructure located in another State. This also has the potential to affect relations between States in a manner that endangers international peace and security. Therefore, the concept of responsible State behavior in cyberspace requires States to promote cyber stability by ensuring governance responsibility for cyber activities on their territory.

Within the context of cyber stability, the concept of responsible State behavior can be seen as enshrining elements of the international law principle on State responsibility for transboundary harm. This principle has been recognised in different contexts in the *Corfu Channel Case*, where the International Court of Justice (ICJ) held that a State might not ‘allow knowingly, its territory to be used for acts contrary to the rights of other States,’ and also in the *Trail Smelter Case*. This principle has been recognised in international law that applies to the regulation of communication networks. For example, Article 38.5 of the Constitution of the International Telecommunication Union (ITU) requires Member States not to cause harm to the operation of telecommunication installations in other States. However, while existing principles of international law on State responsibility can be broadly interpreted to promote responsible State behavior in cyberspace, they do not explicitly address activities that can constitute aggression in cyberspace. In the next section, the chapter will consider how the AU Non-Aggression and Common Defense Pact can be applied to govern the behavior of African States with respect to activities that can constitute aggression in cyberspace.

### III. The AU Non-Aggression and Common Defense Pact

Africa comprises 55 sovereign States and is classified as the world’s second-largest and second most-populous continent after Asia, with a terrestrial mass of 30,2044,049 million square kilometers and a human population of

40 Art. 38.5 Constitution of the ITU (2010).
over one billion people.\textsuperscript{41} The African Union (AU) is the most prominent regional intergovernmental organisation in Africa, and its membership comprises and unites all the 55 sovereign States in Africa.\textsuperscript{42}

The African continent has been challenged by incidents of inter-state conflicts.\textsuperscript{43} This state of affairs led the AU to declare that ‘the scourge of conflicts in Africa constitutes a major impediment to the socio-economic development of the continent.’\textsuperscript{44} Some causes of Africa’s interstate conflicts have been traced to colonialism and the subsequent processes of decolonisation and State formation, as well as the ensuring crisis of nation-building.\textsuperscript{45} In this regard, it has been observed that ‘modern Africa was created by colonial powers out of ethnic and regional diversities \[with\] gross inequalities in power relations and in the uneven distribution of national wealth and development opportunities.’\textsuperscript{46} In some cases, colonial boundaries ‘forced starkly different rival cultures to cohabit within the confines of a single State.’\textsuperscript{47} This resulted in the creation of fragile political units which divided ethnic groups in several cases while also combining many warring ethnic groups in many cases. Given this state of affairs, most inter-state conflicts in post-colonial Africa have arisen as a result of the boundaries set by colonial powers to demarcate the continent into States.\textsuperscript{48}

In order to address the incidence of inter-state conflicts in Africa, the Constitutive Act of the AU recognizes the need to promote peace, security and stability as a prerequisite for implementing Africa’s development and integration agenda.\textsuperscript{49} Accordingly, the core objectives of the AU include to ‘achieve greater unity and solidarity between African countries and the
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peoples of Africa," and to ‘promote peace, security and stability on the continent.’ In addition, the Constitutive Act of the AU establishes a range of principles to prevent inter-state conflicts. These principles include: a) the prohibition of the use of force among the Member States; b) the peaceful co-existence of the Member States and their right to live in peace and security; c) the peaceful resolution of conflicts among the Member States; and d) the establishment of a common defense policy for the AU.

On the basis of the above objectives and principles, the AU has adopted a range of related regional security instruments such as the Protocol Relating to the Establishment of the Peace and Security Council of the African Union, the Common African Defense and Security Policy, and the Non-Aggression and Common Defense Pact. The Protocol Relating to the Establishment of the Peace and Security Council of the African Union creates a framework for the prevention and resolution of conflicts and also establishes the AU Peace and Security Council as collective security and early-warning arrangement to facilitate timely and efficient response to conflict and crisis situations in Africa. The Common African Defense and Security Policy aims to ensure collective responses to both internal and external security threats that affect Africa and serve as a framework for promoting defense cooperation between the African States. On the other hand, the Non-Aggression and Common Defense Pact aims to prevent aggression among African States while also promoting cooperation amongst them in the areas of common defense. However, the discussion in this chapter will focus on the Non-Aggression and Common Defense Pact.

The AU Non-Aggression and Common Defense Pact recognizes the devastating impact of intra and inter-state conflicts on peace, security,
stability and economic development in Africa and therefore seeks ‘to put an end to conflicts of any kind within and among States in Africa in order to create conditions for socio-economic development and integration of the continent as well as the fulfillment of the aspirations of [African] peoples.’\textsuperscript{61} As such, the Pact aims to address threats to peace, security and stability in the continent so as to ensure the wellbeing of African peoples.\textsuperscript{62}

The Pact entered into force on 18 December 2009 after its ratification by 15 Member States of the AU. As of August 2021, 44 Member States of the AU had signed the Pact, while 22 Member States had ratified it.\textsuperscript{63}

To a large extent, the Pact is regarded as containing by far ‘the most elaborate political commitment of African States not to commit aggression against each other.’\textsuperscript{64} To minimize ambiguity in its interpretation, the Pact provides elaborate definitions of terms such as ‘aggression,’\textsuperscript{65} ‘acts of subversion,’\textsuperscript{66} ‘non-aggression,’\textsuperscript{67} ‘destabilisation,’\textsuperscript{68} ‘threat of aggression,’\textsuperscript{69} and ‘transnational organised criminal group.’\textsuperscript{70}

The objectives of the Pact include: a) to promote cooperation among the African States in the areas of non-aggression and common defense; b) to promote peaceful co-existence in Africa; c) to prevent intra and inter-state conflicts; and d) to ensure that disputes between the Member States, including a breach of the peace and security within the AU, are resolved by peaceful means.\textsuperscript{71}

In line with the above objectives, the Pact defines a framework for the AU to address situations of aggression in accordance with African regional instruments such as the Constitutive Act of the AU, the Protocol on the Establishment of the Peace and Security Council and the Common African Defense and Security Policy.\textsuperscript{72}
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The Pact elaborately defines ‘aggression’ as ‘the use, intentionally, and knowingly, of an armed force or any other hostile act by a State, a group of States, an organisation of States or non-State actor(s) or by any foreign or external entity, against the sovereignty, political independence, territorial integrity and human security of the population of a State party to this Pact, which are incompatible with the Charter of the United Nations or the Constitutive Act of the African Union...’73 To some extent, the above definition of aggression appears to mirror elements of the definition of aggression under UN Resolution 3314 (XXIX) due to its adoption of elements such as ‘the use … of armed force,’ ‘against the sovereignty,’ ‘territorial integrity,’ or ‘political independence of a State.’74 However, the definition under the Pact goes beyond Resolution 3314 (XXIX) because it encompasses more elements and appears more extensive in its elaboration of the meaning of aggression. Some elements of the above definition of aggression under the Pact appear to create a broad scope for classifying hostile cyber activities conducted by a Member State against another Member State within the meaning of aggression. For example, the Pact does not restrict the definition of aggression to the use of ‘armed force’ but includes ‘any other hostile act’ conducted by a State or non-State actor against the ‘sovereignty’ and ‘human security’ of the population of a Member State. In modern times, hostile acts against the sovereignty of a State would include the disruption of its critical information infrastructure given the strategic importance of such infrastructure to national security.75 As such, under the Pact, there is scope for classifying a Member State’s cyber activities that disrupt another Member State’s critical information infrastructure as a hostile act that fits into the definition of aggression under the Pact.

The Pact’s definition of ‘human security’ further provides the basis for qualifying a Member State’s hostile cyber activities that affect another Member State’s population as fitting within the definitional scope of aggression. In this regard, the Pact defines ‘human security’ as ‘the security of the individual in terms of satisfaction of his/her basic needs. It also includes the creation of social, economic, political, environmental and cultural conditions necessary for the survival and dignity of the individual,
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73 Art. 1 lit. c) Non-Aggression and Common Defense Pact (Emphasis added).
75 Art. 1 AU Convention on Cyber Security and Personal Data Protection.
the protection of and respect for human rights, good governance and the guarantee for each individual of opportunities and choices for his/her full development.76 Within the context of the above definition, a Member State’s hostile cyber acts (such as denial of service attacks, attacks on personal data, or cyber attacks that target critical sectors, including banking and financial systems, health institutions or other critical services) against the population of another Member State would qualify as a hostile act against the human security of the targeted Member State’s population. This is because such cyber attacks have the potential to make individuals insecure in the information society while also reducing opportunities for the protection of human rights such as the right to privacy and freedom of expression, which are guaranteed under the Universal Declaration of Human Rights77 and the International Convention on Civil and Political Rights (ICCPR).78 In addition, such attacks can hinder the potential of ICTs to enhance social and economic development and promote living standards, which would ultimately affect human security.

The Pact classifies specific acts that will constitute ‘acts of aggression.’ In this regard, it provides that ‘the following shall constitute acts of aggression, regardless of a declaration of war by a State, group of States, organization of States, or non-State actor(s) or by any foreign entity:

(i) the use of armed forces against the sovereignty, territorial integrity and political independence of a Member State, or any other action inconsistent with the provisions of the Constitutive Act of the African Union and the Charter of the United Nations;
(ii) the invasion or attack by armed forces against the territory of a Member State, or military occupation, however temporary, resulting from such an invasion or attack, or any annexation by the use of force of the territory of a Member State or part thereof;
(iii) the bombardment of the territory of a Member State or the use of any weapon against the territory of a Member State;
(iv) the blockade of the ports, coasts or airspace of a Member State;
(v) the attack on the land, sea or air forces, or marine and fleets of a Member State;

76 Art. 1 lit. k) AU Non-Aggression and Common Defense Pact.
78 Arts. 12 and 19 International Covenant on Civil and Political Rights (ICCPR).
(vi) the use of the armed forces of a Member State which are within the territory of another Member State with the agreement of the latter, in contravention of the conditions provided for in this Pact;

(vii) the action of a Member State in allowing its territory to be used by another Member State for perpetrating an act of aggression against a third State;

(viii) the sending by, or on behalf of a Member State or the provision of any support to armed groups, mercenaries, and other organized transnational criminal groups which may carry out hostile acts against a Member State, of such gravity as to amount to the acts listed above, or its substantial involvement therein;

(ix) the acts of espionage which could be used for military aggression against a Member State;

(x) technological assistance of any kind, intelligence and training to another State for use in committing acts of aggression against another Member State; and,

(xi) the encouragement, support, harbouring or provision of any assistance for the commission of terrorist acts and other violent transnational organized crimes against a Member State.\(^79\)

While the above classification of acts that constitute aggression under the Pact adapt several elements from UN Resolution 3314 (XXIX), the Pact however includes additional elements such as acts of espionage, technological assistance and the support of violent transnational organized groups by a Member State.

Article 2(c) of the Pact declares that ‘any aggression or threat of aggression against any Member State shall be deemed to constitute a threat or aggression against all Member States of the Union.’\(^80\) This provision implies that the Pact operates a collective security principle. The concept of collective security has several definitions.\(^81\) For example, ‘collective security’ has been defined as ‘a system whereby States commit not to use force unilaterally in their mutual relations by preferring the peaceful settlement of disputes and to support a collective decision aimed at stopping any
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79 Art. 1 lit. c) AU Non-Aggression and Common Defense Pact (Emphasis added).
80 Art. 2 lit. c) AU Non-Aggression and Common Defense Pact.
act of aggression or common threat to peace.’82 Following this definition, within the context of Article 2(c), hostile cyber activities conducted by one or more Member States against another Member State would be considered as aggression against all Member States of the AU and would therefore trigger a response from all Members of the Union. In this regard, the Pact imposes obligations on the Member States ‘to provide a mutual assistance towards their common defense and security [with respect to] any aggression or threats of aggression,’83 and ‘individually and collectively respond by all available means to aggression or threats of aggression against any Member State.’84

The Pact does not define the meaning of ‘by all available means.’ However, literally, the phrase would imply that the Member States are to adopt all means at their disposal, including military, diplomatic and economic measures in responding to aggression or threats of aggression against any Member State. The collective security principle under the Pact appears largely similar to Article 5 of the North Atlantic Treaty, which provides that:

‘The Parties agree that an armed attack against one or more of them in Europe or North America shall be considered an attack against them all, and consequently, they agree that, if such an armed attack occurs, each of them, in the exercise of the right of individual or collective self-defence recognised by Article 51 of the Charter of the United Nations, will assist the Party or Parties so attacked by taking forthwith, individually and in concert with the other Parties, such action as it deems necessary, including the use of armed force, to restore and maintain the security of the North Atlantic area. Any such armed attack and all measures taken as a result thereof shall immediately be reported to the Security Council. Such measures shall be terminated when the Security Council has taken the measures necessary to restore and maintain international peace and security.’85

---


83 Art. 4 lit. a) AU Non-Aggression and Common Defense Pact.

84 Art. 4 lit.b) AU Non-Aggression and Common Defense Pact.

85 Art. 5 NATO (emphasis added).
However, unlike the North Atlantic Treaty, the Pact does not include a provision that measures taken by the Member States when individually and collectively responding to aggression or threats of aggression against any Member State shall be reported to the United Nations Security Council or terminated upon measures taken by the Council to restore and maintain peace and security. In practice, the collective security regime in Article 5 of the North Atlantic Treaty has been invoked once on 12 September 2001, following the terrorist attacks on the United States on September 11, 2001; however, there is no record that the collective security in AU Non-Aggression and Common Defense Pact has ever been invoked.

2. Prospects of Applying the Pact to Promote Responsible State Behavior in Cyberspace

A major basis for considering the application of the Pact as a framework for promoting responsible State behavior in cyberspace arises from its declaration to end ‘conflicts of any kind within and among States in Africa and promote cooperation in the areas of non-aggression and common defense.’ By this explicit declaration, the Pact appears to have been drafted with foresight to include and accommodate future technological developments that can create conflicts among States in Africa. This makes the Pact relevant in the context of State aggression in cyberspace. In addition, the Pact’s broad definition of aggression to include ‘...any other hostile act by a State, a group of States, an organization of States or non-State actor(s) or by any foreign or external entity...’ provides another major basis for considering the application of the Pact as an African framework for promoting responsible State behavior in cyberspace. As noted earlier, hostile acts that violate the sovereignty of a State would include attacks that target its critical information infrastructure, given the strategic importance of such infrastructure to national security.

Furthermore, the Pact’s definition of aggression includes elements such as ‘the use of any weapon against the territory of a Member State;’ ‘the blockade of the ports, coasts or airspace of a Member State;’ ‘attack on the land, sea or air forces, or marine and fleets of a Member State;’ ‘acts of espionage

87 Preamble AU Non-Aggression and Common Defense Pact (emphasis added).
88 Art. 1 lit. c) AU Non-Aggression and Common Defense Pact (emphasis added).
which could be used for military aggression against a Member State; ‘technological assistance of any kind;’ ‘the action of a Member State in allowing its territory, to be used by another Member State for perpetrating an act of aggression against a third State;’ and, ‘the provision of any support to armed groups, mercenaries, and other organized transnational criminal groups which may carry out hostile acts against a Member State.’

The above elements provide a broad scope for considering the Pact as a framework for promoting responsible State behavior in cyberspace. For example, ‘any weapon’ within the context of the Pact would technically include a cyber weapon such as malware, given that such weapon can be used to execute an attack against critical information infrastructure located in the territory of a Member State. Also, cyber attacks can be used to conduct a blockade of Member State’s ports, coasts or airspace, while the use of a cyber weapon to immobilize the armed forces or marine and fleets of a Member State would technically fit within the Pact’s definition of aggression. This also applies where a Member State engages in acts of cyber espionage which could be used for military aggression against another Member State or provides another Member State with technological assistance of any kind, such as providing cyber capability to conduct aggression against another Member State. In addition, a Member State that allows its territory to be used by another Member State to conduct cyber attacks against another Member State or provides support to mercenaries or criminal groups to carry out such attacks against another Member State would fit within the Pact’s definition of aggression.

Other bases for considering the application of the Pact as a framework for promoting responsible State behavior in cyberspace arise from the interpretation of a range of obligations which it imposes on the Member States. For example, Article 5(a) of the Pact requires the Member States to cooperate in preventing acts aimed at the ‘destabilization of any Member State.’ The Pact defines ‘destabilization’ as ‘any act that disrupts the peace and tranquility of any Member State or which may lead to mass social and political disorder.’

Following the emergence of the information society, it is possible for hostile cyber acts to disrupt critical services and cause mass social and political disorder in a State. Therefore, the Pact’s definition of ‘destabilization’

89 Art. 1 lit. c) AU Non-Aggression and Common Defense Pact (emphasis added).
91 Art. 1 lit. i) AU Non-Aggression and Common Defense Pact.
along with the obligation under Article 5(a), provides scope for applying the Pact to cyber attacks that can cause mass social and political disorder in a State. In addition, Article 5(b) of the Pact requires the Member States ‘to prevent its territory and its people from being used for encouraging or committing acts of subversion, hostility, aggression and other harmful practices that might threaten the territorial integrity and sovereignty of a Member State or regional peace and security.’ Under the Pact ‘acts of subversion’ refers to ‘any act that incites, aggravates or creates dissension within or among the Member States with the intention or purpose to destabilize or overthrow the existing regime or political order by, among other means, fomenting racial, religious, linguistic, ethnic and other differences...’

To a large extent, the obligation under Article 5(b) provides a broad scope for applying the Pact as a framework for promoting responsible State behavior. This is because acts of subversion can be carried out through the use of cyberspace. For example, cyberspace can be used to spread disinformation or hate speech with the aim of creating dissension and destabilising a Member State. Therefore, the obligation would require a Member State to prevent its territory and its people from being used to encourage or commit acts of subversion through cyberspace.

3. **Limits of Applying the Pact to Promote Responsible State Behavior in Cyberspace**

There are several limitations that would impede the Pact’s application as a framework for promoting responsible State behavior in cyberspace. A major limitation in this regard is the issue of attribution. The challenge of accurately attributing cyber attacks to a particular entity affects the classification of cyber attacks as an act of State aggression. Various incidents of cyber attacks in several countries have been categorised as acts of cyberwarfare.
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92 Art. 1 lit. a) AU Non-Aggression and Common Defense Pact.
For example, in May 2007, Estonia experienced a series of massive and coordinated cyber attacks which targeted the country’s public and private critical information infrastructure. The attacks deployed botnets of over one million computers located in over 50 countries around the world and are classified as the world’s first cyberwar and linked to Russia. In 2008, during the brief Russian-Georgia conflict, Georgia alleged that Russia had carried out cyber attacks against its government. Similar attacks were also launched against Georgia in 2019. The 2010 Stuxnet attack, which targeted and destroyed Iran’s nuclear centrifuges, was reported to be a joint cyber operation between the United States and Israel code-named Olympic games. In 2015, it was alleged that Russia had launched cyber attacks against Ukraine. Following bilateral tensions between China and India, it was reported in 2021 that China-linked groups were carrying out cyber attacks against India’s critical infrastructure. However, given that the above attacks were not traced with certainty to a particular State, it becomes difficult to classify such incidents as cyber warfare. With the challenge of attribution, criminal actors or non-State actors can loop through different computer systems in the process of perpetrating cyber
attacks or even orchestrate attacks to appear to originate from government computers in another country. Thus, the problem of attribution creates uncertainty in identifying the origin of cyber attacks or the motive behind such attacks. The challenge of attribution appears more pervasive in Africa given the absence of capacity to address cyber threats and would therefore limit the ability of African States to attribute cyber attacks whether such attacks emanate from an African State or a foreign entity. For example, as of December 2021, only 23 African States had national Computer Emergency Response Teams (CERTs), while many African States still require technical assistance to address cyber threats.

Another limitation is the seemingly weak position of the African Peace and Security Council in implementing the Pact and the Common African Defense and Security Policy. The African Peace and Security Council was established in 2002 to serve as a standing decision-making organ for the prevention, management and resolution of conflicts within the African Union. The Council functions as a collective security and early-warning arrangement to facilitate timely and efficient response to conflict and crisis situations in Africa. In exercising its mandate, the Council is required to be guided by the principles enshrined in the Charter of the United Nations and also cooperate and work closely with the United Nations Security Council, which has ‘the primary responsibility for the maintenance of international peace and security.’

is responsible for implementing the Pact\textsuperscript{110} and is required to periodically update the Pact so as to enhance its implementation in light of contemporary security challenges.\textsuperscript{111} However, the Council has not carried out any update to reflect cyber security challenges that can constitute State aggression under the Pact. More importantly, a critical limitation that will impede the Pact’s application for promoting responsible State behavior in cyberspace is the fact that its application is restricted to the African States. However, given the nature of cyberspace, acts that qualify as State aggression in cyberspace against an African State can emanate from outside the continent, thereby making the application of the Pact impossible.

IV. Concluding Remarks

The adoption of regional cybersecurity governance instruments in Africa indicates a collective interest to promote cyber stability. Although existing cybersecurity governance instruments do not address the issue of State aggression in cyberspace and thereby create legal uncertainty with respect to the governance of responsible State behavior, a broad interpretation of the AU Non-Aggression Pact in the light of contemporary cyber challenges appears to address this vacuum.

Despite its limitations, the Pact provides a framework that can promote responsible State behavior among the African States in cyberspace. Its application to acts of cyber aggression would promote legal certainty on the governance of State behavior in cyberspace in Africa while also contributing an example for the development of norms for responsible State behavior in cyberspace. Achieving this prospect will, however, require responses including rising awareness within the AU and its Peace and Security Council on issues bordering on cyber aggression and responsible behavior State behavior in cyberspace.

This step appears imperative given that the African States and regional institutions appear to have focused on curbing cybercrimes while having low levels of awareness of cyber aggression. In concluding, it is important to highlight that although the Pact in its present form can be broadly interpreted to promote responsible State behavior in cyberspace, the AU Peace and Security Council, in the exercise of its mandate, should nevertheless consider making updates to the Pact so as to clearly reflect elements

\textsuperscript{110} Art. 9 AU Non-Aggression and Common Defense Pact.
\textsuperscript{111} Art. 21 AU Non-Aggression and Common Defense Pact.
of cyber operations that can constitute State aggression. Such an update will further enhance legal certainty and also go a long way to increase the needed awareness amongst the African States and regional institutions.
The Changing Nature of Sanctions in the Digital Age

Alena Douhan

Abstract Cyber technologies have already changed our lives drastically. Nearly every area of social relations is currently being digitalized both nationally and internationally. The UN Security Council, in its resolutions 2419 (2018), 2462 (2019), and 2490 (2019), and many others, recognizes that the activity of individuals and non-state entities in the cyber area may constitute a threat to international peace and security. Cyber attacks on critical infrastructure; the impossibility to use online payment systems; blocking access to the Internet, Twitter and Instagram accounts, Zoom and other services; and the application of cyber measures in response to cyber threats and many others have started to be actively discussed today with regard to the problem of sanctions. This chapter seeks to provide an overview of developments and situations, when the application of sanctions is affected by the development of cyber means. It also focuses on the changes in and legal qualifications for the grounds, subjects, targets, means and methods of introduction and implementation of sanctions regimes in the digital age.

I. Introduction

The information communication infrastructure, as well as digital devices, have already become an integral part of today’s reality. Digitalization has a huge impact on the development and observance of human rights, as well as on the very status of the individual. The changes are so drastic that sometimes it is even maintained that, despite the general perception of the need to apply online the same rules that are applied offline (UN General Assembly resolution A/RES/68/167 of 18 December 2013, para. 3),¹ the very notion and concept of sovereignty are outdated.² Individuals become all the more active in the international arena. Threats caused by the use of cyber technologies by terrorist and extremist groups had already been recognized by the UN General Assembly in 1999 (resolution 53/70 of 4

January 1999)\(^3\) and elaborated in detail in later resolutions of the UN Security Council (resolutions 2419 (2018) of 6 June 2018,\(^4\) 2462 (2019) of 28 March 2019\(^5\) and 2490 (2019) of 20 September 2019.\(^6\) The UN Security Council also mentions that young people become frequent targets of terrorist online propaganda and recruiting.\(^7\)

Thus, it does not come as any surprise that the development of cyber means is affecting the purposes, means, mechanisms and targets of sanctions applied by the UN Security Council, regional organizations and individual states. An attack with the use of ten drones over Saudi Arabian oil extraction stations on 14 September 2019,\(^8\) allegedly by a non-state actor from the territory of Yemen, resulted in a 60 per cent drop in oil extraction in Saudi Arabia, a 6 per cent drop in the world’s oil extraction and a rise in oil prices of 15 per cent.\(^9\) Eight individuals and four legal entities from Russia, China and North Korea have been declared to ‘provide support for or [be] involved in, or facilitated cyber attacks or attempted cyber attacks publicly known as ‘WannaCry’ and ‘NotPetya,’ as well as ‘Operation Cloud Hopper’.\(^10\)

Today, the legal scholarship pays much attention to the general aspects of cyber security,\(^11\) the use of cyber means and methods of warfare\(^12\) and its effects on the enjoyment of the rights to privacy and freedom.

---

7 UNSC Res 2419 (n. 4), paras 9, 12.
of expression, the emerging right to be forgotten and the violation of human rights in the digital age or by being cut off from the Internet by governments. Recent publications attempt to analyze specific situations relevant to the use of digital means in the course of sanctions or as sanctions to limit unwelcomed online behavior. However, no comprehensive overview of the impact of cyber technologies on the application and implementation of sanctions has been done in the international legal doctrine yet.

Despite the diversity of possible uses of cyber means in the modern world and the mutual impact of sanctions and the use of cyber technologies, the present article focuses on the use of cyber means as a ground for the introduction of sanctions by international and unilateral actors; blocking on-line commerce; the specifics of sanctions on trade in software; reputational risks; and blocking online educational platforms, messengers and social networks both directly and indirectly. In this regard, it is important not only to identify existing threats and challenges but to qualify them from the standpoint of international law, including for their impact on the law of human rights.

---


The notion of sanctions is one of the most controversial ones in contemporary international law.\(^1\) It is so often employed today in politics, criminal law, news and even everyday life and is applied to so many diverse types and categories of measures taken by entirely different subjects that neither the legality of each particular type of sanction nor its humanitarian impact are sought to be assessed anymore.

In international law, sanctions may be viewed as a power (possibility) to ensure the law,\(^2\) an analogy of responsibility for internationally wrongful acts,\(^3\) punishment,\(^4\) a complex of enforcement measures (countermeasures) applied to a delinquent state,\(^5\) a method to make someone comply,\(^6\)

---

negative consequences in the case of violation,\textsuperscript{25} measures of protection of the international legal order,\textsuperscript{26} measures not involving the use of armed force in order to maintain or restore international peace and security,\textsuperscript{27} a means of implementation of international responsibility (countermeasures),\textsuperscript{28} or measures taken by international organizations against its Member States or other actors,\textsuperscript{29} mechanism of prompting citizens of a state to put pressure on its government.\textsuperscript{30}

The above approaches do not specify whether they refer to universal sanctions adopted by the UN Security Council under Chapter VII of the UN Charter\textsuperscript{31} for the maintenance of international peace and security or to unilateral measures of pressure, both military or non-military, taken without or beyond the authorization of the Security Council (unilateral sanctions). Moreover, the use of the term ‘sanctions’ does not automatically qualify a situation as legal or illegal.

The situation appears to be even more complicated due to the existence of other terms identifying the application of unilateral means of pressure. In particular, numerous resolutions of the UN Human Rights Council (resolutions 15/24 of 6 October 2010;\textsuperscript{32} 19/32 of 18 April 2012;\textsuperscript{33} 24/14 of 8 October 2013;\textsuperscript{34} 30/2 of 12 October 2015;\textsuperscript{35} 34/13 of 24 March 2017;\textsuperscript{36} and

\begin{itemize}
  \item \textsuperscript{25} Igor I. Lukashuk, \textit{Law of International Responsibility} (Moscow: Wolters Kluwer 2004), 309 (in Russ.); Tatiana N. Neshataeva, \textit{International Legal Sanctions of the UN Specialized Agencies} [extended abstract of PhD dissertation] (Moscow: Moscow State University 1985), 9, 12, 14 (in Russ.).
  \item \textsuperscript{26} UN, ‘Supplement to an Agenda for Peace: Position Paper’ (n. 22). The same approach was taken by states that participated in the discussion of the problem in the UNSC, ‘UN Security Council Report on the Agenda to the 4128th meeting,’ (2000), S/PV.4128 of 17 April 2000.
  \item \textsuperscript{27} Lukashuk (n. 25), 306, 308; The same approach is supported by Grigory I. Tun-kin, Nikolai A. Ushakov, Pranas Kuris, cited by Tatiana N. Neshataeva, ‘The Notion of Sanctions of International Organizations,’ Jurisprudence 6 (1984), 94; Abass (n. 22), 49, 51.
  \item \textsuperscript{30} Odoeme and Chijioke (n. 22), 105.
  \item \textsuperscript{31} United Nations, Charter of the United Nations, 24 October 1945, 1 UNTS XVI, Chapter VII.
  \item \textsuperscript{32} HRC Res 15/24 of 6 October 2010, A/HRC/RES/15/24, paras 1–3.
  \item \textsuperscript{33} HRC Res 19/32 of 18 April 2012, A/HRC/RES/19/32, paras 1–3.
  \item \textsuperscript{34} HRC Res 24/14 of 8 October 2013, A/HRC/RES/24/14, paras 1–3.
  \item \textsuperscript{35} HRC Res 30/2 of 12 October 2015, A/HRC/RES/30/2, paras 1–2, 4.
  \item \textsuperscript{36} HRC Res 34/13 of 24 March 2017, A/HRC/RES/34/13, paras 1–2, 4.
\end{itemize}
45/5 of 6 October 2020) and the General Assembly (resolutions 69/180 of 18 December 2014; 70/151 of 17 December 2015; and 71/193 of 19 December 2016) refer to unilateral coercive measures including but not limited to military, economic and political measures taken without or beyond the authorization of the UN Security Council, and qualify them as illegal. These resolutions, however, do not use the term sanctions. Thus, until now, there is no established distinction between sanctions, especially unilateral ones, and unilateral coercive measures.

At the same time, given the absence of a definition of unilateral coercive measures and their presumably illegal character, States prefer to present their unilateral activities as not constituting unilateral coercive measures and to use therefore other terms, like ‘sanctions,’ ‘restrictive measures’ and ‘unilateral measures not in accordance with international law,’ ‘security measures,’ ‘countermeasures’ and many others. The States involved are thus also identified in various ways, including as sanctioning/sanctioned, targeting/targeted or sender/source States.

It is thus possible to state that in the face of the expanded application of unilateral and multilateral measures, there is no general consent about the notion and scope of sanctions in the absence of a consensus about their application and relevant legal grounds, in the presence of multiple similar or adjunct terminology. The term ‘sanctions’ is used so often today without due assessment of their legality and the humanitarian impact that it starts to feel ‘generally accepted.’ Sanctions are presented as having a certain presumption of legality, even though they are taken in a decentralized fashion with no independent body qualifying or assessing them. The development of cyber means is affecting various aspects of the use of means of pressure.

42 UNGA Res 70/151 (n. 31), para. 1; UNGA Res 71/193 (n. 32), para. 2.
The present chapter does not aim at an in-depth terminological discussion, and therefore it views sanctions as any means of pressure applied by a state or international organization, including the UN Security Council, against other states, their nationals or legal entities to change the policy or behavior of the latter without any prejudice to the legality or illegality of such activity.

III. Malicious Use of Cyber Means as a Ground for Introduction of Sanctions by International and Unilateral Actors

1. The Use of Cyber Means as a Threat to International and National Security

As mentioned above, the UN Security Council and UN General Assembly, in their resolutions,\(^45\) have recognized that the use of new information and communication technologies even by individuals and non-State entities may constitute a threat to international peace and security.

A similar position is taken by the Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security, which refers to the ‘dramatic increase in incidents involving the malicious use of information and communication technologies by State and non-State actors’ in its report 70/174.\(^{46}\) Experts uphold the opinion that the misuse of ICT (including by individuals and private entities) may harm or threaten international peace and security (para. 3).

As of the end of 2020, the UN Security Council had never imposed sanctions on states, individuals or legal entities in response to the malicious use of cyber means. It has, however, stressed that states have an obligation to control information flows, to prevent the use of the Internet for money laundering and terrorism financing, to control virtual finance and to exchange the necessary financial intelligence information\(^47\) or aviation and passenger name data.\(^48\) A similar call ‘to prevent the use of the
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47 UNSC Res 2462 (n. 5), para. 19.
Internet to advocate, commit, incite, recruit for, fund or plan terrorist acts’ has been made by the UN General Assembly.\(^{49}\) The number of people involved in terrorist activity via the Internet is enormous today. While being aware of existing skeptical approaches towards the role of the Internet in terrorism radicalization, I would join here the position of many others that large amounts of easily available violent extremist content online may have radicalizing effects in various forms.\(^{50}\) Statistics show that up to 30,000 foreigners were involved in the Al Qaeda and ISIL groups by the end of 2015.\(^{51}\) The UN Security Council maintains that some of the terrorist activity can be qualified not only as violating the right to life but also as war crimes, crimes against humanity or genocide.\(^{52}\)

It is also generally agreed both in practice and in the legal doctrine that under certain conditions, a cyber operation may constitute an armed attack or part of an armed attack\(^{53}\) or be part of a military operation in the course of a non-international military conflict.\(^{54}\) As such, it may endanger the very existence of a state;\(^{55}\) cause the loss of human lives (death or injury of combatants or civilians); cause the destruction or damaging of property

\(^{52}\) UNSC Res 2490 (n. 6), para. 2.
(civilian or military), including critical infrastructure;\textsuperscript{56} or cause the loss of part of a state’s territory.\textsuperscript{57} The existence of a causal link between a cyber attack and the immediacy of negative consequences can be established (seconds or minutes between the attack and its results).\textsuperscript{58}

Special attention is also traditionally paid to so-called ‘attacks on critical infrastructure’ that are attacks against dams, nuclear electricity stations, arms control systems, bank accounts and operations, gas and oil pipelines, electricity lines, taxation systems, governmental servers and computer networks,\textsuperscript{59} as well as other critical infrastructure; and the interception of control over air defense systems,\textsuperscript{60} floodgates of dams, aircraft or trains (which can cause them to collide),\textsuperscript{61} etc.

If such attacks meet the above criteria, they may give rise to acts of self-defense in accordance with Article 51 of the UN Charter. The above-mentioned attack accomplished with the use of ten drones over Saudi Arabian oil extraction stations on 14 September 2019\textsuperscript{62} can serve as a good illustration that the well-being and even the very existence of states may be endangered by cyber means by a group of individuals. It appeared impossible to identify the actual perpetrators of this attack, although the UN Secretary-General, in his report to the UN Security Council S/2020/531, noted that some items subsequently seized by the United States were identified as having Iranian origin and ‘were identical or similar to those found in the debris of the cruise missiles and the delta-wing uncrewed aerial vehicles used in the attacks on Saudi Arabia in 2019.’\textsuperscript{63} In such situations, the UN Security Council will face serious problems when trying to attribute an act or acts to a specific state in order to be able to take

\textsuperscript{56} Schmitt (n. 12), 287–288; Roscini (n. 12), 106–107.
\textsuperscript{58} Heather Harrison, Cyber Warfare and the Laws of War (Cambridge: Cambridge University Press 2014), 63–73.
\textsuperscript{59} Reich et al. (n. 57), 12–17.
\textsuperscript{61} ICRC, ‘Article 3: Conflicts not of an international character’ (n. 54), para. 437.
appropriate sanctions towards states. It is very probable that it will have to limit itself to general recommendations or to impose targeted sanctions, for example, within the framework of sanctions against individuals and organizations involved in terrorist activity, or it may consider establishing a mixed criminal tribunal with the consent of a state concerned.

In cases when an attack on critical infrastructure does not reach the level of an armed attack but is brought in breach of international obligations or violates the rights and interests of states, the latter usually refers to the possibility to take unilateral sanctions independently or via corresponding regional international organizations. It follows from the above that cyber attacks or other offensive uses of information and communication technologies may be qualified under certain conditions as a threat to peace, a breach of the peace or an act of aggression by the UN Security Council and may thus give rise to UN sanctions against states, individuals or legal entities.

States and regional organizations also look for the framework of possible reactions to the use of the Internet for malicious activity. The Security Council in particular persistently refers to the obligation of states to ‘ensure that all measures taken to counter-terrorism, including measures taken to counter the financing of terrorism as provided for in this resolution, comply with their obligations under international law, including international humanitarian law, international human rights law and international refugee law’ and to ‘take into account the potential effect of those measures on exclusively humanitarian activities, including medical activities, that are carried out by impartial humanitarian actors.’

Also, the OSCE’s recommendations on countering the use of the Internet for terrorism purposes focus on domestic investigation and judicial processes.
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65 Decision 7/06 of 5 December 2006 ‘Countering the Use of the Internet for Terrorist Purposes,’ OSCE, MC.DEC/7/06; Regional Workshop on Countering the Use of the Internet for Terrorist Purposes for Judges, Prosecutors and Investigators from South Eastern Europe of 8 February 2017, CIO.GAL/224/16, OSCE (2016), available at: https://www.osce.org/files/f/documents/7/e/299091.pdf.
2. Overview of State Practice of Imposing Sanctions in Response to Malicious Cyber Activities

State practice of imposing sanctions in response to real or alleged malicious cyber activities is rather extensive. In particular, United States Executive Order (EO) 13694 of 1 April 2015, as amended by later documents, introduced and expanded the list of ‘cyber-enabled activities subject to sanctions’ such as blocking property and interests in property in a broad number of cases, to include attacks on critical infrastructure, interference in the election process, disruption of networking or computer operations, misappropriation of financial funds and personal information, etc.

Some of these measures in response to malicious cyber activity are taken by the United States with reference to implementing UN Security Council resolutions against North Korea (hereafter – DPRK) in the struggle against the proliferation of weapons of mass destruction (from resolution 1718 (2006) of 14 October 2006 to resolution 2397 (2017) of 22 December 2017). They aim to suppress attempts by North Korea to use cyber technologies to circumvent sanctions imposed both by the UN Security Council and the United States.

In its Guidance on the North Korean Cyber Threat of 15 April 2020, the United States refers to disruptive or destructive cyber activities affecting critical US infrastructure: cybercrimes, espionage, cyber-enabled financial theft and money laundering, extortion campaigns and crypto-jacking. This activity may be prosecuted by the United States with a penalty of ‘up to 20 years of imprisonment, fines of up to $1 million or totaling twice

---


the gross gain, whichever is greater, and forfeiture of all funds involved in such transactions’ against those who violate the US sanctions laws (applying secondary sanctions). The United States also offers rewards of up to 5 million US dollars for information that ‘leads to the disruption of financial mechanisms of persons engaged in certain activities that support North Korea, including money laundering, sanctions evasion, cyber-crime’ via the Rewards for Justice program.

A Panel of Experts, established by the UN Security Council to make recommendations to the Council, Member States and the corresponding Sanctions Committee as regards the implementation of resolutions on North Korea, has repeatedly noted the evasion of financial sanctions by North Korea through cyber means, including crypto-currency operations and recommended the Security Council to ‘consider explicitly addressing the DPRK’s evasion of sanctions through cyber means if drafting additional sanctions measures’ and to enhance control of the UN Member States in the sphere of cryptocurrency. At the same time, no resolution of the UN Security Council authorizes any additional measures in response to DPRK cyber activity.

In this regard, it is also worth mentioning that on 21 September 2021, the United States designated SUEX OTC, S.R.O. (SUEX) as a malicious cyber actor, the first designation against a virtual currency exchange. Some measures in response to serious or attempted cyber attacks, understood as actions involving access to information systems, information systems interference, data interference or data interception, have been taken by the European Union and the United Kingdom since 17 May 2019. Both have
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introduced visa and entry prohibitions and requested the freezing of assets of listed persons or the refusal to make assets or funds available to them.\textsuperscript{78}

In July 2020 and October 2020, eight individuals and four legal entities from Russia, China and North Korea were listed for being considered to have ‘provided support for or were involved in, or facilitated cyber attacks or attempted cyber attacks, including the attempted cyber attack against the OPCW and the cyber attacks publicly known as ‘WannaCry’ and ‘Not-Petya,’ as well as ‘Operation Cloud Hopper’\textsuperscript{79} and to have been ‘involved in cyber attacks with a significant effect which constitutes an external threat to the Union or its Member States, in particular, the cyber attack against the German federal parliament (Deutscher Bundestag) which took place in April and May 2015\textsuperscript{80} correspondingly.

3. Legality of Unilateral Sanctions Taken in Response to Malicious Cyber Activities

The above practice clearly demonstrates that measures taken by states and the European Union in response to malicious cyber activities include measures aimed to enhance the internal capacity of states to suppress cyber threats as well as the application of targeted sanctions to listed individuals and companies.

The possibility to impose unilateral sanctions with the purpose of implementing relevant decisions of the UN Security Council formed a ground for extensive scholarly debate since the early 1990s. The very idea of implicit, tacit or general authorization\textsuperscript{81} or the possibility to use

\textsuperscript{78} Council Regulation 2019/796 of 17 May 2019 concerning restrictive measures against cyber-attacks threatening the Union or its Member States OJ L 129I 2019, 1.

\textsuperscript{79} Council Implementing Regulation 2020/1125 (n. 10), 4–9.

\textsuperscript{80} Regulation 2020/1125 (n. 10), 1–4.

enforcement measures unilaterally, when the decisions of the Security Council are not observed, have been repeatedly condemned in the international legal scholarship. Already in 1998, the UN General Assembly urged the international community ‘to eliminate the use of unilateral coercive economic measures … which are not authorized by relevant organs of the United Nations.’

Taking into account that the above measures are not authorized directly by the UN Security Council and that the UN Charter does not provide for any possibility or mechanism for states and regional organizations to take any enforcement measures unilaterally, sanctions in response to malicious cyber activity can only be legal if they do not breach any international obligation of states, including, as referred to above, obligations in the sphere of human rights; or if their wrongfulness is excluded in accordance with international law in the course of countermeasures.

The above documents clearly demonstrate that sanctions are imposed by the United States, the European Union and the United Kingdom by executive bodies in the absence of court hearings or due process guarantees such as access to courts. Moreover, the reference to cyber-threats makes the acquisition and disclosure of evidence problematic and all allegations rather ill-founded. This results in the aggravation of violations that traditionally occur with targeted sanctions, in particular, of property rights, freedom of movement, the right to privacy, the right to reputation and even in some cases, labor and social rights of targeted individuals with very little possibility to protect their rights in judiciary bodies.

The recent practice of the United States is rather remarkable in this regard. In June 2020, six Nigerians were listed by the Department of the Treasury’s Office of Foreign Assets Control (OFAC) for stealing ‘over six...
million dollars from victims across the United States’ with the use of fraud involving cyber schemes. A press release provides information about the alleged activity of each of the individuals, their photos and other personal data, as well as the presumed fraudulent schemes as if they were confirmed facts. The same approach was taken towards two Russian nationals in September 2020.

While recognizing that states are under the obligation to take measures to suppress cyber crimes against the state, its nationals and legal entities, such measures shall remain within the recognized international intercourse: joining international treaties, developing legislation, starting criminal investigations and prosecutions, and judicial cooperation. It is thus not clear why no criminal case has been initiated in response to the alleged cybercrimes, which would provide for the possibility to freeze assets, initiate criminal investigations, involve relevant international criminal police cooperation bodies and gather evidence. Instead, measures were taken in the form of unilateral sanctions upon the decision of the executive body, OFAC, without any identification of the beginning of criminal proceedings, any court hearing or any possibility for the listed individuals to access courts in order to protect their rights, reputations or personal data.

Moreover, the imposition of economic sanctions and entry bans, besides violating property and other rights, goes counter to the requirement of the presumption of innocence set forth in Article 14(2) of the International Covenant on Civil and Political Rights (ICCPR), which is viewed by the Human Rights Committee as a guarantee ‘that States parties must respect, regardless of their legal traditions and their domestic law.’ Paragraph 30 of the General Comment No. 32 expressly notes that ‘no guilt can be presumed until the charge has been proved beyond a reasonable doubt.’

89 Decision 7/06 (n. 65); Regional Workshop on Countering the Use of the Internet for Terrorist Purposes for Judges, Prosecutors and Investigators from South Eastern Europe (n. 65).
91 Human Rights Committee, General Comment No. 32 of 23 August 2007, ‘Article 14: Right to equality before courts and tribunals and to a fair trial,’ CCPR/C/GC/32, para. 4.
doubt, ensures that the accused has the benefit of doubt’ and requests governments to abstain from making public statements affirming the guilt of the accused.\textsuperscript{92}

The Treaty on the Functioning of the European Union, unlike the US legislation, provides for the possibility to appeal to the European Court of Justice to review the legality of decisions allowing for restrictive measures against natural or legal persons adopted by the Council (Article 275\textsuperscript{93}). The European Court of Justice has been active in the sphere of so-called ‘sanctions cases,’ making more than 360 judgements by December 2020.\textsuperscript{94} No review of a cyber sanctions case has taken place until now.

Another aspect that deserves careful attention is the possibility to apply unilateral measures in response to cyber attacks and cyber threats in the course of countermeasures. In accordance with Article 49(1) of the Draft Articles on Responsibility of States for Internationally Wrongful Acts of 2001 (ARSIWA), ‘An injured State may only take countermeasures against a State which is responsible for an internationally wrongful act in order to induce that State to comply with its obligations.’\textsuperscript{95} Therefore, measures that constitute countermeasures can only be taken in response to the violation of a specific international obligation by a specific state and may be directed only against that state\textsuperscript{96} to induce it to comply with the obligation.

Countermeasures thus can only be applied against individuals immediately responsible for the policy or activity of a state in breach of an international obligation, in order to change that policy or activity, or against states as such with due account of the attribution of the malicious cyber activity to the corresponding state (ARSIWA, Articles 4–11). Countermeasures thus are not applicable to other categories of persons or entities accused in particular of committing cybercrimes. The same approach is taken
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by the drafters of Tallinn manual 2.0 on the international law applicable to
cyber operations (Rules 20–21).97

In this regard, a provision of Article 1(6) of Council Regulation (EU) 2019/796 of 17 May 2019 does not fit the requirement of Article 49(1) of ARSIWA as it speaks about the possibility to impose sanctions ‘where deemed necessary to achieve common foreign and security policy (CFSP) objectives’ rather than in response to an internationally wrongful act. Moreover, the possibility to apply restrictive measures ‘in response to cyber attacks with a significant effect against third States or international organisations’ rather than the EU or its Member States provides for the possibility of any action in the course of countermeasures only if underlying violations have a so-called collective nature in accordance with Article 48 ARSIWA.

Another aspect which comes into discussion of the possibility to apply unilateral sanctions as countermeasures is the difficulty of attributing the activity of specific individuals or other non-state entities to a specific state for the purposes of holding it responsible, as shown above in the case of the cyber attack against Saudi oil installations. The traditional approach refers to the need for ‘effective’98 or ‘overall’99 control from the side of the specific state. I would align myself here with the position of the drafters of the Tallinn manual 2.0 that the same rules of attribution of activity of non-state actors to states (acting under direction and control) shall be applied to the activity in the cybersphere as international law does not provide any additional or different regulation.100

Therefore, unilateral sanctions against allegedly malicious cyber activity can only be taken if they do not violate any obligation of a state, including in the sphere of human rights (retortion) or as countermeasures in full compliance with international law in accordance with basic principles of the law of international responsibility, with the purpose to restore the observance of international obligations, prior notice, and observance of the rule of law, including legality, legitimacy, humanity and proportionality to

---
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the harm suffered (ARSIWA, Articles 49–51), \(^{101}\) with due account for the precautionary approach as concerns the humanitarian impact of measures taken. Under Article 50(1)(b) ARSIWA, the obligations for the protection of fundamental human rights can never be affected by countermeasures. As correctly noted by Alexander Kern, punitive sanctions have mostly been geared towards the past, \(^{102}\) and in the contemporary world, shall be taken in accordance with international law standards.

**IV. Blocking On-line Commerce**

The blocking of online commerce has turned into one of the frequently used forms of unilateral sanctions today – a means of implementation of economic and financial sanctions, as far as international transactions are mostly happening online. Today, blocking online payments constitutes an integral part of the implementation of UN Security Council sanctions\(^ {103}\) and of the Financial Action Task Force (FATF) recommendations aimed to suppress money laundering and terrorism financing.\(^ {104}\) Today funds and assets are understood by the FATF to include also those existing in electronic and digital form.\(^ {105}\) Further, recommendation 16 of the FATF imposes on financial institutions obligations aimed to facilitate ‘identification and reporting of suspicious transactions and to implement the requirements to take freezing action and comply with prohibitions from conducting transactions with designated persons and entities’\(^ {106}\) *inter alia* via virtual means.

The impossibility to make financial transfers to/from targets of sanctions has been cited *inter alia* as a part of trade and financial sanctions
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The situation is aggravated by the fact that the majority of the elements that enable any individual, corporation or government to trade are concentrated either within the United States or the European Union. This jurisdiction provides the United States in particular with the possibility to control and block all payments in US dollars via Visa, MasterCard, American Express, Western Union and PayPal.\footnote{See Renata Avila Pinto, ‘Digital Sovereignty or Digital Colonialism,’ Sur – International Journal on Human Rights 27 (2018), 15–28 (20).} Another illustrative example could be seen in the repeated calls to cut off SWIFT – the information exchange system connecting more than 11,000 financial institutions from 200 countries and territories as part of sanctions against Iran, Israel, the Russian Federation Belarus and China.\footnote{SWIFT. About us (2020), available at: https://www.swift.com/about-us.} On the other hand, using SWIFT to block transactions as a countermeasure to the US sanctions has also been considered within the EU.\footnote{Brian O’Toole, ‘Don’t believe the SWIFT China sanctions hype,’ Atlantic Council (2020), available at: https://www.atlanticcouncil.org/blogs/new-atlanticist/dont-believe-the-swift-china-sanctions-hype/; ‘SWIFT Says It ‘Has No Authority’ To Unplug Russia Or Israel,’ PYMNT (2014), available at: https://www.pymnts.com/in-depth/2014/swift-says-it-has-no-authority-to-unplug-russia-or-israel/; ‘Economist: Disconnecting from SWIFT Will Be a Bomb for the Regime’ (2020), available at: https://charter97.org/en/news/2020/11/25/401835/.}

It has been generally recognized in economic and legal scholarship that a limited number of service providers, as well as the interdependence or dependence on a specific resource (financial system, currency, etc.), results in a special vulnerability of both non-controlling countries and the end-users, while digital platforms may be used not only for transactions but for many other purposes. In the contemporary interdependent world, being disconnected from the single bank payment system would have not a targeted but rather a comprehensive impact, affecting the country as a whole, every single individual and company on its territory, as well as every third-country national and company involved in economic transactions with the latter, resulting in an economic crisis. That is why Russia, China and India not only developed national payment systems but are exploring the possibility to establish an alternative to SWIFT.

Other types of blocking online commerce through the implementation of sectoral or targeted sanctions generally result in the extension of the time necessary to complete transactions, increasing bank costs and entrepreneurial risks, the shutting down of investments and the impossibility to buy or order even essential goods, including medicine, medical equipment, food, electricity, etc. This badly affects a number of fundamental human rights, including the right to health, the right to food and economic rights; it gives rise to poverty and, in some cases, may result in the violation of the right to life.

Additional sanctions imposed by the United States on 18 Iranian banks on 8 October 2020 prevent any possibility for online transactions involving
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US dollars. EU officials thus express concerns that it will close off any possibility for Iran to use ‘foreign currency for humanitarian imports,’ in particular medicine and grains. The most urgent problems involve the impossibility to buy European medicines, including insulin necessary for the survival and well-being of millions of diabetics in the country. Humanitarian organizations working in the targeted countries unanimously refer to the impossibility to make bank transfers to and from these states for the supply and delivery of essential goods. Private companies and individuals from Venezuela, Syria, Cuba and other countries under sanctions refer to the impossibility to open or keep bank accounts or to do transactions because of their nationality also when they are not included in the lists.

It is often maintained that the problem of blocking accounts is exacerbated by the extraterritorial application of sanctions and over-compliance. Due to the high risks of applying criminal and civil penalties even for transactions taking place outside the US or the European Union, banks are reluctant to permit bank transfers or significantly extend transfer terms, and other companies are unwilling to be involved in transactions because of the fear of secondary sanctions, even when companies in targeted countries are not included in sanctions lists. In particular, private and public sector banks in Switzerland have suspended money transfers to Cuba, preventing some Swiss humanitarian organizations from collaborating


122 Tzanakopoulos (n. 101), 139. The same opinion has been expressed by humanitarian NGOs at the Expert consultations on 21–22 October 2020.

with Cuban medical entities.\textsuperscript{124} The illegality of this approach is cited \textit{inter alia} in the study prepared upon the request of the INTA Committee, demonstrating its danger even for huge economies like that of the European Union.\textsuperscript{125}

It has been repeatedly reported by states and humanitarian organizations that delays and the increasing costs of bank transfers and deliveries result in rising prices for medical equipment, food and other essential goods, notably in the Bolivarian Republic of Venezuela, Sudan, Syria, Iran and other countries.\textsuperscript{126} Venezuela, in particular, refers to the fact that the duration of bank transfers from or to the country increased from 2 to 45 days, as bank fees rose from 0.5 per cent to 10 per cent.\textsuperscript{127}

The complexity, comprehensiveness and extraterritoriality of legislation have resulted in the establishment of workarounds. One such workaround welcomed by the UN Special Rapporteur on the negative impact of unilateral coercive measures on the enjoyment of human rights is the Instrument in Support of Trade Exchanges (INSTEX), which was created in 2019 by France, Germany and the United Kingdom to foster trade between Eu-
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urope and the Islamic Republic of Iran and to protect European businesses by circumventing United States sanctions against that country. The initial transactions involved humanitarian goods used by the Islamic Republic of Iran to fight COVID-19.128

Cyber-technologies are also influencing the scope of private entities involved in the implementation of sanctions regimes. In particular, the United States Cyber-Related Sanctions Regulations impose special obligations on US persons facilitating or engaging in online commerce.129 The EU regulations request that ‘natural and legal persons, entities and bodies supply immediately any information which would facilitate compliance with this Regulation...’130 Humanitarian organizations repeatedly refer both to the impossibility to make money transfers or to buy essential goods to be delivered to targeted states and to their fear of being subjected to secondary sanctions because of their humanitarian activity.

Nothing in international law can be interpreted to permit any impediment of bank transfers without authorization of the UN Security Council or outside of criminal procedures under national legislation. Even in situations when countermeasures can be taken in response to violations of international law, they are to be taken in accordance with the principles of proportionality and necessity and in compliance with human rights and humanitarian obligations. The fear of secondary sanctions by banks and private companies results in over-compliance and non-selectivity in the sphere of online commerce, making it impossible for nationals of listed countries to enjoy their rights and limiting their access to humanitarian aid.

V. Sanctions on Trade in and Access to Software

1. Overview

The software can also be qualified as a commodity today. As a result, trade in software can also be limited as part of a sanctions regime. In

129 Executive Order 13694, section 1a; Executive Order 13757.
130 Art. 8, Council Regulation (EU) 2019/796 of 17 May 2019 concerning restrictive measures against cyber-attacks threatening the Union or its Member States.
particular, already by 2010 the EU had imposed restrictions on the transfer of software, notably those with dual – military and civilian – use.\textsuperscript{131}

It shall also be noted that the EU regulations provide for substantial lists of exemptions. In particular, restrictions are not expanded to software that is in the public domain, ‘designed for installation by the user without further substantial support by the supplier and which is generally available to the public by being sold from stock at retail selling points.’\textsuperscript{132}

The US approach differs substantially. Today the United States has expanded the list of restrictions on the trade of software to ‘technology, and software relating to materials processing, electronics, telecommunications, information security, sensors and lasers, and propulsion, including traditional encryption and geospatial software.’\textsuperscript{133} It thus causes the companies developing software under US jurisdiction to be concerned about complying with sanctions regimes regarding trade in software provided through public offer, used for private purposes and sometimes even at no cost,\textsuperscript{134} to a number of countries, including (as of 2017) the Balkan countries, Belarus, Burma, Cote d’Ivoire (Ivory Coast), Cuba, the Democratic Republic of the Congo, Iran, Iraq, Lebanon, Libya, North Korea, Somalia, Sudan, Syria, and Zimbabwe;\textsuperscript{135} and also to become extremely concerned about the growing level of software piracy.\textsuperscript{136} As a result, because of the imposed


\textsuperscript{136} Ibid.
prohibition on the export of technology, Syria appears to have been unable to buy software for CT scanners and ventilators that is produced only by US companies\textsuperscript{137} and is vital in the course of the COVID-19 pandemic.

Because of the fear of secondary sanctions, companies under US jurisdiction have to comply with limitations concerning the software traditionally used for regular administration, public and private purposes, in particular for commercial Internet services or connectivity\textsuperscript{138} and even for non-commercial activity. This has become especially dangerous in the course of COVID-19. In particular, the terms of service for Zoom as of 20 August 2020 precluded the use of the platform by those living in the DRPK, Iran, Syria and Crimea, or through legislation of the United States,\textsuperscript{139} even for contacts and coordination among doctors to exchange their experiences on symptoms, diagnostics and means of treatment.

Limitations on the use of Zoom for official purposes appeared to be even greater. Because of the above reasons, it was not possible to use Zoom for UN communications as initially planned. Cuba, in particular, was unable to participate in a virtual summit meeting on Zoom of leaders of the Organization of African, Caribbean and the Pacific States on 3 June 2020 to discuss the COVID-19 pandemic.\textsuperscript{140} Some countries (in particular, Belarus) have negotiated access permission on a bilateral basis. As a result, the UN Secretariat has had to invest in the development of a special UN platform.\textsuperscript{141} It has been reported that Iranian citizens cannot get access to information on COVID-19 and its symptoms, even from the Iranian government, due to Google’s censoring of AC19, an Iran-developed App.\textsuperscript{142}

\textsuperscript{137} Note 100/20 of the Permanent mission of Syrian Arab Republic (n. 126).
\textsuperscript{139} Zoom terms of service (2020), available at: https://zoom.us/terms.
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Iranian doctors cannot get access to medical databases (Pub Med) after its server had been transferred to Google.143

2. Human Rights Impact

Therefore, impediments to accessing publicly offered platforms result in the violation of the rights of access to information and freedom of communication and the right to health. Violations of the right to education have also been cited in Iran, Sudan and Venezuela because of the impossibility of using online platforms for educational purposes. In the longer term, with a view to the deteriorating economic situation, OHCHR Sudan reported that unilateral sanctions in the course of COVID-19 are very probably affecting school enrolment and increasing the school dropout rate.144

The same problems remain no less relevant outside of the COVID-19 context. Access to Internet technologies and Internet resources have been referred to as a necessary element not only of the struggle against the pandemic but also of the right to development by the participants of the ‘Global-local interlinkages I: Obstacles to realizing the right to development and to addressing poverty and inequality’ panel of the UN Social Forum 2020.145 The same approach is taken by the UN Human Rights Council146 and by the Special Rapporteur on the freedom of opinion.147

__________________________
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The OSCE Declaration on Freedom of Communication on the Internet of 28 May 2003 thus called upon Member States to ‘foster and encourage access for all to Internet communication and information services on a non-discriminatory basis at an affordable price’ (principle 4).\footnote{OSCE Declaration of 28 May 2003, ‘Declaration on freedom of communication on the Internet,’ OSCE (2003), available at: https://www.osce.org/fom/31507?download=true. Principle 4.}


The UN Special Rapporteur on contemporary forms of racism, racial discrimination, xenophobia and related intolerance correctly noted in her report to the Human Rights Council in June 2020 that people from the least developed countries have only one-fourth of the opportunity to access the Internet compared to people in other countries because of poverty and the underdevelopment of the cyberinfrastructure that results in the limitation of access to ‘public health information online and to make use of digital schooling, working and shopping platforms’ which are especially important in the time of COVID-19 (Report A/HRC/44/57 of 18 June 2020, para. 20\footnote{UNGA, ‘Racial discrimination and emerging digital technologies: a human rights analysis,’ Report of the Special Rapporteur on contemporary forms of racism, racial discrimination, xenophobia and related intolerance, A/HRC/44/57 of 18 June 2020, available at: https://undocs.org/en/A/HRC/44/57, para. 20.}).

It is thus believed here that one should not speak about the possibility to choose trade partners when one speaks about publicly offered paid or non-paid cyber software or services. Preventing people in targeted countries to have access to these services violates a number of human rights, including access to information, freedom of communication, the right to...
education, the right to decent work and other economic rights, the right to health, the right to development and even the right to life; and it also constitutes *de facto* discrimination against targeted societies constituting around 20 per cent of the world population.

**VI. Other Aspects of Application of Sanctions in the Digital Sphere**

A number of other aspects of international law are affected by the development of sanctions in the digital age. One of them is the expanding practice of blocking social media accounts as part of sanctions regimes, as is done in particular by US-registered companies as part of the Magnitsky sanctions regime.\(^{152}\) It has been repeatedly reported that cyber censorship takes place overall to prevent the distribution of information that may be considered harmful for the government for one or another purpose.\(^{153}\) While recognizing that states are obliged to control the content of *inter alia* social media to prevent the commission of cybercrimes, involvement in terrorist activity as requested by the UN Security Council (see above) and other illegal activity, it shall be done only if international and national human rights standards are fully observed.

Access to the Internet and access to information can also be prevented by sanctions indirectly. In particular, Venezuela refers to the impediment to the access to information via television due to the cessation of operation of DirecTV Venezuela, which represented 43 per cent of the market, because of the US sanctions, in May 2020.\(^{154}\) Shortages of fuel in the country also result in electricity shutdowns that make access to the Internet quite often impossible.

The availability of information via online news and press releases of state organs increases reputational risks affecting *inter alia* the right to reputation. The UN Human Rights Committee, in General Comment No. 16, refers to the obligation of states not only not to infringe the honour and reputation of individuals but also to provide adequate legisla-
tion to guarantee their protection.\textsuperscript{155} Moreover, General Comment No. 32 expressly notes that ‘no guilt can be presumed until the charge has been proved beyond a reasonable doubt, ensures that the accused has the benefit of doubt’ and requests governments to abstain from making public statements affirming the guilt of the accused.\textsuperscript{156} As a result, the expansive distribution of negative information about individuals and companies while bypassing the presumption of innocence and due process guarantees reduces \textit{inter alia} their attractiveness for investors and counter-parts, resulting in over-compliance with sanctions regimes. The problem becomes especially sensitive when one speaks about individuals and companies designated by one or several countries when there is no possibility for either judicial protection or redress.

The situation is exacerbated by the fact that quite often, targeted individuals and entities usually are not informed in an official and direct manner about their listing, the nature and cause of the accusation giving rise to the sanctions, the scope of limitations, the possibility to defend oneself and to have adequate time to prepare one’s defense, and to have an effective remedy. Electronic databases of sanctioning states and international organizations are usually rather complicated and confusing, making the fact of sanctioning rather non-transparent. Unfortunately, the scope of individuals and legal entities targeted by such sanctions is expanding without any attempt to fill these gaps.

Promising rewards for locating individuals allegedly involved in terrorist activity without any case being started against them, and quite often without information being properly verified, on the Rewards for Justice official webpage or its Twitter account\textsuperscript{157} is not only ruining their reputation but may endanger their life.

Some other authors refer to the use of online resources and to the element of so-called ‘shaming campaign’ in the course of the use of unilateral sanctions as a means, which increase reputational risks of states.\textsuperscript{158} Social media are often used as an element of sanctions’ advocacy tool by various

\textsuperscript{155} Human Rights Committee, General Comment No. 16 of 8 April 1988, ‘Article 17 (Right to Privacy), The Right to Respect of Privacy, Family, Home and Correspondence, and Protection of Honour and Reputation,’ CCPR/C/GC/16, para. 11.

\textsuperscript{156} HRC General Comment No. 32 (n. 91), para. 30.


\textsuperscript{158} Odoeme and Chijioke (n. 22), 106–107.
interlocutors. Ph.M. Lutscher seeks to assess the use of DoS attacks by targeted states as a retaliation to the sanctions imposed. All the above situations have not been assessed from the point of international law quite often because of the insufficiency or unavailability of data.

Quite often, countries facing serious economic sanctions, including freezing assets and blocking online commerce, start to develop their own crypto-currency (e.g. attempts done by Venezuela and North Korea). The world is currently facing the recent practice of imposing US sanctions for transactions with the use of these crypto-currencies regardless of the agents or banks in these transactions.

Using cyber means and equipment as a part of sanctions policy and national sanctions acts have also been discussed in the legal scholarship. It is possible to cite here, in particular, cyber-espionage and cyber-surveillance. The UN Special Rapporteur on terrorism and human rights, in his Report 34/61 of 21 February 2017, criticizes the emerging practice of using drones for targeted killings (lethal attacks) of terrorist leaders. I align myself here with his opinion that this activity constitutes a clear violation of the right to life of the targeted person as well as people who may happen to be nearby; no procedural guarantees are observed (Article 14 ICCPR), and the presumption of innocence (Article 14(2) ICCPR) is also violated. In practice, the use of drones for targeted killings in the considered situation could be qualified as the death penalty exercised without any guarantees, which is a clear violation of international legal standards even as regards international crimes, including war crimes.

160 Lutscher (n. 17).
162 Romano (n. 67), 113.
mon Article 3 of all Geneva Conventions 1949; Article 75(4) Additional protocol I).

VII. Conclusions

The development of digital technologies has changed and is still changing all aspects of human life and international law, including the scope, subjects, means and methods of international and unilateral sanctions. The following list provides some examples but is not exhaustive: response to armed attacks and threats to international peace and security; use of cyber means for terrorism financing; malicious cyber activity, including attacks on critical infrastructure not reaching the level of an armed attack; blocking online commerce of targeted states, companies and individuals as well as other nationals; preventing access to public online platforms; blocking trade with software or information-communication equipment; blocking social media accounts; listing of crypto-currencies; and many others.

The activity of natural and legal persons in cyberspace may endanger the existence of states and constitute a threat to international peace and security. The Charter of the United Nations does not prevent the UN Security Council from deciding to take enforcement measures in such conditions, in accordance with Chapter VII of the Charter. Until now, however, the Security Council has not taken any action in response to malicious cyber activity.

The implementation of Security Council decisions and FATF recommendations today involves measures taken by states in the cybersphere, including data surveillance and the blocking of terrorist and extremist sites, online schemes of transboundary crimes, terrorist recruiting, financing and money laundering. At the same time, no measures to enforce resolutions of the UN Security Council in the cybersphere can be taken without clear additional authorization of the Security Council. National mechanisms shall, in the first place, involve organizational, legislative and judicial means taken in accordance with international law, FATF and OSCE standards.

Unilateral measures can be taken by states and regional organizations in response to malicious cyber activity or with the use of cyber means only in full conformity with international law, and if they also do not violate any obligation of the corresponding states in the sphere of human rights or humanitarian law or in the course of countermeasures. The latter measures shall fully correspond to requirements of the law of international
responsibility: proportionality, necessity, observance of peremptory norms of international law, fundamental rights and humanitarian standards, and prohibition of reprisals.

Criminal responsibility for the malicious cyber activity shall in no way be substituted by the application of unilateral sanctions. The application of targeted sanctions in such cases violates economic rights, freedom of movement, the presumption of innocence, due process standards, the right to judicial protection and the right to reputation. Public online announcements of lists of targeted individuals affect their reputations while not providing for access to justice, appeal procedures, protection or redress. Therefore, issues arising from the traditional application of targeted sanctions are equally relevant to the cyber area.

The increasing number of unilateral sanctions, with sanctions regimes that are not always transparent or for which information is not easily available results in growing over-compliance on the part of banks and trading companies; this impedes online banking, results in blocked accounts, and expands the length and costs of transactions to cover banking and entrepreneurial risks because of the threat of secondary sanctions. Consequently, not only directly listed entities but also people of the targeted countries, their businesses and other partners, humanitarian NGOs and their beneficiaries in targeted and other countries are affected. The easy access to cyber means to distribute negative information makes the reputation risk and the amount of over-compliance even greater.

The existence of a single or a few providers of online banking services (SWIFT), technology and software makes other countries and their national and legal entities more vulnerable. It appears that countries have started to develop alternative processes that, in the long term, undermine cooperation and integration schemes. Impediments to online bank transfers and e-commerce have very strong extraterritorial effects that go counter to the traditional standards of states’ jurisdiction. They also undermine the economies of targeted states, impede the ability of these states to develop their economies further and guarantee the well-being of their populations, and violate the expanding number of human rights that appear to be especially clear in the course of the COVID-19 pandemic.

In accordance with the general rules of international trade, the right of final consumers to have access to publicly offered paid or non-paid cyber software or services shall not be limited. Preventing access to specific Internet resources goes counter to the whole scope of so-called ‘human rights in the Internet’: access to information, freedom of expression, the right to privacy, the right to education and the right to reputation, and also the right to decent work and other economic rights. It also violates
the right to development and may result in the violation of the right to health and even the right to life in emergency situations; it constitutes *de facto* discrimination against targeted societies constituting around 20 per cent of the world population. It also goes counter to repeated calls of the United Nations and other organizations for solidarity, cooperation and multilateralism.

The development of digital technologies affects today all aspects of the introduction and implementation of sanctions, which mostly take the form of unilateral ones, the legality of which is rather dubious from the perspective of international law. Any measures shall be taken by states in the first place within generally recognized standards of international law with due account for their possible humanitarian impact and for the human rights of every individual concerned.
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Abstract At the time when the various universal and regional human rights treaties came into being, the digitalization of societies was still largely in its infancy. Only a very few human rights treaties dealt with the influence of the media and the Internet on situations relevant to the protection of human rights. Nowadays, the parameters have changed fundamentally. Numerous UN human rights committees are increasingly confronted with questions of digitalization and its effects on the legal position of the individual. The same applies to international courts at the regional level, in particular to the European Court of Human Rights. However, their decisions still focus mainly on substantive human rights issues, for instance, by resorting to an evolutive interpretation to outline the freedom of communication and the right to private life in the digital environment. The overall effects of the Internet and the growing digitalization of societies on the general dogmatic aspects of human rights treaties have not yet been thoroughly investigated. The aim of the chapter is, therefore, to shed a first light on the main challenges that typically arise when determining the structural relationship between international human rights norms on the one hand and behaviours of individuals in the digital environment on the other. These challenges relate to specific structural features such as the existence or non-existence of a right to access the Internet, the contouring of new digital spheres of human rights and the dangers resulting from the use of algorithms and increasing anonymization. It is also questionable whether the scope of the extraterritorial application of human rights treaties needs to be redesigned in the digital age. Finally, more general human rights aspects such as the determination and possible extension of both duty-bearers and rights-holders require closer analysis. The chapter examines to what extent a dynamic interpretation of human rights treaties appears possible in the age of digitalization and under what conditions this approach reaches its limits.

I. Introduction

At the time when the various universal and regional human rights treaties came into being, the digitalisation of societies was still largely in its infancy. The 1989 Convention on the Rights of the Child (CRC)\(^1\) was the first, and so far, is the only international human rights convention that explicitly addresses a question touching upon digitisation, namely the influence of the (digital) media on situations relevant to the protection of human rights. From the initial draft proposal to include a protective regulatory clause against potential negative effects of media on children in the

Convention\(^2\) arose finally an extensive and rich text, which also recognises and promotes the positive opportunities that the mass media have on the evolvement and education of children.\(^3\) In view of its elaboration in the 1980s, it is, however, obvious that ‘media’ within the meaning of Article 17 CRC were mainly understood to include those of the analogue world, such as books, magazines, radio and cinema films.\(^4\)

In order to sound out the scope of Article 17 CRC in the digital age, at the initiative of the CRC Committee, numerous representatives of States, international organisations and non-governmental organisations held a joint ‘Day of General Discussion’ in 2014 on the media behaviour of children in general. Another ‘Day of General Discussion’ in the same year dealt specifically with the use of digital media by children. The results of both discussion days are reflected in two legally non-binding recommendations of the CRC Committee.\(^5\) Both documents stress and further specify the importance of Article 17 CRC and its close relationship with other Convention guarantees, such as the right to private life, freedom of expression and information, and the protection of children against economic and sexual exploitation.\(^6\) The CRC Committee repeatedly emphasises that the content of those guarantees does not only refer to selected types of media. Rather, the scope of the standard extends equally to analogue and digital media by way of a dynamic interpretation.\(^7\) Thus, it is not astonishing

---

that the CRC Committee recently, on 2 March 2021, released a new General Comment No. 25 on children’s rights in relation to the digital environment and gives guidance on how to respect, protect and fulfil children’s rights in the digital environment.8 Even if General Comment No. 25 merely summarises the Committee’s previous considerations on the matter, it is the first General Comment of a UN human rights treaty body that explicitly addresses the digital environment and its impacts on human rights by highlighting both the empowering character and the risks of the digital environment for children’s rights. In that regard, the CRC Committee functions as a human rights seismograph, being the first UN human rights treaty body to deal with rising fundamental questions in modern human rights law.9

In addition to the CRC Committee, also other treaty-based expert committees and human rights courts are increasingly confronted with questions of digitalisation and its effects on the legal position of the individual. The UN human rights monitoring bodies unanimously underscore that the Internet and social media can be valuable tools for providing information and opportunities for debate.10 In particular, it is undisputed that the right to freedom of expression and information clearly extends to cyberspace. As early as 2012, the UN Human Rights Council stated that ‘the same rights that people have offline must also be protected online, in particular, freedom of expression, which is applicable regardless of frontiers and through any media of one’s choice.’11 This statement has been endorsed by the UN Human Rights Committee in several instances.12

On the regional level, the African Commission on Human and Peoples’ Rights recently issued its own General Recommendation on the digital environment, highlighting the need to protect human rights in the digital age.13

---

8 CRC Committee, ‘General Comment No. 25,’ 2 March 2021, CRC/C/GC/25, paras 22 ff.
9 See Stephan Gerbig, ‘Leaving the Pre-Digital Era, Finally!: Thoughts on the New UN CRC General Comment on Children’s Rights in the Digital Environment,’ Völkerrechtsblog, 4 May 2021, DOI: 10.17176/20210504-111252-0.
12 See, e.g., Human Rights Committee, ‘General Comment No. 34,’ 12 September 2011, CCPR/C/GC/34, paras 12 ff. and ‘General Comment No. 37,’ 27 July 2020, CCPR/C/GC/37, para. 34.
Rights (ACHPR),\textsuperscript{13} the Inter-American Commission of Human Rights (IACHR) and, the Inter-American Court of Human Rights (IACtHR)\textsuperscript{14} as well as the European Court of Human Rights (ECtHR)\textsuperscript{15} have also made it clear that freedom of expression and information applies to Internet communication.

Furthermore, almost all human rights conventions guarantee the right to a private life, which generally includes the integrity of personal data.\textsuperscript{16} The UN Human Rights Council,\textsuperscript{17} the UN Special Rapporteurs on freedom of expression and the right to privacy,\textsuperscript{18} the UN General Assembly,\textsuperscript{19} the Office of the High Commissioner for Human Rights (OHCHR),\textsuperscript{20} the UN Human Rights Committee,\textsuperscript{21} the European Union Agency for Fundamental Rights (FRA),\textsuperscript{22} the Court of Justice of the European Union

\textsuperscript{16} See ECtHR, Rotaru v. Romania, judgment of 4 May 2000, no. 28341/95, paras 40 ff. The EU Charter of Fundamental Rights, however, guarantees these two rights separately in Articles 7 and 8.
\textsuperscript{20} OHCHR, A/HRC/27/37, 30 June 2014, paras 12 ff.
\textsuperscript{21} Human Rights Committee, ‘General Comment No. 16,’ 8 April 1988, HRI/GEN/1/Rev.9 (Vol. I), para. 10 and ‘General Comment No. 34,’ 12 September 2011, CCPR/C/GC/34, paras 12, 15, 39, 43.
\textsuperscript{22} FRA, ‘Report on surveillance by intelligence services: fundamental rights safeguards and remedies in the European Union’ (Luxembourg: Publications Office of the European Union, 2015), passim. Yet, it has to be underlined that the
(CJEU)23 and the ECtHR24 – to name but a few – have all consistently and repeatedly emphasised the right to privacy in the online communication. In general, it can be said that both communication rights and the right to enjoy a private life apply to the same extent in the online as in the offline world.25 However, this fact is not a surprising innovation to the international human rights regime, but rather a usual dynamic interpretation of existing human rights guarantees in the sense of Article 31(3) of the 1969 Vienna Convention on the Law of Treaties.26

Yet, the effects of the internet and the growing digitalisation of societies on the general dogmatic aspects of human rights treaties have not yet been thoroughly investigated. Most of the scholarly contributions that deal with the matter focus on selected human rights perspectives only, e.g., on those of children and adolescents, or on selected human rights topics such as, e.g., data protection without going into the overarching challenges of digitalisation for the dogmatic structures of the human rights

---


system as a whole. Therefore, an attempt will be made to shed a first light on the main challenges that typically arise when trying to determine the structural relationship between international human rights law on the one hand and behaviours of individuals in the digital environment and of intelligent, human-like machines on the other. These main challenges, outlined in section II., include specific structural features such as the existence or non-existence of a right to access the Internet (1.) and of new digital spheres of human rights (2.), as well as more general human rights aspects such as the determination and possible extension of both duty-bearers and rights-holders (3., 4. and 7.), the extraterritorial application of human rights (5.) and the fight against new discrimination problems due to the growing use of algorithms (6.).

Of course, this contribution cannot conclusively determine the systematic relationship between digitalisation and international human rights either. Too many aspects are technologically, ethically and legally in flux. Moreover, the relevant constellations are so varied that it is impossible to give a ‘one-size-fits-all’ answer. Nevertheless, initial sketches of ideas shall be presented to what extent the digital environment offers opportunities for the realisation of human rights on the one hand and to what extent it critically challenges the functioning of the international human rights regime on the other.

II. Effects of the Digitalisation of Societies on the General Requirements of Human Rights Treaties

1. Right to Access the Internet

The first fundamental question that needs to be answered is whether there is a human right to access the Internet. This right may be understood in twofold ways, in that it entails not only access to the Internet in terms of infrastructure, availability of devices and Internet connection but also in terms of acquiring digital skills. As regards the former, there is no doubt that without infrastructural and unhindered access to the Internet and its content, people will not be able to take part in the potential of the digitalisation of societies.27 In Africa, for instance, less than 20 % of the populati-

on has access to the Internet and digital devices. In particular, women and people living in rural areas in the African continent are excluded from Internet access and thus from the knowledge and understanding that is conveyed online.28 Also, in European countries, the digital infrastructure and the quality of the Internet connection is unevenly distributed. In rural areas, for instance, Internet access, if available at all, is often cumbersome, slow and unstable. Especially in times of the Covid19 pandemic, in which digital home schooling was deemed necessary to keep the interpersonal distance for medical reasons, the lack of expansion of the digital infrastructure in rural areas has had disadvantageous effects on the rights of the child to education. It widened the knowledge gap and existing inequalities for children living in rural areas and in vulnerable situations.

In addition to providing the necessary digital infrastructure, learning digital skills is also indispensable for effective participation in the digitalised society. The Committee on Economic, Social and Cultural Rights (CESCR Committee) has pointed out that predominantly older persons and persons with low levels of education and income do not have access to the Internet for financial reasons or have limited digital skills. They are therefore hindered from fully enjoying their human rights to information and education.29 In particular, access to the Internet is of crucial importance for marginalised and minority groups in order to manifest and elaborate their personal and cultural identity.30 Therefore, the Committee on the Elimination of Discrimination against Women (CEDAW Committee) rightly stresses that States parties are obliged to ensure access to and knowledge of the Internet and other information and communications technologies in order to improve women’s education and access to justice systems at all levels.31 The recommendations of the CRC Committee and

the CESCR Committee point to a similar direction.\textsuperscript{32} In fact, Internet access and digital skills are not only a prerequisite for exercising freedom of communication but also an essential starting point for exercising other rights. Access to the Internet is today a ‘core utility’ and can be regarded as an ‘essential infrastructure for communities.’\textsuperscript{33} Against this background, the UN Human Rights Council and various human rights monitoring bodies repeatedly call on States to promote and facilitate (infrastructural and learned) access to the Internet for everyone.\textsuperscript{34}

However, a State’s obligation to provide access to the Internet that can be enforced directly under human rights law is not existent.\textsuperscript{35} The human rights monitoring bodies focus solely on an obligation of conduct, not of result. From a doctrinal perspective, an obligation of result could be justified, for example, as a derivative right of the States’ obligation to guarantee everyone a decent subsistence level which, today, might include the access to digital infrastructure. An obligation of result could also be construed as being a legal precondition for exercising other rights.\textsuperscript{36} The Community Court of Justice of the Economic Community of the West African States (CCJ ECOWAS) emphasises that access to the Internet is a derivative right within the context of the right to freedom of expression and should be treated as an integral part of the right.\textsuperscript{37} However, the Court itself considers that restrictions, even a complete shutdown of the Internet, are permissible under certain conditions.\textsuperscript{38}

Similarly, the CESCR Committee only recommends that States parties ensure that digital assistance is easily available for those who have neither access to the Internet nor the digital skills to access information and

\begin{itemize}
  \item \textsuperscript{33} Kettemann (n. 27), 27.
  \item \textsuperscript{34} See, e.g., Human Rights Council, 16 July 2012, HRC/RES/20/8, para. 3; ACHPR, ‘Resolution on the Right to Freedom of Information and Expression on the Internet in Africa,’ 4 November 2016, ACHPR/Res. 362(LIX), para. 1; Human Rights Committee, ‘General Comment No. 34,’ 12 September 2011, CCPR/C/GC/34, para. 15.
  \item \textsuperscript{35} See Fidler (n. 25), 106–107.
  \item \textsuperscript{36} Similarly, Kettemann (n. 27), 25–26.
  \item \textsuperscript{37} CCJ ECOWAS, \textit{Amnesty International Togo et al. v. The Togolese Republic}, judgment of 25 June 2020, no. ECW/CCJ/JUD/09/20, para. 38.
  \item \textsuperscript{38} CCJ ECOWAS, \textit{Amnesty International Togo et al} (n. 37), para. 45.
\end{itemize}
communications technology based public services. It further mentions the importance of Internet access for all those who seek assistance, employment and opportunities to develop their skills and calls upon States to facilitate access to the Internet, particularly for marginalised and disadvantaged groups. But the CESCR Committee makes all these requirements dependent on available resources. Also, the legally non-binding 2030 Agenda for Sustainable Development focuses solely on an obligation of conduct by stating that universal and affordable access to information and communications technology, including the Internet, should significantly increase. In sum, the States are called upon to adopt laws, policies and other measures in cooperation with all relevant stakeholders and make the best possible use of their resources to provide universal, equitable, affordable and meaningful access to the Internet without discrimination.

Conversely, however, it does not follow from the fundamental obligation of States to ensure access to the Internet on the basis of available resources that the individual is obliged to use the Internet or digital technologies in all circumstances. In this respect, negative freedom gives the individual, in principle, the right to abstain from any form of participation in a digital society. This means that there must generally be no legal, soft law or de facto obligations for the use of digital tools. The right to self-determination and autonomy presupposes that every individual must have the possibility not to participate in the virtual world and to lead their lives exclusively in an analogous way. Thus, analogous options for, e.g., purchasing tickets or political elections, must continue to be available alongside online alternatives such as blockchain technology. The provision and the use of analogue devices remains even possible in exceptional situations, like the Covid19 pandemic, which demands distance between people for medical reasons. For example, political elections can be organised as postal votes; and tickets can be ordered by phone and sent by conventional mail. At least at present, when not all people, in particular

41 UNGA Res 70/1 of 25 September 2015, A/RES/70/1, 21 October 2015, Goal 9c.
42 In regards to this aspect, see Wenguang Yu, ‘Verlagerung von Normsetzungskompetenzen im Internet unter besonderer Berücksichtigung der Cybersecurity Standards,’ DÖV 73 (2020), 161–172 (162).
43 As regards the use of the blockchain technology for political elections, see Tobias Mast, ‘Schöne neue Wahl – Zu den Versprechen der Blockchain-Technologie für demokratische Wahlen,’ JZ 76 (2021), 237–246.
older persons or persons with disabilities, are yet able or willing to use digital devices, any mandatory use of online tools would contradict the basic human rights of equality and freedom. Only in the case of distance learning for children and adolescents in times of pandemics may different parameters apply due to the compulsory character of schooling. But here, too, ventilation systems could be installed in classrooms and based on this, intelligent forms of face-to-face teaching could be organised in small groups or in alternating lessons in order to alleviate the hardships of purely digital lessons for children and parents.

2. New Digital Spheres of Human Rights

If individuals make use of their freedoms in a virtual form, a second challenge that must be resolved consists in whether all or only some human rights have a specific digital sphere of protection. With regard to freedom of expression and information and the protection of private life, the digital sphere has already been developed dynamically on several occasions by both international courts and human rights expert committees. However, it is less clear whether this finding extends to other or even all human rights. This becomes relevant, for instance, when addressing freedom of assembly, which is primarily tailored to the physical presence of the participants.

It is debatable whether freedom of assembly can be transferred to political actions on online platforms, video conferences, or Internet fora that call for discussion, e.g., under a certain hashtag. Some scholars deny the relevance of the freedom of assembly for virtual gatherings with a view to the lack of physical danger emanating from such assemblies. Another argument often put forward in this context is that there is no protection gap if freedom of assembly does not cover virtual assemblies since all

44 See the references in notes 8–24. Further see Udo Di Fabio, Grundrechtsgeltung in digitalen Systemen (München: Beck 2016), 83 ff.
relevant actions may be sufficiently secured by freedom of expression and information.\textsuperscript{46} However, this line of reasoning overlooks three aspects.

Firstly, online assemblies go beyond expressing one’s opinions; they rather resemble a collective engagement in building and sharing views and opinions. Therefore, the UN Special Rapporteur on freedom of assembly and association rightly appeals to the States to recognise that ‘the rights to freedom of peaceful assembly and of association can be exercised through new technologies, including through the Internet.’\textsuperscript{47} Recently, the UN Human Rights Committee has explicitly concurred with this view.\textsuperscript{48}

Secondly, there is a relatively high risk of interference by State authorities or third private parties in this virtual engagement. The UN Human Rights Committee stresses that States parties must not block or hinder Internet connectivity in relation to peaceful assemblies.\textsuperscript{49} The same applies to geo-targeted or technology-specific interference with connectivity or access to content. States should ensure that the activities of Internet service providers do not unduly restrict online assemblies.\textsuperscript{50}

Thirdly, virtual gatherings harbour considerable dangers if the inherent group dynamic leads to an anonymous ‘shit storm’ that violates the personal rights of others.\textsuperscript{51} If the participants in a virtual meeting slow down or block the services of an external server through distributed denial of service attacks, they can threaten the property of third parties.\textsuperscript{52} The UN Human Rights Committee has therefore made clear that virtual gatherings


\textsuperscript{48} Human Rights Committee, ‘General Comment No. 37,’ 27 July 2020, CCPR/C/GC/37, para. 34.

\textsuperscript{49} Human Rights Committee, ‘Concluding Observations: Cameroon,’ 30 November 2017, CCPR/C/CMR/CO/5, paras 41–42.

\textsuperscript{50} Human Rights Committee, ‘General Comment No. 34,’ 12 September 2011, CCPR/C/GC/34, para. 34 and ‘General Comment No. 37,’ 27 July 2020, CCPR/C/GC/37, para. 34.


\textsuperscript{52} See Nitsch and Frey (n. 51), 1056.
must be subject to the same restrictions as analogue assemblies. In the case of serious threat potential, Internet observations and isolated geo-targeted blocking by State authorities can be considered permissible under certain circumstances.53

These thoughts on the digital sphere of protection of the freedom of peaceful assembly can be transferred to other human rights, which typically required a physical presence in the ‘pre-digital era.’ As a rule, the interpretation and application of human rights can be adapted to the digital challenges by means of a dynamic interpretation. This is, in particular, made clear by General Comment No. 25 of the CRC Committee, which covers not only the non-physical human rights such as access to information and freedom of expression but also rights that, as a rule, presuppose a physical presence such as freedom of association, access to health services and to culture, leisure and play. The CRC Committee gives these rights a plausible interpretation in the light of the digital environment.54 In a similar way, business freedom and property rights also claim validity on the Internet and in a digital environment.55

However, these human rights are coming under strong pressure from the opensource movement, which considers the assertion of property rights in intellectual services as an attack on the freedom of the Internet. Also, search engines and social networks growingly take advantage of the works and achievements of others. Consequently, the authors concerned see themselves deprived of the income from their intellectual work, on which they make a living.56 The discussion about the EU Copyright Directive57 has shown how heated the debate is and what negative consequences an all-encompassing ‘free mentality’ can have for the liberal human rights system.58

53 Human Rights Committee, ‘General Comment No. 34,’ 12 September 2011, CCPR/C/GC/34, para. 34.
54 See CRC Committee, ‘General Comment No. 25,’ 2 March 2021, CRC/C/GC/25, paras 50 ff.
56 Ibid., 37.
58 Di Fabio (n. 44), 79.
3. Extension of Duty-Bearers of Human Rights

It is well-known that threats to individual privacy no longer emanate exclusively from State authorities, but increasingly also from private third parties, above all from globally operating technology companies and the digital industry.\(^{59}\) The right to privacy is probably the one where most cases of indirect third-party effects occur today, for example, when employers or companies resort to clandestine video surveillance and Internet tracking,\(^{60}\) when Facebook and Cambridge Analytica siphon off vast amounts of data from their users without informed consent and prior authorisation,\(^{61}\) or where a search engine operator includes an automatised reference and information system contained in a list of results displayed following a search conducted on the basis of an individual’s name.\(^{62}\) Also, the employment of big data and new technologies by State and third party agencies and the emergence of ‘smart cities,’ that include surveillance technologies in public spaces and further artificial intelligence tools to combat crime and terrorism, pose significant risks to human rights.\(^{63}\)


Yet, it is still the State which remains the duty-bearer within international human rights law. The duty to ensure compliance with human rights treaties primarily establishes a direct obligation incumbent on the Contracting States, since it is the States’ consents that underpin international law’s content. However, this duty contains a further obligation upon States parties to ensure that non-governmental or private service providers, such as multinational technology corporations, act in accordance with the provisions of the conventions. This means that States are required to put in place a framework that prevents human rights violations from occurring, establish monitoring mechanisms as safeguards and hold those responsible to account. These obligations apply directly to State actions or omissions and, through the duty to protect human rights on the one hand and the due diligence principle on the other, the States must also protect individuals from harm by private third parties, including business enterprises. In other words, human rights treaties create indirect obligations, or indirect horizontal effects, for non-State actors, by establishing (direct) positive duties on States parties. The transfer of powers to private service providers or private institutions must not lead to a reduction of protection below the level required by the conventions. For instance, the CEDAW Committee recurrently underlines that States parties have to take measures, including the adoption of legislation and national action plans, to protect women from Internet crimes and other misdemeanours.


that women experience online. Both the Committee on the Elimination of Racial Discrimination (CERD Committee) and the CRC Committee point out that States parties should take resolute action to combat hate speech, cyberbullying, and racial as well as sexual violence on the Internet and other electronic communications networks. The CRC Committee further stresses that all human rights provisions must be respected in legislation and policy development, including the private and business sector. While the implementation is primarily the responsibility of States parties, the duty to respect, to protect and to fulfil human rights extends indirectly beyond the State and State-controlled services. States parties are demanded to enact laws and policies directed to private institutions and other non-State services in order to ensure that their activities and operations do not have adverse human rights implications.

As important as these requirements are, they also have shortcomings in the Internet context. The transnational, instantaneous nature of Internet communications makes it difficult for governments to directly influence the information entering or leaving a country, while at the same time, the power of the private Internet providers and search engine operators, which control this flow of information, is increasing. This form of governance over digital platforms is problematic for a human rights system that treats human rights solely as a government responsibility. As demonstrated, most international human rights law is concerned with the obligations of States to provide remedies for the abuse of human rights by businesses and other non-State actors. However, such frameworks do not easily apply

---


70 CRC Committee, ‘General Comment No. 16,’ 17 April 2013 CRC/C/GC/16, para. 8.


to international digital enterprises and technology companies, which are often not the culprits themselves but enable or gatekeep the wrongdoing of others. Furthermore, States have to ensure that there is no risk for the maintenance of the principle of non-discrimination by the increasing use of algorithms. They have to secure that policies and practice are in place to identify and assess any actual or potential dangers to human rights.\textsuperscript{73}

In this grey area of governance of Internet gatekeepers, search engine operators and technology companies, the work of the former Special Representative of the UN Secretary-General on the issue of human rights and businesses, John Ruggie, emerges as important, because it seeks to bridge the governance gap between the human rights impact of businesses and the historical focus of human rights law on States.\textsuperscript{74} Ruggie’s attempt to apply State-like human rights obligations to companies in his 2011 Report on Guiding Principles on Business and Human Rights\textsuperscript{75} was strongly endorsed by the UN Human Rights Council, entrenching them as the authoritative global reference point for business and human rights.\textsuperscript{76}

The extension of the scope of human rights standards to a digital sphere with enlarged responsibilities of digital companies would therefore have to entail a corresponding extension of the duty to protect, in particular the possibility of horizontal interventions by market-dominant companies and the recognition of a direct third-party effect of human rights.\textsuperscript{77} It is not a coincidence that, under Principles 11 and 13 of the UN Guiding Principles on Business and Human Rights, corporations, including technology com-
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panies, must not only refrain from human rights violations, but also avoid adverse human rights impacts through their business activities.

As a result of their outstanding market position vis-à-vis citizens, private companies often act in the digital sector as powerfully as the State and can considerably restrict, lead or manipulate citizen’s behaviour. In the famous Bosman ruling regarding the free movement of workers, the CJEU recognised this role of certain private actors such as sports associations. The Court has recently transferred this argument mutatis mutandis to the role of technology companies regarding the individual’s ‘right to be forgotten’ and the ensuing obligation of the search engine operators, such as Google, to carry out de-referencing requests on versions of their search engine, provided that the data subject’s right to privacy is adequately balanced against the right to freedom of information. This view of the CJEU takes into account the limited ability of States to transfer the standards of international human rights law to transnationally operating digital corporations, by establishing direct horizontal effects of European fundamental rights.

Another possibility is, of course, that States simply close the regulatory gaps that exist for technology companies by treating private governance as a modality of governance that must be strictly embedded in a framework of the rule of law. This is the path taken by the 2017 German Network Enforcement Act, last modified in June 2021, which forms part and is the

78 McGregor (n. 63), 1305; Utz Schliesky, ‘Digitalisierung – Herausforderung für den demokratischen Verfassungsstaat,’ NVwZ 38 (2019), 693–701 (694). For this reason, the (German) Federal Court of Justice has subjected the social media platforms active in Germany to an increased indirect third-party effect of fundamental rights, see Federal Court of Justice, judgment of 29 July 2021, III ZR 179/20.
80 CJEU, Google Spain (n. 62), paras 96–99; Google LLC v. CNIL (n. 62), para. 72. Similar arguments can be found in CJEU, Schrems No. 2 (n. 23), paras 85–86.
81 Butler (n. 64), 208–209.
83 Gesetz zur Verbesserung der Rechtsdurchsetzung in sozialen Netzwerken (Netzwerkdu...
result of the State’s duty to protect human rights. The German Network Enforcement Act aims to ensure that Internet platforms delete or block illegal or manifestly unlawful content – in particular in cases where the private invader remains anonymous vis-à-vis the victim. In a similar way, the Digital Services Act proposed by the European Commission on 15 December 2020 aims at encompassing a set of new rules applicable to online intermediaries and platforms across the whole European Union to create a safe digital space. The rules specified in the proposal primarily establish due diligence obligations for online intermediaries and online platforms to, *inter alia*, take measures against abusive notices and counter-notices and to report of suspicious criminal offences. These paths are preferable to establishing a direct human rights obligation on the part of technology companies, as they do not call into question the dogmatics and the liberal character of international human rights protection. In this respect, it is important to note that the operation of an online platform by a technology company is also protected by the freedom of expression, since it is the online platform that enables the exchange of opinions between people who do not know each other.

4. *Modes of Protecting and Counteracting Anonymity in the Digital Sphere*

This fact leads to the next challenge for international human rights protection in the age of digitalisation, which is anonymity, i.e., the concealment of the identity of actors and their actions. It is true that anonymity has

---
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85 Clearly so, (German) Federal Court of Justice, judgment of 27 January 2022, III ZR 3/21, para. 37; further see Stephanie Schiedermair/Johannes Weil, ‘Online-Intermediäre als Träger der Meinungsfreiheit,’ DÖV 75 (2022), 305-314.
always existed in the offline world. It was and is mostly used in order to avoid responsibility for an action, to reduce the risk of sanctions or to eliminate them altogether.\textsuperscript{86}

The digitalisation of the living environment has not fundamentally modified traditional anonymous actions, but it has noticeably dynamized them. This is mainly due to the fact that the Internet is changing the time barriers, physical and spatial distances and financial costs of all activities, adding ubiquitous, simultaneous and immediately noticeable effects.\textsuperscript{87} Internet users often make a conscious choice to communicate or use online activities anonymously, by not using full or real names, suppressing their IP addresses or even using subtle obfuscation techniques.\textsuperscript{88} It is no coincidence that the Internet phenomenon ‘Anonymous’ – known from the Guy Fawkes mask – has become a political icon of a network-based activism that campaigns for Wikileaks and against racism and child pornography.\textsuperscript{89} In his work ‘L’art de la révolte,’ the French philosopher and sociologist Geoffroy de Lagasnerie transfigured this development towards a culture of anonymity into a political world citizenship that constructs a new legal order at the grassroots level.\textsuperscript{90} This postulate must be clearly rejected. A democratic State based on the rule of law cannot be constituted by a collection of people who, due to their anonymity, evade any individual or democratic responsibility.\textsuperscript{91} Furthermore, there is a high risk that information will be manipulated by artificial intelligence’s filtering, which
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could change the political discourse’s direction and suppress parts of the opinion.92

However, different requirements are likely to apply to the protection of human rights. The right to private life gives everyone a subjective right to anonymity.93 Every individual is generally free to decide on the reason, the mode and the duration of his or her identifiability.94 For example, real names, private photos and personal data may, as a rule, only be published with the consent of the rights-holder.95 States are therefore required to respect and guarantee the privacy and security of communication on the Internet and to protect the personal rights of every individual against unlawful interference by State authorities and non-State actors effectively, which may also be reflected in the promotion of encryption technologies.96 Anonymity in expressing opinions serves to prevent feared State reprisals and other negative effects by non-State third parties (e.g., a private employer) that could arise if the person making the statement is identified.97 Furthermore, anonymity in the expression of opinion is intended to protect politically active citizens from the negative consequences such as self-censoring, which could produce chilling effects in the democratic debate.98

Yet, the right to privacy against arbitrary or unlawful State interference is not guaranteed without restriction; the main limits are the public order and national security. Only the core area of private life, which relates to human dignity, is a legal asset that is absolutely protected against State intervention. In the social sphere, in contrast, the State may identify people
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under certain circumstances. On several occasions, however, European courts have repeatedly pointed out that interference by State authorities in the right to privacy and personal data protection is subject to high standards of justification and must be strictly necessary. Especially in the case of secret mass surveillance, the States have to rule out the risk of abuse by issuing general, clear and precise rules governing the scope, application, purpose and objective of a measure and the timing and duration of the intervention.

In multidimensional human rights situations, Internet anonymity and encryption technologies create further problems, for instance, in cases where one person’s freedom of expression comes into conflict with general laws and the rights of others. It has become a commonplace that posting hateful comments or fake news on social networks under the guise of anonymity, including by Internet trolls and bots, is steadily increasing. Or in other words: The rise in hate speech and bullying on the Internet clearly demonstrates the dangers (in particular for minorities) associated
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with obfuscating identity in the digital world. Under human rights law, States must therefore ensure that the right to anonymous expression of opinion does not apply without reservation on the Internet. It is true that freedom of expression includes both open and clandestine, even anonymous expressions of opinion. In the latter cases, however, new evaluation criteria must be found for the balancing process at the level of justification. It must be remembered that the individual affected by an anonymous attack cannot take effective countermeasures due to the lack of accountability of the anonymous attacker. Thus, the usual competition for the better argument, which is indispensable for free and democratic States, is led ad absurdum. Even the guarantee of a legal remedy would be ineffective due to the concealment of the attacker’s identity.

Precisely for these reasons, national laws, such as the German Network Enforcement Act, which oblige digital companies and social network platforms to set up complaint systems with the consequence of removing illegal online comments, are valuable measures to counter the increase in anonymous defamation on the Internet. In order to uncover the identity of the commentator and to delete hate speech, the cooperation
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of the operators of social networks with State authorities is pivotal.\textsuperscript{110} The communication intermediaries are easier to localise than the anonymously acting private person and thus a valid alternative strategy for the protection of human dignity and the right to privacy in cyberspace.\textsuperscript{111} It is no coincidence that provider liability has advanced to become an essential sanctioning instrument for Internet matters in tort law, which is not only backed by the ECtHR,\textsuperscript{112} but also by the case-law of the CJEU.\textsuperscript{113} Here too, of course, the principle of proportionality must be strictly taken into account when partially outsourcing control mechanisms to private third parties.\textsuperscript{114} Hate speech restrictions should never be based solely on a private company’s assessment, but on legal orders from States, which also have to provide effective legal remedies against a private third party’s intervention.\textsuperscript{115}

5. Extraterritorial Application of Human Rights in the Digital Sphere

Not only domestic authorities but also intelligence agencies of foreign States and non-State actors based abroad either increasingly intercept the
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communication, collect data from individuals on foreign territory, or dis­rupt other individual rights and legitimate interests by, for instance, pos­ting hateful comments. Against this background, the question of whe­ther and to what extent human rights treaties can be applied extraterritori­ally is the fifth crucial difficulty that needs to be resolved with regard to digitalisation.

a) Extraterritorial Applicability of Human Rights Treaties to Digital Interventions by State Authorities

In principle, human rights develop their protection only in relation to encroachments that are attributable to the public authorities of the States parties. However, the attribution of such interventions to the Contracting States is not excluded if and to the extent that interventions made by a third party are carried out with the approval or tolerance of the authorities of the territorial State. Therefore, the use of communication information that is collected by foreign intelligence but passed onto domestic authori­ties for use must be measured against the human rights guarantees entered into by the territorial State. Correspondingly, State authorities, including the intelligence services, remain in principle bound by the guarantees of the human rights treaties even if they monitor cross-border telecommu­nications.

A more delicate question in this context is whether State authorities have to respect human rights if they only intercept foreign telecommu­nications abroad. Although it has not yet been conclusively clarified to what extent international human rights apply extraterritorially, there is broad agreement that they generally claim extraterritorial applicability. Both the International Court of Justice (ICJ) and the UN Human Rights Committee underline that the obligations of the International Covenant on Civil and Political Rights (ICCPR) also apply beyond the national territory of the


117 Papier (n. 59), 3029.

Contracting States, provided that the State concerned has an effective control over the situation abroad.\(^\text{119}\) Contrary to Israel and the United States of America, which take the long-standing positions that the Covenant does not apply extraterritorially,\(^\text{120}\) the human rights monitoring bodies have adopted the view that anybody directly affected by a State party’s action will be regarded, for the purpose of the ICCPR, as subject to that State party’s jurisdiction, regardless of the circumstances in which the power or the sufficient factual control was obtained.

The views expressed by the ICJ and the Human Rights Committee are correct. They are consistent with the principles of universality and indivisibility of human rights.\(^\text{121}\) From the human rights perspective, an individual is entitled to protection simply because he or she is a human being, irrespective of where he or she is located and what nationality he or she is. Decisive for the applicability of the ICCPR is not the place of the violation but the relationship between the individual and the intervening State.\(^\text{122}\) Human rights treaties never intended to grant States unchecked power to do as they pleased with individuals living outside of the country and having a different citizenship. Jurisdiction clauses were rather meant

---


to prevent the responsibility of States when they are actually unable to uphold rights abroad.\textsuperscript{123} 

However, when they are in the factual position to ensure the enjoyment of rights on foreign territory, the jurisdiction clause of Article 2(1) ICCPR was not drafted to allow States to escape from their responsibilities simply on the basis of the geographical location of the affected individual.\textsuperscript{124} The majority in legal scholarship, too, argues for the assumption that the Covenants’ human rights obligations are applicable in cases where State actions are exercised extraterritorially.\textsuperscript{125} Other UN human rights expert bodies are also unanimously in favour of the extraterritorial application of human rights treaties.\textsuperscript{126} Finally, this line largely conforms to the case-law of the ECtHR. After a long hesitation beginning with the restrictive ruling in the \textit{Banković Case} (2001),\textsuperscript{127} the Court today recognises the extraterritorial applicability of the Convention rights on the basis of the principle of effective control over territory or persons\textsuperscript{128} in order to
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prevent a vacuum in the protection of human rights. In two recent decisions on surveillance measures by the secret service, in which the foreign persons concerned were not situated in the Convention State, the ECtHR has even unreservedly taken the European Convention on Human Rights as the relevant standard.

Against this backdrop, the applicability of human rights treaties to digital interferences by State authorities, even if they take place extraterritorially, is now beyond question. At the national level, the (German) Federal Constitutional Court has recently recognised that the rights of the telecommunications under Articles 10(1) and 5(1) of the Basic Law, in their dimension as rights against State interference, also protect foreigners in other countries. Due to technological developments, the strict concept of physical or territorial control on which the jurisdiction under Article 2(1) ICCPR and Article 1 ECHR is based, is also clearly outdated with regard to online communication. Communication data typically encompass more than one person and often more than one jurisdiction. In addition, new technology on data portability frequently leads to a separation between the whereabouts of the person and the place where the privacy of the individual is invaded. The choice of the virtual method must not result in the lowering of standards and the non-applicability of human rights treaties to the State that carries out extraterritorial mass surveillance. On the contrary, the focus of the assessment must shift to
the effects of the surveillance. If virtual surveillance produces the same or similar infringements as physical surveillance, both approaches should not be treated differently. The lack of direct physical impairment of the person whose data are intercepted is irrelevant. It is sufficient that an effective accessibility to and control of the online data can be ascertained. No physical influence on the data owner is required. In contrast to those human rights, which aim to protect the physical integrity of a person, such as the right to life and limb, the right to privacy aims to safeguard personal identity, autonomy and self-determination. Finally, the finding that foreigners abroad fall within the object and purpose of human rights law does not produce asymmetries or collisions with the principle of non-intervention. Human rights treaties are grounded in the idea that all human beings possess inherent dignity that deserves protection. Moreover, since only the State authority itself is obliged to respect human rights when taking action beyond its territory, the allegation of an unlawful human rights octroi on a foreign State is erroneous. There is simply no interference with the action and the legislative power of any foreign State authority.

135 Correctly so, Weiler (n. 125), 660.
b) Extraterritorial Applicability of Human Rights Treaties to Digital Interferences by Private Third Parties and Non-State Actors

When it comes to cross-border and extraterritorial interventions by private third parties and non-State actors, other considerations must be made. Not every cyber activity by a non-State actor is attributable to a State. On the contrary, private third parties and non-State actors also collect or access data from others for their own (economic) motivation or even unlawful intent, without any State authority being responsible for these actions. For instance, the posting of hateful comments that exceed the threshold of tort law or criminal offenses are in principle excluded from the direct possibility of regulation under international law. Rather, hate speech by private individuals is subject to national tort or penal laws, which must, of course, be compatible with human rights.141 The same applies to search engine operators, which are growingly confronted with de-referencing requests by individuals that relate to their ‘right to be forgotten’ enshrined in EU law, even in transnational settings.142

In these regards, cross-border situations between private third parties and non-State actors in cyberspace create difficulties. While no State (and, consequently, no international organisation) may claim sovereignty over cyberspace as such, States are empowered to exercise sovereign prerogatives and jurisdiction over any cyber infrastructure on their territory and over activities associated with that cyber infrastructure.143

In cross-border situations, however, the exercise of extraterritorial jurisdiction under customary law requires a legitimising genuine link.144 This link can be based on the principles of subjective or objective terri-
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143 Kriangsak Kittichaisaree, Public International Law of Cyberspace (Cham: Springer 2017), 23; Victoria Ibold, ‘Transnational Jurisdiction for Cybercrimes de lege lata and de lege ferenda,’ Eu Const. L. Rev. 10 (2020), 255–271 (257), both with further references.
toriality, which concern the location of where an action is initiated or consummated, as well as on passive or active personality, depending on the nationality of the acting or the affected persons. The courts called for in connection with cross-border online activities usually focus their attention primarily on the author of the unlawful Internet content or the illegal actions as well as on the nexus established by the effects principle, which focuses on the ramifications of an act within a State. This approach to exercising extraterritorial jurisdiction to prescribe and adjudicate Internet disputes is legitimate. If States were unable to regulate extraterritorial actions by private individuals or private corporations, this would amount to surrendering their sovereignty in cyberspace. This is exactly why Article 3 of the EU’s General Data Protection Regulation codifies an extensive type of ‘territorial scope’ built on an effect-based jurisdictional nexus. It aims at protecting the digital privacy of persons in the European Union against the backdrop of the global networked digital era, regardless of the geographical location of a data controller or data processor.

While the States’ extraterritorial jurisdiction to prescribe and adjudicate is determined by international law, the jurisdiction to enforce these rules beyond their territorial borders is severely limited. Unless there is an agreement between the States in question, which is largely the case
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under EU and Council of Europe law, there is no obligation under general international law for States to recognise, tolerate or enforce foreign sovereign acts on their own territory. Enforcement jurisdiction remains almost exclusively territorial. This again shows the particular difficulty of regulatory efforts in cyberspace. Deficits in identification, ambiguities in territorial localisation and areas, in which national tort or criminal law, as well as EU law, cannot be effectively enforced abroad, represent high hurdles in the fight against online crimes or unlawful online interferences. To counter this situation, both the ECtHR and the CJEU have established the principle of provider liability for cross-border online interferences by non-State actors. The liability of the online service provider reacts to the problem of de-territorialisation in cyberspace. Internet platforms are easier to localise and therefore represent a valuable alternative strategy for protecting human rights in the digital sphere. The already mentioned German Network Enforcement Act addresses precisely this point and aims to establish the accountability of these intermediaries.

Similar parameters apply in relation to the automatised reference and information systems by search engine operators and the individual’s request of transborder de-referencing based on the ‘right to be forgotten’ under EU law. It is true that an obligation of the search engine operators to worldwide de-referencing could initiate ‘a race to the bottom, to the detriment of freedom of expression, on a European and worldwide scale,’
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since in particular non-European countries impacted by worldwide de-referencing could, in response, also implement worldwide de-referencing under their domestic laws.\textsuperscript{160} Therefore, the CJEU is right in founding that the ‘right to be forgotten’ as recognised under EU law does not indispensably require search engine operators to comply with de-referencing requests on all the versions of their search engines that exist worldwide.\textsuperscript{161} Or in other words, there is currently no obligation to introduce an extra-territorial scope on the operation of the ‘right to be forgotten.’ However, at the same time, the Court emphasises that EU law does not prohibit such a practice, by drawing attention to the EU Parliament’s and the EU Member States’ ability to extend the rights to privacy and the protection of personal data extraterritorially.\textsuperscript{162} This approach is also reinforced by the CJEU’s \textit{GC, AF, BH, ED v. CNIL} decision, where the Court extended the grounds upon which EU citizens can request search engine operators to de-referencing search results, specifically where such results contain sensitive personal information relating to, \textit{inter alia}, ethnic origin, political opinions, religious beliefs, and sexual orientation.\textsuperscript{163}


Algorithms, predictive analytics and data-based differentiation decisions represent a sixth challenge for the implementation of international human rights. Algorithms are not only used in Internet search portals, but increasingly also in the business world, in legal technology, in social security systems, in administrative procedures and in the area of predictive policing.\textsuperscript{164} The distinctions made by algorithms are based on programmed
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and aggregated parameters and metrics, which in turn result from analyses of personal data from various groups of people. The result of the parameters obtained resembles the application of stereotypes and increases the risk that people are no longer perceived as individuals and in their subject quality, but are only treated in a standardised manner as part of a group. Such a phenomenon affects not only the individual, but also the principles of equality and non-discrimination. It is undisputed that the use of algorithms can reinforce structural inequality and power asymmetries. Moreover, recent developments in some countries give cause for concern that the combination of artificial intelligence with big data might strengthen the surveillance mechanisms of States and non-State actors.

One example is the expanded surveillance by the Chinese Government, which uses artificial intelligence and algorithms to access biodata and DNA databases, particularly to monitor ethnic minorities.

Against this background, the question must be answered how it can be ensured that the use of algorithms does not become a new form of discrimination that the prohibitions on discrimination enshrined in human rights treaties can no longer adequately cope with. Although a dynamic interpretation of the human rights prohibitions on discrimination remains fundamentally possible, the formation of individual comparison parameters, which are essential for handling prohibitions of discrimination, is challenging with artificially programmed algorithms. These are typically geared towards mathematical, leeway-free group fairness, and
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not on individual justice.\textsuperscript{170} This difficulty is particularly evident when a fully automated computer programme makes the decision, and neither the programmer nor the user can explain or reliably predict the result of the decision-making process. In these cases, machine algorithms function as black boxes.\textsuperscript{171}

One of the most important regulations to protect against algorithmic discrimination risks is the prohibition of automated decisions in data protection law. According to Article 22 (1) of the EU’s General Data Protection Regulation,\textsuperscript{172} the individual concerned has the right not to be subject to a decision based solely on automated processing that has a legal effect on him or her or significantly affects him or her in a similar way. The General Data Protection Regulation does not fully specify what types of automated decisions are meant. However, it is certain that no content-related assessment can be made solely on the basis of algorithm-created decisions without a natural person having the final decision-making authority.\textsuperscript{173} Simultaneously, it must also be taken into account that it will be difficult for the human decision-maker to completely free him- or herself from the automated preliminary decision by the algorithms. It is much more likely that the human decision-maker will only perform a plausibility check based on the result found by the algorithms.

Modern behavioural sciences have revealed that algorithms, as a rule, work as nudges and have a strong manipulation potential.\textsuperscript{174} Thus, there remains the risk that even the prescribed control of the result based on al-


gorithms by a natural person will prove to be practically ineffective.\textsuperscript{175} The States, in particular the Member States of the European Union, are therefore obliged to put in place a legal system that addresses these problems of bounded autonomy under a human rights perspective.\textsuperscript{176} On the one hand, the programming of algorithms and self-learning intelligent systems must be carried out transparently, in accordance with the principle of non-discrimination.\textsuperscript{177} The technological and socio-technical design of each automated decision-making system must further be performed in a way that corresponds to the rights, freedoms and legitimate interests of the data subjects. This requires a full assessment and balancing of the positive and negative impacts of automated decision-making.\textsuperscript{178} On the other hand, it must be ensured that legal remedies are at hand that can effectively repeal any alleged unlawful discrimination by artificial intelligence systems.\textsuperscript{179}

7. Cyborgs and Humanoid Robots as New Rights-Holders or New Duty-Bearers?

Finally, it is to be expected that the further development of technology can bring about fundamental changes in human rights protection in the medium or long term. To put it briefly: Will digitalisation, especially the development of artificial intelligence, lead to a new or additional form of rights-holders or duty-bearers? The creation of cyborgs and human-like machines seems to be within reach due to the evolvement of robotics. The ‘artificial human being’ does not necessarily have to be a physical artifact but can also be disembodied, for example, by simulating his or her


\textsuperscript{176} See Orwat (n. 164), 105 ff.; McGregor, Murray and Ng (n. 66), 337. See also Wibke Werner, ‘Schutz durch das Grundgesetz im Zeitalter der Digitalisierung,’ Neue Juristische Online-Zeitschrift 2019, 1041–1046 (1043).

\textsuperscript{177} Unanimous view, see, e.g., Martini (n. 166), 1022; Schaub (n. 164), 7; Freyler (n. 164), 290; McGregor, Murray and Ng (n. 66), 335 ff.; Kriebitz and Lütge (n. 63), 99; Kühling (n. 73), 535 ff.


\textsuperscript{179} Werner (n. 176), 1043; Susanne Beck, ‘Diskriminierung durch Künstliche Intelligenz,’ ZRP 52 (2019), 185 (185). For more detail, see Ljupcho Grozdanovski, ‘In Search of Effectiveness and Fairness in Proving Algorithmic Discrimination in EU Law,’ CMLRev. 58 (2021), 99-136 (120 ff.).
behaviour through a digital representation. Is such a virtual person or humanoid robot suitable as a holder or as a duty-bearer of human rights? What are the limits of the dynamic interpretation of human rights treaties when human life (also) takes place virtually? In trying to answer these questions, it is important to make clear distinctions from the outset.

Firstly, it is to be noted that the recognition of the legal personality of new virtual or humanoid entities does not automatically entail that these entities enjoy human rights or that they are committed to respect or protect the human rights of others. But experience shows that the ascription of legal personality and autonomy has often been linked to the ability to act which is secured with certain substantial human rights (such as freedoms of communication, business and property) and procedural rights. For instance, under Article 19(3) of the German Basic Law, the fundamental rights of the Basic Law shall also apply to domestic legal persons to the extent that the nature of such rights permits. The Federal Constitutional Court recognises the entitlement to enjoy basic rights not only for domestic legal persons but also for mixed-business companies, legal persons based in an EU Member State, and legal persons governed by private law, which are operated domestically for profit and entirely owned by a Member State of the EU. In view of globalisation and digitalisation, legal scholars are even campaigning for a dynamic extension of the scope of Article 19(3) of the Basic Law to include companies that are based outside of Europe but are active in Germany. This idea applies above all to global digital platforms, but it could also be transferred to artificial intelligence and humanoid robots.

Secondly, a distinction must be made between the types of artificial intelligence. So far, there has been no need to qualify cyborgs as a separate category of human rights-holders. The name ‘cyborg’ is an acronym

181 As to the concepts of rights, laws, human rights, and critiques of rights see, e.g., Anne Peters, ‘The Importance of Having Rights,’ HJIL 81 (2021), 7–22, with further references.
182 Federal Constitutional Court, judgment of 22 February 2011, 1 BvR 699/06, BVerfGE 128, 226 – Fraport.
183 Federal Constitutional Court, decision of 19 July 2011, 1 BvR 1916/09, BVerfGE 129, 78 – Cassina.
184 Federal Constitutional Court, judgment of 6 December 2016, 1 BvR 2821/11, BVerfGE 143, 246 – Vattenfall.
derived from ‘cybernetic organism.’ In medicine, the use of complex internal technology is no longer uncommon. According to a narrow interpretation, cyborgs are humans with technical implants such as cardiac pacemakers, complex prostheses and cochlea or retina implants. There is no doubt that human beings with such in-body technology will continue to enjoy human rights to the same extent as individuals without such implants.

However, the legal situation is more difficult when a person’s brain is controlled by implants, for example, through brain stimulation. With the help of a stereotactic operation, electrodes are placed minimally invasively on the patient at a certain point in the brain, which is previously determined by a magnetic resonance and computer tomographic image of the brain. For the time being, the devices have been used in particular for motoric problems suffered by Parkinson’s patients. Nevertheless, there are first insights into the possibility of influencing states of mind (which so far have mainly occurred as side effects) to increase memory performance and other cognitive abilities. At this point, besides major ethical issues, the question arises as to whether a person with a brain implant, i.e. a cyborg in a wider sense, could be regarded as a new category of a holder of fundamental rights. In any case, such cyborgs constitute a tense combination of human and artificial intelligence. If the artificial intelligence can be controlled from the outside, which is usually the case via computers with deep learning mechanisms, this entails considerable
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186 Ronald Kline, ‘Where are the Cyborgs in Cybernetics?’ Social Studies of Science 39 (2009), 331–362 (331).
189 Söbbing (n. 164), 55–56.
190 See Schliesky (n. 78), 699.
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192 Söbbing (n. 164), 56–57.
risks for the human being concerned and others.\textsuperscript{193} Such cyborgs are not entirely free in the legal sense and can therefore hardly be regarded as autonomous acting persons and be held responsible for their actions without taking into account the work of the manufacturer or the implanter of the artificial components.\textsuperscript{194}

Similar considerations already apply to other preliminary stages of the ‘virtual human being,’ for example, to systems that can receive voice commands and conduct conversations, such as the Twitter bot named ‘Tay.’\textsuperscript{195} Such voice-controlled systems are in a sense human-like and influence or even replace the decision-making power of real people, similar to self-driving cars and unmanned aircraft systems.\textsuperscript{196} In such situations, it is no longer clear who actually could be regarded as the holder of human rights – the human cyborg, the computerised brain stimulator, the programmer, or all together? The established human rights system reaches its limits when the attribution criteria become blurred. In any case, the question of when human existence begins and when it ends will have to be posed much more sharply in this context than ever before.

Last but not least, it is particularly challenging for the human rights system when one looks at the humanoid robots, i.e. machines which are built on deep self-learning in order to mimic human cognitive functions.\textsuperscript{197} In 2017, Saudi Arabia granted ‘citizenship’ to a humanoid robot named Sophia.\textsuperscript{198} This symbolic action has been described in the media as a cynical act for a country that denies girls and women equal rights.\textsuperscript{199} Nonetheless, the episode is significant because it was the first time that a State purported to give a kind of legal personality to a robot or artificial

\begin{itemize}
\item \textsuperscript{193} See Eric Hilgendorf, ‘Menschenwürde und Neuromodulation’ in: Jan C. Joerden, Eric Hilgendorf and Felix Thiele (eds), \textit{Menschenwürde und Medizin} (Berlin: Duncker & Humblot 2013), 865–874 (867 ff.).
\item \textsuperscript{195} Wischmeyer (n. 165), 10 ff. See also Kriebitz and Lütge (n. 63), 98.
\item \textsuperscript{196} See, e.g., Söbbing (n. 164), 49–50, 67 ff.; Kersten (n. 188), 2.
\item \textsuperscript{197} For more detail see Themis Tzimas, ‘Artificial Intelligence and Human Rights: Their Role in the Evolution of AI,’ \textit{HJIL} 80 (2020), 533–557 (544 ff.).
\item \textsuperscript{198} See the website of Hanson Robotics, Sophia (available at: https://www.hansonrobotics.com/sophia/).
\end{itemize}
intelligence entity. A related possibility is that a human’s personality or consciousness might be uploaded and stored on a computer or a network. Some scientists are already working on this idea. Although these are isolated cases and the worldwide existence of human-like robots is part of science fiction (albeit probably not too far away), human rights doctrine is called upon to deal with this phenomenon at an early stage. Can or should humanoid robots enjoy legal personality and human rights? Or should they, in reverse, be considered as duty-bearers of human rights?

The first (human) reaction to the question of the enjoyment of human rights by humanoid robots is certainly negative, since the theoretical foundation for human rights is to be seen in the dignity of the human being, which includes personal autonomy and vulnerability. On the other hand, it should be borne in mind that States and private companies are also artificial legal products, i.e., collective fictions of legal personhood. In particular, private companies are endowed with a wide range of basic (human) rights, such as the right to a fair trial or the right to property. A comparison with the legal status of animals also shows that animal rights have varied considerably over time. In recent times, legal debate even growingly focuses on the judicial recognition of nature as a subject of rights. Legal subjectivity has always been and still is relative. Legal systems are free to recognise non-human legal subjects and to define their

201 See Geminn (n. 180), 173.
202 Similarly, Peters (n. 181), 10–11.
legal status and their rights. This does not mean that animals, private companies, legal persons or artificial intelligence should have the same rights as human beings. For example, human-centric rights that are anchored in social relationships such as dignity or privacy will not be suitable for artificial intelligence. However, tiered ownership of fundamental rights does not seem to be excluded from the outset. Some scholars call for the development of a new category of the legal subject, halfway between person and object.

Legal personality, rights and duties for artificial intelligence and humanoid robots are no longer just a matter for a purely academic debate. In 2017, the European Parliament passed a resolution containing recommendations on Civil Law Rules on Robotics. The European Parliament suggested, inter alia, to create a specific legal status for robots in the long run, so that at least the most sophisticated autonomous robots could be established as having the status of electronic persons responsible for compensating any damage they may cause, and possibly applying electronic personality to cases where robots make autonomous decisions or otherwise interact independently with third parties. Thereby, the European Parliament left open the question of whether artificial intelligence could be housed within
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recognised legal categories of personality or whether new ones, with their own specific features and implications, would be needed.\textsuperscript{213}

In any case, granting a humanoid robot legal personality could be a valuable firewall between existing humans and legal persons and the harm and injuries which artificial intelligence could cause.\textsuperscript{214} The rights, duties and liabilities of a company are usually separate from those of its owners or controllers. A company’s creditors can only recourse to that company’s own assets, a feature known as ‘limited liability.’ The limited liability of companies is a powerful tool in protecting human beings from risk and thereby encouraging innovation.\textsuperscript{215} Arguably, the justifications for providing such legal personality to artificial intelligence are even stronger than for protecting human owners from the liability of companies. Humanoid robots can do something that existing companies cannot do: make autonomous decisions without human input.\textsuperscript{216} Whereas a company is merely a collective fiction for human volitions, artificial intelligence by its nature has its own independent ‘consciousness’ or ‘will,’ which functionally determines for itself in an autonomous manner how a given task is to be performed.\textsuperscript{217}

Yet, as important as these concepts are, they all go beyond the anthropocentric character of human rights treaties.\textsuperscript{218} Existing legal systems, both...
international and national, are fundamentally human-centred in the sense that they take for granted that humans are the most developed form of being and that the welfare of humans constitutes the ultimate goal of morals and laws. Even a dynamic interpretation of human rights treaties in order to include humanoid robots at least partially as autonomous actors, responsible entities, duty-bearers, and rights-holders will be impossible. The Expert Group on Liability and New Technologies, set up by the European Commission in response to the European Parliament’s 2017 proposal, explicitly stresses that it is neither necessary nor sensible to give legal personality to autonomous systems. Rather, the harm these systems may cause should be attributable to existing persons or bodies. The digital agenda of the European Union of 19 February 2020, which consists of a European strategy for data, a report on the safety and liability implications of artificial intelligence, the Internet of things and robotics, and a white paper on artificial intelligence, fully supports this assessment. The same holds true for the Commission’s legislative initiative of 21 April 2021 to harmonise rules on artificial intelligence. These views are also largely consistent with international artificial intelligence ethics codes that aim at active cooperation between States to progress responsible stewardship of trustworthy artificial intelligence.

A similar observation can be found in the ECtHR’s case-law on animal rights. In 2008, Austrian animal activists invoked the existence of an animal right to free movement in order to enforce judicially the release of

219 Tzimas (n. 197), 553.
great apes from confinement and zoos before the ECtHR. However, their complaints were rightly rejected on the grounds of incompatibility *ratione materiae*. This decision shows that no existing human rights treaty can be interpreted so extensively and dynamically in relation to the holders of rights without at the same time contradicting its underlying assumptions and objectives. For this reason, humanoid robots cannot be included as (partial) rights-holders in the international human rights system. It is true that the animal rights discourse aims at recognizing animals as sentient beings in law and as possible bearers of rights, while the current debate about humanoid robots focuses more on liability and obligations, and less on rights. The rationale for granting legal personhood is thus a different one. However, parallels exist in that both animals and humanoid robots do not fit within the human rights scheme; they cannot be considered either as holders or as duty-bearers of human rights.

If one wants to change this legal situation, new treaties would have to be concluded specifically dealing with the legal personhood of artificial intelligence and its ability to exercise rights and duties. But fortunately, this is still part of science fiction, as the influence of humanity is unlikely to be significant in that regard, once artificial, autonomous entities have emerged that surpass human intelligence in many or all aspects. Such an artificial intelligence is rather expected to choose and implement its own goals in a post-human legal or otherwise construed system. In any case, one (dystopian) assumption seems irrefutable: the human focus of the existing legal systems can hardly be preserved after the emergence of artificial entities with an intelligence that is equal or superior to that of humans.

### III. Outlook

As always, modern technology is both a blessing and a curse. In general, digitalisation does not require a fundamental paradigm shift but a change of perspective in the normative interpretation of human rights treaties. Many questions can be solved by way of a dynamic interpretation.
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224 See ECtHR, *Balluch v. Austria*, decision of 25 September 2012, no. 4471/06, paras 23 ff. See also *Stibbe v. Austria*, appl. no. 26188/08, lodged 6 May 2008.
However, despite the changed social and technological context due to digitalisation, the decisive factor in any dynamic interpretation of human rights must remain that freedom and responsibility remain two sides of the same coin, both in the analogue and the digital world. The organs of the Council of Europe have rightly expressed this demand in several resolutions.\textsuperscript{228} In order to ensure that the negative symptoms of digitalisation do not evoke irreversible social upheaval, ultimately, the State has to prove itself as a guarantor for the protection of the right to privacy and self-determination against anonymous or veiled online attacks and autonomously operating software systems.\textsuperscript{229}

In that regard, not everything that appears economically and technologically attractive and enforceable is compatible with the human-centred character of human rights treaties. At least, human-like robots, should they come to ‘life’ one day, will transform the social and human-centred character of the existing legal systems, both internationally and nationally. Even the current discussion-oriented project for a ‘Charter of Digital Fundamental Rights of the European Union,’\textsuperscript{230} which in principle deserves support, will not be able to stop such ground-breaking changes.\textsuperscript{231} In a post-human era under the aegis of humanoid robots, the protection of human rights will necessarily have to enter a fundamentally new phase. Even more: The challenges which come along with humanoid robots cannot be coped with or solved in a human rights language. This would simply be an overload, which would put the very concept of human rights at fundamental risk.

\textsuperscript{228} See, e.g., Council of Europe, Report on Technological Convergence, Artificial Intelligence and Human Rights, Doc. 14288 (Recommendation 2102), 10 April 2017, with further references.

\textsuperscript{229} See Schmidt-Jortzig (n. 116), 13.

\textsuperscript{230} See https://digitalcharta.eu/.

The Impact of the Internet on International Criminal Law

Rossella Pulvirenti

Abstract This chapter discusses how international criminal tribunals and courts (ICTCs) collect, receive and share information through the internet and, thus, how the internet has changed International Criminal Law (ICL). More specifically, it focuses on the flow of information from society to ICTCs and, vice versa, on the data released via the internet by the ICTCs to local communities. Thus, this chapter covers two different aspects of the work of ICTCs. First, this chapter demonstrates that the internet enhances the quality of international criminal prosecutions because of the new low-cost and increasingly accessible technologies available via the internet, social networks such as Facebook and Twitter, crowdsourcing, as well as satellite imagery and other forms of surveillance technologies that might bring about better, cheaper, and safer prosecutions. Indeed, these technologies used to pursue individuals’ retribution and deterrence might, for instance, help to preserve destroyed or threatened cultural heritage for future generations. Also, it gives individuals the power to gain control over the information and evidence that are then forwarded to the ICTCs. However, these positive trends are also characterized by some setbacks. For instance, considering the scarce international practice, some doubts on the admissibility and verifiability of this type of evidence exist. Also, the relationship with third parties that store the video footages still remains unchartered territory. Second, the internet has also strengthened the outreach programs of the ICTCs enhancing quality and the quantity of data released via the internet by the ICTCs to local communities. This chapter demonstrates that the failure to engage with the local population had a negative impact on the legitimacy and legacy of the ICTCs. Thus, outreach could benefit from developments in new forms of technology to design innovative and meaningful outreach strategies.

I. Introduction

This chapter demonstrates that the development of the internet has a positive influence on International Criminal Law (ICL) under two different perspectives. First, it enhances the quality of the international criminal prosecutions because it gives individuals the power to gain control over the information and evidence that are then forwarded to the international criminal courts and tribunals (ICTCs). Second, the internet has also strengthened the outreach programmes enhancing the quality and the quantity of data released via the internet by the ICTCs to local communities.
The revolutionary force\(^1\) of the internet in the early 1990s changed almost every aspect of the society, both in the private and public sphere, from the way people work to the way people interact and socialise every day. For instance, the advent of the internet modified the way we gather, collect and share information about landmarks events.\(^2\) The Indian Ocean Tsunami on the 26th December 2004, the Saffron revolution in Myanmar in 2009, the destruction of Rohingya villages in Myanmar in 2017 and 2018 and Arab Spring demonstrations in Tunisia, Libya, Egypt and Syria, to name a few, are some examples of this phenomenon.

New low-cost and increasingly accessible technologies available via the internet, social networks such as Facebook and Twitter, crowdsourcing, as well as satellite imagery and other forms of surveillance technologies changed the way in which we document human rights abuses. For instance, although it was difficult for NGOs to enter Syria following the 2011 uprising, several videos captured by Syrian citizens through their phones and uploaded on social media showed the level of atrocities in the country.\(^3\) Alston considers the emerging role of digital open-sources information as a third-generation fact-finding approach to human rights.\(^4\) During the first generation, lawyers, diplomats, or experts undertook a systematic review of available information and presented them to a political body, while the second-generation approach was largely influenced by the major international human rights NGOs, such as Amnesty International and Human Rights Watch.\(^5\)

No similar considerations exist within the field of ICL. On the one hand, the internet has changed the character of armed conflict\(^6\) and proved itself to be an efficient, non-traditional and unofficial recruitment channel
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for crimes both at the international^7 and domestic level.^8 On the other hand, the internet has been an invaluable tool in the fight against those crimes, because not only does it play a central role in determining individual and collective accountability but also because it helps challenge the official narratives, and it is able to reach communities across the globe, as it will be demonstrated in this chapter.

In light of the above, this chapter analyses how international criminal tribunals and courts (ICTCs) collect, receive and share information through the internet. It focuses on the flow of information from the society to the ICTCs and, vice versa, on the data released via the internet by the ICTCs to local communities. Thus, this chapter covers two different aspects of the work of ICTCs. In Section III, it discusses the newly implemented use of user-generated digital evidence (intended as ‘data […] that is created, manipulated, stored or communicated by any device, computer or computer system or transmitted over a communication system, that is relevant to the proceedings’).^9 This may come in the form of photographs, video and audio recordings, e-mails, blogs, and social media. While the information derived from online open sources is starting to become critical in creating an evidentiary basis for international crimes, the existing literature has explored various aspects of digital investigation frameworks, focussing primarily on the challenges that the ICTCs are facing in using digital evidence.^10 Furthermore, special attention has been given to the
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new expanded role and responsibilities of third parties, such as NGOs and private actors, in locating, preserving, verifying, and analysing online visual imagery. Section IV discusses the under-researched use of the internet in the outreach programmes, which aim to build awareness and understanding of the ICTC’s role and activities among the affected communities.

Against this background and in line with the scope of this book, this chapter explores the direction in which ICL and its goals have been evolving since the development of the internet. Using those principles as a theoretical framework, as set in Section II, the second part of this chapter analyses the benefits and the challenges that the internet brings to ICL and, more specifically, to the ICTCs and their aim to deliver justice.

II. ICL and Its Goals: Setting the Theoretical Framework

ICL revolves around two main aims: the principle of retribution and the principle of deterrence. The first is based on the idea that perpetrators deserve punishment for the crimes they have committed. In this context, punishment does not aim to obtain vengeance, but it is an expression of condemnation and outrage of the international community as these crimes cannot go unpunished. The second, as equally important, the objective is the principle of deterrence, which is linked to the idea that punishment

should prevent both the offender and the society from reiterating the commission of a prohibited conduct.\footnote{15} In addition to these, there is a Babel of further goals, which envisage a more long-term and utilitarian view for post-conflict societies. These are, for instance, the vindication of victims’ rights because it has been demonstrated that prosecutions are beneficial for victims having a cathartic effect on both the individuals and the affected communities.\footnote{16} Furthermore, international prosecutions serve as a tool to permanently record history,\footnote{17} to demonstrate the existence of certain crimes\footnote{18} and to interpret the contextual elements of international offences.\footnote{19} Finally, ICL serves the purpose to achieve restorative justice and post-conflict reconciliation in order to help the society to move forward and guarantee a period of durable peace.\footnote{20}


\footnote{18} Robert Cryer et al., \textit{An Introduction to International Criminal Law and Procedure} (3rd edn online, Cambridge: Cambridge University Press 2018), 40.


With this framework in mind, this chapter analyses how the internet has changed the ICTCs’ evidentiary system.

III. From Old Evidence to Digital Evidence

During the Nuremberg trial, the prosecution team led by Justice Robert Jackson relied almost exclusively on documents and films as evidence limiting as much as possible the use of witness testimony. His intent was to demonstrate ‘incredible events by credible evidence.’

Indeed, cases should have been decided according to the rule of law as opposed to the emotions that survivor-witnesses would inevitably display in the courtroom.

Fifty years after these happenings, the most recently established ICTCs have been making use of visual documentation or open sources, including books, documentaries, reports and photographs. They grounded the admission of evidence on the principles of reliability and probative value.

The ICC used a similar approach, which relies on the probative value of this evidence. This principle became evident when the Office of the Prosecutor (OTP) increasingly relied on NGOs’ reports. In confirming the charges in the case against Mbarushimana, the ICC disregarded all the facts that were solely based on UN and NGOs’ reports arguing that it ‘has not provided any other evidence in order for the Chamber to ascertain the truthfulness and/or authenticity of those allegations. The sources of the information contained in both the UN and Human Rights Watch Report are anonymous.’ Similarly, in Gbagbo, Pre-Trial Chamber I compared NGOs reports to anonymous hearsays, stating their limited probative value.


for two reasons: first, it limited the right of the Defence to investigate and challenge the trustworthiness of the source of information and, second, the judges were unable to assess the trustworthiness of the source, making it impossible to determine what probative value to attribute to the information.26

Despite this timid use of open sources as evidence, contemporary international criminal investigations have been heavily dependent on witnesses’ testimony.27 However, it was soon clear that a system based on witness testimony was fragile and ‘unsustainable due to a number of challenges,’28 especially when some ICTC’s conduct the investigations in loco while the crimes are still ongoing. This led to security issues of both the investigators in the field and of witnesses, who are vulnerable to be threatened, bribed, injured or even killed due to their participation in the proceedings. This was evident in Kenya’s post-election violence in 2007–2008, which led to dropping charges against Kenyatta due to insufficient evidence and alleged intimidation of several witnesses.

While the ICTC’s developed and strengthened programmes of witness protection,29 the need for a change in the evidentiary strategy was waiting.30 The OTP had begun introducing more digital evidence, such as some video portraying Lubanga inspecting troops with boys and girls in military fatigues.31 Also, satellite imaging, including Google Earth, were used to track the destruction of some villages, killing of population and troop movements in Banda Jerbo and Abu Garda,32 although the OTP Strategic Plan 2012–2015 underestimated the potentiality of the internet

29 Articles 68(2) and 69(2) of the Rome Statute, Rule 87 of the ICC RPE, Regulation 21(2) of Regulation of the Court and Regulation 94 of the Registry Regulation.
31 ICC, Prosecutor v Lubanga, judgment of 14 March 2012, no. ICC-01/04–01/06, para. 1244.
as a source of evidence. It was necessary to wait until the OTP Strategic Plan 2016–2018 to see the first signs of the impact of the internet on the ICC’s trials. In stressing the importance of using computers, the internet, mobile phones, and social media as a ‘coming storm,’ it recommended to increasingly incorporate online open source content into their investigations to corroborate witness testimony and fill evidentiary gaps.

The importance of the internet for the investigation can be seen in some milestone cases, where the ICC largely relied on digital evidence. In 2016 the *Al-Mahdi Case*, the accused pleaded guilty to having destroyed some cultural heritage sites in Timbuktu in Mali. In order to corroborate this, the OTP used satellite images to show the situation of the mausoleums before, during and after the destruction. Some videos were taken from YouTube or social networks to prove the participation of the accused in war crimes. Also, in the trial against Bemba and his affiliates for witness tampering and corruption under Article 70 of the Rome Statute, the OTP used screenshots of Facebook to clarify the relationship between the parties of the alleged bribery.

Similarly, in 2017, the ICC issued two arrest warrants against Mustafa Busyl Al-Wefalli, commander of an elite force unit of the Libyan National Army, the Al-Saiqa Brigade, in Benghazi, allegedly responsible for having committed war crime under Article 8(2)(c)(i) of the Rome Statute. The first arrest warrant was based on evidence (seven videos and transcripts of those videos) collected through the internet and, more specifically, posted by the Media Centre of the Al-Saiqa Brigade on Facebook and social
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Those videos showed Al-Werfalli, wearing camouflage trousers and a black t-shirt with the logo of the Al-Saiqa Brigade, and carrying a weapon, while shooting three men in the head. Other videos displayed him speaking into the camera, ordering two men to proceed with an execution. Then, the two men shoot the persons kneeling, who fall to the ground. Following that, a group of volunteers and full-time investigators, known under the name of Bellingcat, geolocated the incidents in Benghazi and established the date of those videos.42

As suggested by Freeman, the use of digital evidence in the above-mentioned cases does not constitute an ‘anomal[ y] or temporary deviation […], but rather the first in a growing trend.’43 In agreeing with this view, this chapter aims to assess how this growing trend is influencing ICL goals. More specifically, Section V will deal with it, while the following section focuses on how the communication of the ICTCs toward the local communities changed with the advent of the internet.

IV. Outreach Programmes

Outreach programmes were an unknown concept at the time when the two ad hoc tribunals were created.44 It is not until 1999, five years after the investigations had begun that the ICTY President Gabrielle Kirk McDonald reported to the UN that the ICTY’s work was ‘frequently politicised and used for propaganda purposes by its opponents, who portray[ed] the Tribunal as persecuting one or other ethnic groups and mistreating persons detained under its authority.’45 Thus, given that ICTY was seen as disconnected from the population, the importance of having an effective outreach program was identified.

45 Sixth Annual Report of the International Tribunal for the Prosecution of Persons Responsible for Serious Violations of International Humanitarian Law Commit-
communication with the affected communities was recognised of paramount importance. Similarly, the majority of the population in Rwanda was not aware of the work of the ICTR. Despite these concerns, the budget of these two institutions did not include any funding for outreach. A small group of States, NGOs and other institutions funded the ICTY outreach activities on a voluntary basis.

Against this background, the internet has been an invaluable tool to promote access to and understanding of judicial proceedings and foster realistic expectations about the ICTCs' work. For this reason, the International Residual Mechanism for Criminal Tribunals has a web page, from which it broadcasts its hearings. Similarly, the ICC made outreach one of its priorities. The latter, for instance, streams hearings with 30 minutes of delays to allow the redaction of the audio or visual display for confidentiality reasons. In January 2009, at the opening of its first trial, Lubanga's trial, the ICC organised a public screening of the proceedings in a community hall in Bunia and, then, suspended them over security concerns. After that, the ICC regularly streamed the hearings against Lubanga in the DRC. Similarly, in the Bemba case, the ICC broadcasted some screenings of public hearings to an estimated 800,000 people nationwide.
recently, the Ongwen case was live streaming in the affected community.\textsuperscript{55} In addition to those, the ICC created a web page dedicated to its suspects at large\textsuperscript{56} and has a YouTube channel, where it uploads different types of videos, with summaries narrated by the Court’s judges or with simple explanations of complex decisions to facilitate the understanding of its proceedings to the public.\textsuperscript{57}

Against this background, the second part of this chapter aims at analysing how the internet is influencing ICL goals, starting from the goals of retribution and deterrence.

\textbf{V. Retribution and Deterrence: New Positive Trends and Areas of Concern}

Retribution and deterrence are strictly linked to the impact of the internet on the ICTCs evidentiary system.\textsuperscript{58} Section III of this chapter showed that ICTCs, and more specifically the ICC, are increasingly using digital evidence. Although this practice is recent, it has produced encouraging results. For instance, it reduces the overreliance on eyewitnesses, and it reduces the risk of witness tampering since witnesses are not going to be considered the primary evidentiary sources anymore, as clarified in Section III of this chapter. However, it is worth to be asked whether the approach to open source evidence will change depending on the facts that be proved and the stage of proceedings. For instance, according to Article 58(1) of the Rome Statute, the standard of proof for the issuance of an arrest warrant is ‘reasonable grounds to believe.’ Seven videos and the transcripts of those videos posted on social media were considered enough to meet this threshold in the \textit{Al-Werfalli} case since Trial Chamber VIII issued two arrest warrants, as clarified in Section III of this chapter. Irving questions the use of digital open sources evidence when the required standards of proof becomes higher, for instance, when initiating an investigation (‘reasonable basis to believe,’ Article 53(1)(a)) or, later in

\textsuperscript{55} Coalition for the International Criminal Court, “Only justice could make us feel alive again’ – Week one of the Ongwen ICC trial,’ 16 December 2016, https://www.coalitionfortheicc.org/.
\textsuperscript{57} The YouTube Channel of the ICC is available at: https://www.youtube.com/channel/UC183T5VoMh5wlSSdKPaMgRw.
the proceedings, when ‘substantial grounds to believe’ (confirmation of charges, Article 61(5)) and ‘beyond reasonable doubt’ (conviction, Article 66(3)) are necessary. In accordance with Rule 63(2), ICC judges determine the probative value and the ‘appropriate weight’ of admitted evidence at the end of a case, when they are considering the evidence as a whole.

While the golden standard rule suggests triangulating physical, testimonial and documentary evidence, the ICC developed some guidelines on how to interpret open-sources.

The latter were applied to the new digital era evidence in the Al-Mahdi, Bemba and Al-Werfalli cases, but all of them are quite peculiar cases. Al-Mahdi had already pleaded guilty, acknowledging that he had destroyed certain religious buildings in the area of Timbuktu, when the OTP decided to use some videos from YouTube against him. Also, the type of crime lends itself well to the use of digital evidence and satellite imagery. Conversely, digital technologies were used to prosecute Bemba and his associates of witness tampering under Article 70 of the Rome Statute. However, the accused was within the ICC’s detention facilities, and a certain type of evidence was readily available to the investigation team. Furthermore, this case was closer to a case of national public corruption case rather than an investigation into war crimes. In addition to this, it has to be noted that both Al-Werfalli and Al-Mahdi were the direct perpetrators of the alleged crimes. Conversely, it remains to be asserted whether digital evidence can be used to demonstrate, for instance, the existence of a chain of command.

Against this background, using digital evidence also presents some challenges. These are, for instance, authentication of the evidence and its verifiability, which might undermine the defendant’s right to a fair trial.

and, indirectly, the efficacy of the principles of retribution and deterrence. Although authentic, it might be difficult to verify online videos uploaded on online platforms because they often lack valuable metadata on the date and time of the recording.\textsuperscript{63} For instance, the footage on Syria was largely unusable because there was no way of verifying the authenticity of the material that had been uploaded on social media.\textsuperscript{64} These verification problems led to the idea that it was necessary to develop some apps that are able to guarantee that the uploaded material has not been manipulated or tampered with.

EyeWitness to Atrocities\textsuperscript{65}, Videre Est Credere\textsuperscript{66} and CameraV\textsuperscript{67} are some examples of how these new technologies, built around an internet connection, are equipping individuals and training them to safely capture visual evidence of human rights abuses and international crimes. Those apps are free, and they can be downloaded on personal mobile phones from Google Play. When the users launch the app, it automatically transforms metadata into recording and attaches to them some hash values, which aims to verify whether the original file has been manipulated.\textsuperscript{68} Those metadata include GPS coordinates, light meter readings and cell towers signals with the time and the location of the footage. Once the users have finished filming, they can upload the material through a secure transmission system. Then, a team of lawyers is responsible for reviewing the uploaded material, which might be used by ICTCs at their request.\textsuperscript{69}

In order to understand whether the internet had an impact on the way ICTCs deliver retribution and deterrence, it is necessary to analyse the approach of the ICTCs towards digital evidence against the general approach to the admission of evidence in trial proceedings. According to Rules 89(c)

\textsuperscript{63} EyeWitness, Verifying Eyewitness Video: How to Verify Footage of Human Rights Abuse.
\textsuperscript{66} See at: https://www.videreonline.org/.
\textsuperscript{67} See at: https://exposingtheinvisible.org/en/tools/camerav/.
of both the ICTY and ICTR Rules of Procedure and Evidence, judges must assess the probative value of the evidence.\textsuperscript{70} First, in order to be admitted, the evidence must satisfy ‘minimum standards of relevance and reliability.’\textsuperscript{71} Then, judges must evaluate its weight separately.\textsuperscript{72} Similarly, the ICC Rules of Procedure and Evidence clarifies that evidence must be admitted or rejected based on its relevance, probative value, and prejudicial impact.\textsuperscript{73} Thus, the ICC does not require judges to rule separately on the authenticity of the evidence.\textsuperscript{74}

With specific reference to digital evidence, the ICC adopted an ‘e-court Protocol’ designed to ‘ensure authenticity, accuracy, confidentiality and preservation of the record of proceedings.’\textsuperscript{75} The Protocol does not discuss the issue of probative value, which is still within the judges’ discretion, but it establishes some criteria to use digital open-source evidence. For instance, it requires that metadata (including the chain of custody in chronological order, the identity of the source, the original author and recipient information, and the author and recipient’s respective organizations) must be attached. A strong chain of custody, which shows ‘[t]he movement and location of real evidence, and the history of those persons who had it in their custody, from the time it is obtained to the time it is presented in court’\textsuperscript{76} increases the weight judges give to the evidence.\textsuperscript{77} For this reason, an unsolvable problem, which can undermine the principle of retribution or deterrence, can be the anonymity of the user when the footage is collected through an app, which guarantees the anonymity of its users. The ICC reiterated this flexible approach towards the authenticity of both the ICTY and ICTR Rules of Procedure and Evidence, judges must assess the probative value of the evidence.\textsuperscript{70} First, in order to be admitted, the evidence must satisfy ‘minimum standards of relevance and reliability.’\textsuperscript{71} Then, judges must evaluate its weight separately.\textsuperscript{72} Similarly, the ICC Rules of Procedure and Evidence clarifies that evidence must be admitted or rejected based on its relevance, probative value, and prejudicial impact.\textsuperscript{73} Thus, the ICC does not require judges to rule separately on the authenticity of the evidence.\textsuperscript{74}

With specific reference to digital evidence, the ICC adopted an ‘e-court Protocol’ designed to ‘ensure authenticity, accuracy, confidentiality and preservation of the record of proceedings.’\textsuperscript{75} The Protocol does not discuss the issue of probative value, which is still within the judges’ discretion, but it establishes some criteria to use digital open-source evidence. For instance, it requires that metadata (including the chain of custody in chronological order, the identity of the source, the original author and recipient information, and the author and recipient’s respective organizations) must be attached. A strong chain of custody, which shows ‘[t]he movement and location of real evidence, and the history of those persons who had it in their custody, from the time it is obtained to the time it is presented in court’\textsuperscript{76} increases the weight judges give to the evidence.\textsuperscript{77} For this reason, an unsolvable problem, which can undermine the principle of retribution or deterrence, can be the anonymity of the user when the footage is collected through an app, which guarantees the anonymity of its users. The ICC reiterated this flexible approach towards the authenticity of both the ICTY and ICTR Rules of Procedure and Evidence, judges must assess the probative value of the evidence.\textsuperscript{70} First, in order to be admitted, the evidence must satisfy ‘minimum standards of relevance and reliability.’\textsuperscript{71} Then, judges must evaluate its weight separately.\textsuperscript{72} Similarly, the ICC Rules of Procedure and Evidence clarifies that evidence must be admitted or rejected based on its relevance, probative value, and prejudicial impact.\textsuperscript{73} Thus, the ICC does not require judges to rule separately on the authenticity of the evidence.\textsuperscript{74}
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of digital evidence in the *Bemba* case.\(^7\) There, the OTP used ten audio recordings of broadcasts that provided background information about the conflict in the Central African Republic and some accounts from eyewitnesses and victims.\(^7\) However, the defence questioned the authenticity of the recordings, considering the defence also takes aim at the prosecution’s method.\(^8\) Indeed, it stressed that the OTP did not have access to metadata (such as a timestamp or the IP address of the uploader) to assist in authentication, and it mainly relied on screenshots of Facebook pages showing the photos.\(^8\) However, the ICC judges used a circular argument, which did not resolve the doubts surrounding the authenticity of the evidence. Indeed, they argued that ‘recordings that have not been authenticated in court can still be admitted, as in-court authentication is but one factor for the Chamber to consider when determining an item’s authenticity and probative value.’\(^8\) However, to determine the probative value of the evidence, the judges should ‘take into account innumerable factors, including the indicia of reliability, trustworthiness, accuracy […] as well as […] the extent to which the item has been authenticated.’\(^8\) Whether this affects negatively, the principles of retribution and deterrence will become clear over time.

Another aspect that might challenge retribution and deterrence is the impact of digital evidence on the principle of equality of arms, under which each party should have a reasonable opportunity to present its case.\(^8\) On the one hand, the sheer amount of incriminating evidence might create a sort of disadvantage for the defendants, especially in high-profile cases. On the other hand, the ICTCs might lack time and resources to analyse all the relevant material. For this reason, the ICTCs have developed partnerships with third-party organisations, which employ trained data scientists with forensic knowledge to verify open-source evidence.

\(^8\) Ibid.
However, this raises some further questions on how this data is examined. Indeed, there might be the risk that although some information might be relevant for the investigators, some recording will never be transferred to the ICTCs for a criminal investigation. Unfortunately, there is too little practice to understand how to overcome those setbacks.

Finally, international criminal law cases are complex endeavour as the type of evidence used are only parts of a bigger puzzle and must be incorporated into a larger strategy for justice. Indeed, the scope of the cases before the ICTCs is often narrower than the actual extent of the crimes. For instance, the former ICC Prosecutor, Louis Moreno-Ocampo, followed a ‘sequenced’ approach, which meant that the OTP selected a limited number of incidents, according to their gravity, in order to carry out short investigations and propose expeditious trials.\textsuperscript{85} However, doubts exist on the efficacy of this strategy. For instance, Lubanga was only prosecuted for the war crimes of enlisting and conscripting children under the age of 15 years and using them to participate actively in hostilities (child soldiers),\textsuperscript{86} although there were allegations of other crimes, such as rape against the civilian population in the DRC.\textsuperscript{87} In this perspective, digital evidence might help in prioritising a line of investigation or corroborating evidence alongside witness testimony.

\textit{VI. Recording History}

As clarified in Section II of this chapter, one of the ICL objectives of international prosecutions serves as a tool to permanently record history.\textsuperscript{88} From this perspective, digital evidence has several advantages.

\begin{itemize}
\item \textsuperscript{86} ICC, \textit{The Prosecutor v. Thomas Lubanga Dyilo}, judgement of 7 February 2007, no. I, ICC-01/04–01/06–803-tEN.
\end{itemize}
First, it is not subject to the lure of time. International investigations generally reach the sites of the investigations months after the crimes have been committed, given that certain zones might not be physically accessed for security, diplomatic, or logistical reasons. This might also have a negative impact on witnesses, who might forget details of their testimony. Conversely, with the use of phone cameras and an internet connection, evidence collection is quicker, can be secured in real-time and reduces the risk that evidence will be lost or destroyed. Indeed, local users can capture images and videos that could be used as evidence or to corroborate or discredit witness testimony and other evidence.89

Second, digital evidence can secure a more thorough approach to the case. For instance, a satellite or aerial image may capture elements that were outside a person’s range of vision, such as an overview of a larger area or an inaccessible location, while eyewitnesses only provide an account based on their perception and recollection of a certain event. Similarly, computer and phone records may reveal communications and patterns of communications, which might be undisclosed otherwise. This will allow the investigators to put them in context with other evidence. For instance, the digital content is not only produced by the people witnessing atrocities but sometimes also by the perpetrators who film themselves for propaganda purposes.90

Furthermore, the use of digital evidence has the power to cover the knowledge and cultural gap of the ICC personnel that is often called to interpret conflict-related evidence from a different social and political context. For instance, digital sources are often used to understand the


broader context in which the crimes are committed, prove the contextual and specific element, as well as linkage evidence connecting the alleged perpetrator to the crime.\(^91\) However, scholars accused the ICC of imposing foreign understanding when interpreting concepts engrained in the African context.\(^92\)

Indeed, the way events are portrayed with a strictly hierarchical conception, and a linear chain of command suggests an interpretation linked to the way Nazis were perpetrating those crimes rather than an approach, which acknowledges the broader context of individual and societal causes.\(^93\) A specific example is the case of the criminal gang called Mungiki in the Kenyan cases against Muthaura, Kenyatta, Ali. In his dissenting opinion, Judge Kaul clarified that he did not agree with the background description of the role of Mungiki provided by the OTP, according to which they possessed the necessary degree of ‘state-like’ organisation to target the civilian population on a large scale.\(^94\) Scholars agree with this view. For instance, Kenneth Rodman conducted a study on the role of the National Congress Party and collective leadership/decision-making, agrees with him\(^95\) and did not concur with the way President Al-Bashir was portrayed as ‘the mastermind … [with] absolute control […] at the apex of […] the state’s hierarchical structure authority.’\(^96\) Also, Megret made
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a similar criticism on the role of the former traditional doctor, Allieu Kondewa, considered by the SCLS the commander of the Civil Defence Forces and responsible for commanding war crimes. These are a few examples, but the research on the field is quite extensive.

Among the biggest challenges of recording history, the circumstances under which the data are stored must be mentioned. Human Rights Watch has published a report denouncing the widespread practice of social media platforms of permanently removing posts from their platforms, which contain terrorist and violent extremist content (TVEC), hate speech, organized hate, hateful conduct, and violent threats because they violate community standards. Furthermore, some of them use algorithms, which identify and take down the content so quickly before any user can see it, or others have filters to prevent content identified as TVEC from being uploaded in the first place.

Also, the purpose of permanently recording history is undermined by ‘deep fakes,’ i.e. digitally distorted content such as ‘videos generated via algorithms that make it look like a person said or did something she did not.’ In this sense, the chain of custody plays an important role to guarantee that the evidence has not been manipulated or tampered with.

Finally, it has to be noted that the use of the internet has the power to shape history not only at the macro-level but also at the micro-level. Indeed, Miguel argued that social media like FB, Instagram, Twitter and YouTube promote an ‘intimate [form of] storytelling,’ which leads the

101 Ibid.
102 Koenig (n. 11), 252.
103 On this point see Section V.
individual towards a form of ‘voluntary self-disclosure.’105 This form of historic account pertains victims’ rights.

VII. Victims’ Rights

The widespread use of social networks, as well as the decreased cost of communication through mobile telephony and social media, opened up new opportunities for victims of crimes.106 In this new context, the internet could be seen as a ‘democratising’ tool,107 which shifts power to the powerless because it gives individuals across all levels of society control over the information.108 In simple words, it gives a voice to the formerly powerless, who would have been otherwise silenced by the alleged perpetrators, the government or by those that traditionally retain information.109 This means that people could use their phones to redirect the focus of an international criminal investigation.

Despite its many strengths, the development of the internet is also a source of some serious setbacks for victims or, more in general, for everyday citizens committed to documenting atrocities through video and photography. Indeed, this opportunity may result to be a double-edged sword given that evidence collection requires a certain degree of in-person contact. While on the one hand, it reduces the risks of retaliation against witnesses,110 it shifts the risk from witnesses to the users who record footage through their smartphones.111 Thus, digital evidence might expose the

_____________________
105 Ibid.
106 Alston (n. 4), 62.
identity of some users, their families and endanger third parties.\textsuperscript{112} For this reason, the user can dis-install the app or delete the original video without compromising the material uploaded once it has been transferred to the servers.\textsuperscript{113} This guarantees a certain level of anonymity because the hash values identify the phone rather than the user. While Camera V asks for an e-mail address, it is not a compulsory requirement in the Eyewitness app.\textsuperscript{114} However, the practical reality is that those apps are not as widely shared as some more familiar platforms like YouTube.\textsuperscript{115} Thus, downloading the app and using it correctly might prove itself a significant obstacle for the same victims.\textsuperscript{116}

Another equally challenging issue is represented by the involvement of third parties once the footage has been collected using an app. This material is uploaded and generally stored on the servers of NGOs. For instance, eyeWitness has a partnership with LexisNexis and secures the uploaded material on LexisNexis servers located in London.\textsuperscript{117} Thus, it seems that individuals do not retain full control over the material they collect. Some authors, such as Caswell, believe that the preservation and availability of this evidence should be governed by the wishes of victims’ families and survivors.\textsuperscript{118} According to Caswell, this should be the primary ethical concern of documenting human rights violations to guarantee a full ‘survivor-centred’ approach.\textsuperscript{119} While this argument has some merit, it must be taken into account that ICTCs have always outsourced their investigations to third parties. This happened, for instance, in the Lubanga case, where the strategy to use local activists that knew better the community and attracted less attention than ICC investigative teams from The
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Hague backfired because in the first trial at the ICC, the first witness, a former child soldier, recanted his testimony because an intermediary manipulated him into testifying. Thus, the idea to avail of third-parties for the investigation is not new.\textsuperscript{120} What is different is the ‘[l]ines of authority and responsibility [which] are ‘obscur[ed], and fragment[ed]’ as decision-making is distributed among the new mix of actors in the space.’\textsuperscript{121} For instance, Hamilton identifies four groups of actors in this process: first, the NGOs that pushed for the creation of those apps; the technologists, who have the technical expertise to build the app; the users who record the data and, finally, the lawyers who catalogue and coordinate the user-generated evidence.

It must also be recognised that, in addition to engaging local users with a bottom-up approach through the collection of some evidence, the internet has changed the way ICTCs relate to individuals through a top-down approach. As already mentioned in Section IV, the internet has been an invaluable tool for outreach programmes. For instance, the ICC has been accused of having a neo-colonialist, and biased agenda since the majority of the defendants charged by the ICC are from the African continent.\textsuperscript{122} Some authors even drew a parallelism between the Western investigators who fly from The Hague to Africa and back to ‘extractive industry.’\textsuperscript{123} Conversely, it has been demonstrated that outreach programmes promote victims’ participation because, without a certain degree of understanding of what ICTCs do, it is unlikely that victims may come forward and participate in the proceedings.\textsuperscript{124}

In conclusion, the use of the internet also helps in reshaping the society, incorporating diverse and less traditional canons and in challenging the narrative of official channels, as it will be clarified in the next section.\textsuperscript{125}
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VIII. Restorative Justice

The internet and new technologies can empower the community to find pathways to redress and to close the gap between the ICTCs and the local communities.

On the one hand, in terms of open source investigations, the evidence gathered for accountability purposes might also be used to preserve or re-create the cultural heritage that has been destroyed. Indeed, it might not only help under an architectural perspective to restore or recreate the building that has been destroyed or damaged but this evidence could be employed to develop educational materials, which aim to keep alive cultural rites, traditions and performing arts. The Al-Mahdi case is a clear example of that. As clarified in Section 3, Al-Mahdi was convicted for war crimes for the destruction of several religious buildings in Timbuktu. With the use of old pictures and YouTube videos, local craftsmen have already reconstructed many of the destroyed religious buildings.126 Similarly, some organisations have understood the incredible potential of the internet and technology in this field. For instance, CyArk, a non-profit organization founded in 2003 following the destruction of 5th century Bamiyan Buddhas in Afghanistan, aims to digitally record, archive and share the world's most significant cultural heritage threatened by climate change, urban development, natural disasters and armed conflict.127 Also, CyArk have recreated destroyed landmarks using 3D printing and virtual reality. Thus, news articles, maps, and social media posts can assist in documenting, restoring and recreating those landmarks building.

On the other hand, Section II discusses the ICTC’s engagement programmes. Outreach programmes might help to fight the narrative according to which ICTCs are the new expression of the Western neo-colonialism power.128 For instance, the ICC has been accused of being biased against the African continent.129 The charges against the former Sudanese

127 See https://www.cyark.org/ourMission/.
128 Available at: https://theconversation.com/how-colonialisms-legacy-continues-to-plague-the-international-criminal-court-142063.
129 Mahmood Mamdani, ‘Darfur, ICC and the New Humanitarian Order: How the ICC’s ‘Responsibility to Protect’ is being turned into an Assertion of Neocolonial Domination,’ Pambazuka News (396), 17 September 2008; Patrick Labu-
President Omar al-Bashir, Kenyan President Uhuru Kenyatta, Kenyan Deputy President William Ruto, former Ivorian President Laurent Gbagbo and former Congolese Vice-President Jean-Pierre Bemba are evidence of that. Similarly, the little information about ICTCs’ aims and plans foster misconceptions about their powers and activities. Indeed, several studies have shown that the respect for the rule of law, accountability, and peace and reconciliation in the affected communities requires, at a minimum, some level of understanding of the work of the Court.

In certain circumstances, however, logistical reasons suggested to hold some of the hearings in locations close to the locations where crimes were allegedly committed. For instance, the Trial Chambers suggested this approach in Ruto and Sang, in Ntaganda and in Ongwen. However, the Presidency, the body responsible for holding hearings in a different location than The Hague, rejected those recommendations grounding its decision on costs and security risk. Thus, the internet and new technol-
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logies are often critical to establishing presence and enabling dialogue with the affected communities. However, since technology is unevenly distributed within and between countries, an initial assessment phase is of paramount importance. Thus, the ICTC should conduct a mapping exercise to determine the level of access and technology infrastructure within a given community.

In terms of technology tools, a useful solution would be to entrust this task to organisations active in mapping global communication infrastructure and to build partnerships with technology actors, such as the Engine Room, which is developing a project called TechScape to provide empirical data on technology use.\textsuperscript{137} In addition to this, to fight the unequal distribution of the internet in remote and volatile realities, the ICTC could benefit from the use of innovative solutions, including a device known as ‘BRCK,’ which permits to access the internet without electricity.\textsuperscript{138} However, the internet cannot help in terms of the substance of the engagement. Indeed, the ICTC must tailor their communication in multiple languages to reach different communities under investigation, as well as ensure that these messages are culturally sensitive, gender-balanced and empowering for those individuals whose voices might have been silenced within their own community.

\textbf{IX. Conclusions}

This chapter assessed the impact of the internet over ICL, focusing on two different aspects: evidentiary system and outreach programme. Section III discussed how the internet changed the type of evidence presented in the courtroom, while Section III demonstrated that the failure to engage with the local population had a negative impact on the legitimacy and legacy of the ICTCs. Thus, outreach could benefit from developments in new forms of technology to design innovative and meaningful outreach strategies.

With this background in mind, this chapter concluded that the internet had a positive influence on ICL goals. The internet might bring about better, cheaper, and safer prosecutions. Also, not only the use of social media is a tool to empower the individual to gain control over the information but the same technologies used to pursue individuals’ retribution, and deterrence might, for instance, help to preserve destroyed or threatened

\textsuperscript{137} See at: https://www.theengineroom.org/.
\textsuperscript{138} See at: https://www.brck.com/.

203
cultural heritage for future generations. However, this chapter also showed these positive trends are also characterised by some setbacks. For instance, in light of the scarce international practice, some doubts on the admissibility and verifiability of this type of evidence exist. Further, the relationship with third parties that store the video footages was very concerning. For instance, YouTube recently removed many videos, accounts and channels documenting violence and human rights abuses, potentially jeopardising the future of war crimes prosecutions.
Online Communication and States’ Positive Obligations: Towards Comprehensive European Human Rights Protection

Adam Krzywoń

Abstract This chapter analyses the impact of the Internet and the shift in communication processes on the States’ obligations emerging from the European Convention on Human Rights (ECHR). It claims that the environment created by the Internet is different from the traditional one; that is, it substantially empowers a range of private actors such as social media and other Internet platforms. That is why in the light of the actual development of the ECHR’s standards, both the strict distinction between positive and negative State’s obligations, and an overall preference for the latter are anachronistic. This chapter claims that it is crucial to keep developing European minimal safeguards in horizontal online relations when human rights violation is a result of a State’s non-compliance with the positive duty. Against this backdrop, this chapter centers around the influence of the Internet on the exercise and protection of selected human rights and the changing nature of communication processes, as well as the game-changing shift caused by the growing power of private actors. It also includes a detailed analysis of the scope and content of positive State’s obligations emerging from the use of the Internet, focusing on substantive obligations (i.e., the legal framework and the allocation of responsibilities), as well as on the issue of the public guarantees for online pluralism and procedural obligations (the duty to provide responses to allegations concerning online ill-treatment inflicted by private individuals).

I. Introduction

The traditional and long-established interpretation of international human rights laws is based on the non-interference principle, which means that such instruments as the European Convention on Human Rights (ECHR or Convention) oblige public authorities primarily to abstain from interfering with the free exercise of the rights (negative obligations). Moreover, human rights were primarily conceived to protect individuals against intrusive and arbitrary acts of the State. That is why it is claimed that private actors are generally not directly bound by international human rights law, which is effective predominantly in vertical relations.

Against this backdrop, the idea of this chapter is to demonstrate that due to the impact of the Internet and the shift in communication processes, both the strict distinction between positive and negative obligations, and an overall preference for the latter are anachronistic. The environment created by the Internet is different from the traditional one, i.e., it empowers a range of private actors such as social media and other Internet platforms. That is why – primarily where substantial inequalities between individuals appear – it is not enough for the States to comply only with the obligation to abstain from interfering. Accordingly, the main argument of this chapter is that it is crucial to keep developing European minimal standards of protection in horizontal online relations, when human rights violation is a result of a state’s non-compliance with the positive obligation.

The key issue of this analysis is to define and develop the scope and content of these obligations, primarily referring to the online communication processes. As the existing body of literature provides a comprehensive theory of positive obligations under the Convention, there is no need to keep asking if the state’s positive obligations exist. Instead, we should focus on expanding them in different horizontal spheres in order to achieve more comprehensive European human rights protection. The Convention must undoubtedly be interpreted and applied in a manner that renders its safeguards practical and effective, not theoretical and illusory.

With regard to the latter, this chapter sets out – in section II – to analyse the influence of the Internet on the exercise and protection of human rights and the changing nature of communication processes. Special attention will be drawn to the freedom of expression (Article 10 ECHR) and the right to respect for private and family life (Article 8 ECHR). In this analysis, some references are also made to the right to free elections (Article 3 of Protocol No. 1 to ECHR, P1–3). Section III seeks to present the game-changing shift caused by the growing power of private actors. Finally, section IV is dedicated to the issue of scope and content of positive

3 See e.g. Laurens Lavrysen, Human Rights in a Positive State. Rethinking the Relationship between Positive and Negative Obligations under the European Convention on Human Rights (Cambridge-Antwerp-Portland: Intersentia 2016) and Malu Beijer, Limits of Fundamental Rights Protection by the EU: The Scope for the Development of Positive Obligations (Cambridge-Antwerp-Portland: Intersentia 2017). Accordingly, the existence of the positive obligations under the Convention should be taken for granted, meaning that its detailed theoretical justification is not necessary.

4 ECtHR (Grand Chamber), Mihalache v. Romania, judgment of 8 July 2019, no. 54012/10, para. 91.
obligations emerging from the use of the Internet. It focuses on substantive obligations (i.e., the legal framework and the allocation of responsibilities), as well as on the issue of the public guarantees for online pluralism and procedural obligations (the duty to provide responses to allegations concerning online ill-treatment inflicted by private individuals).

II. Online Media and Changing Communication Processes

The new technologies, including online communication, can undermine the effectiveness of long-established public law instruments for human rights protection.\(^5\) One of the reasons for their inadequacy is that exercising fundamental rights online is substantially different than in traditional social reality. In this regard, one of the most affected spheres is the communication process, where the constant creation of new online media and communication techniques is to be observed. They obviously have a positive impact on human rights (e.g., as far as political participation, access to information, debate on public issues, freedom of conducting business and education are concerned).\(^6\) As noted by the European Court of Human Rights (ECtHR or Court), the Internet constitutes one of the essential foundations for a democratic society, and one of the basic conditions for its progress and for each individual’s self-fulfilment.\(^7\)

Before moving on to the detailed analysis, the definition of online media should be specified. As indicated in the legal scholarship, this concept encompasses diverse entities and a wide range of actors.\(^8\) Primarily, it includes blogs, social media networks and video-sharing portals that

---


6 See e.g. ECtHR, Kalda v. Estonia, judgment of 19 January 2016, no. 17429/10; see also ECtHR, Mehmet Reşit Arslan and Orhan Bingöl v. Turkey, judgment of 18 June 2019, nos 47121/06, 13988/07 and 34750/07 and ECtHR, Times Newspapers Ltd (nos. 1 and 2) v. the United Kingdom, judgment of 10 March, nos 20093002/03 and 23676/03.

7 ECtHR (Grand Chamber), Stoll v. Switzerland, judgment of 10 December 2007, no. 69698/01, para. 101.

8 Cf. András Koltay, New Media and Freedom of Expression: Rethinking the Constitutional Foundations of the Public Sphere (Oxford-London-New York-New Delhi-Sydney: Hart Publishing 2019), 23 and 82; Emily B. Laidlaw, Regulating Speech in
provide platforms for their users to upload publicly available content and share it with others. It also concerns news portals which enable users to publicly comment on its content. All these actors are also called gatekeepers, traditionally understood as persons or entities whose activity is necessary for publishing the opinion of another person or entity. The latter, together with the notion of Internet platforms, is used interchangeably in this chapter.

It should be noted right at the outset that the very nature of online media enables their unlawful use. A wide range of private actors may employ them for the purposes of societal fragmentation, polarization, discrimination and political disinformation. Echo chambers and information cocoons are being created, causing like-minded people to speak only among themselves. AI-driven systems are able to detect individual preferences, entailing that the user is no longer confronted with information of various types. It is thus not surprising that false stories easily enter the public domain and have the appearance of legitimacy. Similarly, online communication makes it easier to attack the integrity of the electoral process and the candidate’s reputation and can undermine electoral equality. The phenomenon of online disinformation (sometimes denominated as ‘fake news’) with regard to elections seems to be one of the most important challenges for policy-makers, courts, and legal scholars.

Modern communication processes have become more open and partially anonymous. Every day millions of Internet users post online comments, and many of them express themselves in ways that might be regarded as

---

9 The fact that the Internet can be used for illegal purposes does not mean that arbitrary and disproportionate public measures are possible. In the recent ECtHR’s case-law an interesting comparison was made, when the Court stated that suppressing information about the technologies for accessing information online on the grounds they may incidentally facilitate access to extremist material is no different from seeking to restrict access to printers and photocopiers because they can be used for reproducing such material, ECtHR, *Engels v. Russia*, judgment of 23 June 2020, no. 61919/16, para. 30.


offensive and malicious. These factors affect the exercise and protection both of the right to privacy (reputation, Article 8 ECHR) and freedom of expression (Article 10 ECHR). Defamatory and other types of clearly unlawful speech can be disseminated as never before, worldwide, in a matter of seconds, and sometimes remain persistently available online. Similarly, the issue of online anonymity is crucial as far as the mentioned rights are concerned, since it provides a certain sense of safety when expressing views and ideas. The opportunity to remain anonymous has inspired users to express opinions – on both public or private matters – who previously, perhaps being afraid of the consequences, had remained silent. However, while being one of the fundamental values for the functioning of the Internet, anonymity, together with the lack of accountability and interpersonal social control, can foster online aggression.

The ECtHR seems to be partially conscious that Internet-based communication involves structural differences not present in traditional media, and this has an important impact on the Convention rights. According to the Court, some aspects of the Internet as a platform for the exercise of freedom of expression – such as the potential for user-generated expressive activity – are unprecedented. Posting a comment on a freely accessible popular Internet portal or blog has a very powerful effect nowadays. In the Court’s opinion, the same applies to the comments on somebody’s Facebook profile. The Court also emphasises also that an individual is confronted with vast quantities of information circulating via online

14 ECtHR, *Tamiz v. the United Kingdom*, decision of 19 September 2017, no. 3877/14, para. 80.
16 Koltay (n. 8), 14.
20 ECtHR, *Beizaras and Levickas v. Lithuania*, judgment of 14 January 2020, no. 41288/15, para. 127. The ECtHR has also analysed the weight of the ‘like’ button and its role in online communication, see ECtHR, *Melike v. Turkey*, judgment of 15 July 2021, no. 35786/19, para. 51.
media, which involves an ever-growing number of players.\textsuperscript{21} Once connected, Internet users may no longer enjoy effective protection of their privacy in some spheres, as they expose themselves to unwanted messages, images and information.\textsuperscript{22} Similarly, a person who runs a blog presenting his/her political views, willingly exposing himself/herself to public scrutiny, should be more tolerant towards criticism and interference with their private life.\textsuperscript{23}

With regard to the latter, the Court emphasizes that the Convention principles governing traditional media cannot be automatically applied to online media due to the different kinds of risks they pose. As indicated in the case-law, ‘the Internet is an information and communication tool particularly distinct from the printed media, especially as regards the capacity to store and transmit information. The electronic network […] is not and potentially will never be subject to the same regulations and control. The risk of harm posed by content and communications on the Internet to the […] human rights and freedoms […] is certainly higher than that posed by the press.’\textsuperscript{24} That is why the scope of ‘duties and responsibilities’ concerning the individual exercise of the freedom of expression (Article 10(2) ECHR) depends – among other things – on the potential impact of the medium.\textsuperscript{25}

Against this backdrop, the main argument following from this part is that the changing nature of the communication processes and the emergence of the online media require the adoption of a more proactive approach towards Convention guarantees of privacy, freedom of expression and the right to free elections. Such a conclusion corresponds well with the established understanding of the Convention as a living instrument, which must be interpreted in the light of present-day conditions, so as

\textsuperscript{21} ECtHR, \textit{Stoll} (n. 7), para. 104.
\textsuperscript{22} ECtHR, \textit{Muscio v. Italy}, decision of 13 November 2007, no. 31358/03.
\textsuperscript{24} ECtHR, \textit{Editorial Board of Pravoye Delo and Shtekel v. Ukraine}, judgment of 5 May 2011, no. 33014/05, para. 63. See also ECtHR, \textit{Węgrzynowski and Smolczewski v. Poland}, judgment of 16 July 2013, no. 33846/07, para. 58 and \textit{Arnarson v. Iceland}, judgment of 13 June 2017, no. 58781/13, para. 37.
\textsuperscript{25} ECtHR, \textit{Magyar Tartalomszolgáltatók Egyesülete and Index.hu Zrt v. Hungary}, judgment of 2 February 2016, no. 22947/13, para. 56.
III. Private Governance Systems and Fair Balance Between Private Actors on the Internet

Although the international human rights protection system was initially created to protect individuals from unlawful acts of public authorities (i.e. the State), the privatization of some public tasks and functions, and the problem of the horizontal application of human rights, are not new issues. It is commonly argued that States may breach their international human rights obligations where they fail to take appropriate steps to prevent, investigate, punish and redress a private actor’s abuse. Also, the Court claims that genuine, effective exercise of human rights may require positive measures of protection, even in the sphere of relations between individuals.

The Convention system provides the ‘prohibition of abuse of rights’ clause (Article 17 ECHR), which expressly lists States, groups and persons whose actions may jeopardize Convention rights or limit them beyond the permitted extent. This is clear evidence of the fact that already in 1950, there existed the conviction that human rights can be used by an individual to attack another person. It has therefore become a truism that States are not the only agents responsible for violations. Nonetheless, in the context of the Internet, this affirmation seems even more complex since the online environment creates a field for the variety of conflicts between private actors. Some of them (i.e., gatekeepers) are not only able...
to threaten other individual rights but are also accountable for solving
conflicts between individual rights that occur online. Those private actors
are likewise responsible for the enforcement of some online rights and

Against this backdrop, the category of ‘new governors’ is emerging.\footnote{Kate Klonick, ‘The New Governors: The People, Rules, And Processes Governing Online Speech,’ Harv. L. Rev. 131 (2018), 1598–1670.} Online media are seen not only as companies that conduct their business based on the shift in communication but also as entities that exercise powers similar to public authorities. They cannot be treated as mere inter­mediaries and facilitators of the speech of others, since they have be­come active political actors and holders of considerable power for shaping opinion.\footnote{Natali Helberger, ‘The Political Powers of Platforms: How Current Attempts to Regulate Misinformation Amplify Opinion Power,’ Digital Journalism 6 (2020), 842–854; David Kaye, Speech Police: The Global Struggle to Govern the Internet (New York: Columbia Global Reports 2019), 19.} Important evidence of this privatization of governance, also reflecting an aspiration to interpret and apply fundamental rights, is the creation of a series of documents (e.g. terms of use, terms of service) which are characterized by their constitutional nature and attempt to function as bills of rights, coordinated with a progressive institutionalization of the platforms.\footnote{Cf Rory Van Loo, ‘Federal Rules on Platform Procedure,’ U. Chi. L. Rev 88 (2021), 829–895 (866).} Private companies have therefore become arbiters and en­gineers of free speech, and one of the most important sources of news and information. They control the flow of information and set binding rules for the end-users. In this environment, the exercise of political and civil rights – such as freedom of expression, the right to respect for private life and the right to free elections – cannot be explained in terms of ‘limited government.’\footnote{Kai Möller, The Global Model of Constitutional Rights (Oxford: Oxford University Press 2012), 31.}
In this context, the necessity of broadening the scope of long-established legal concepts is being raised as an issue, since it seems doubtful that the traditional interpretation of certain human rights categories is fit-for-purpose in the modern digital world. This shift should respond to the mentioned emergence of online non-state intermediary social forces.\(^{36}\)

One of the most important tools that can be used to legitimize their power and balance horizontal relations is the language of human rights.\(^{37}\)

It provides the universal set of values that both the State and – especially if holding some kind of power – private entities should respect, protect and promote. These processes are already visible on the national (constitutional) level. The best example is the recent German case-law on the horizontal application of fundamental rights by the platforms. The latter have a legal obligation to consider users’ fundamental rights and avoid any arbitrary acts.\(^{38}\)

Obviously, as some scholars claim, almost every conflict in the private sphere can be described in terms of a clash between different fundamental rights, and it can potentially lead to the extension of constitutional (human rights) obligations to every private relationship.\(^{39}\) Nonetheless, in order to avoid the latter state of affairs, some additional criteria could be adopted. First, public intervention in horizontal relations should primarily take place when these relations are characterized by a lack of balance between private entities, which is common as far as the Internet is concerned. Second, as the Convention does not create the possibility to present an application against private actors\(^{40}\), it is precisely the concept of positive obligations that could be an effective remedy. One of the crucial responsibilities of the public authorities is, therefore, the establishment of a fair


\(^{39}\) De Gregorio (n. 30), 100.

\(^{40}\) The application to the ECtHR must be ‘verticalized,’ see Claire Loven, “‘Verticalized’ cases before the European Court of Human Rights unravelled: An analysis of their characteristics and the Court’s approach to them,” NQHR 38 (2020), 246–263.
balance (e.g., by creating a legal framework, ensuring political and social pluralism, and providing an adequate response to allegations) between the conflicting rights of private actors on the Internet. Thanks to the latter, an individual can insist on the State’s international responsibility when he/she is able to prove that a violation inflicted by other individuals is a result of the State’s non-compliance with a positive obligation.

IV. Horizontal Positive Obligations and the Internet

1. General Remarks

Horizontal positive obligations, as indicated in recent studies, govern relations between private persons. They are typically triangular, since they are invoked by individuals against State to oblige its authorities to intervene in horizontal relations. The responsibility of the State exists because of the link between private ill-treatment and the failure to comply with the positive obligation. Horizontal positive obligations can be of a substantive or procedural nature, depending on whether they oblige public authorities to put in place a legislative and administrative framework to effectively protect human rights against threats inflicted by private individuals, or to provide adequate and effective responses to the allegations concerning violations committed by private parties.

In the case of online communication, the nature of the relations is even more complex, and the triangular model seems to be insufficient for describing them adequately. First of all, there can indeed be a conflict between an individual (Internet user) and a gatekeeper (i.e., online media, Internet platform). In this situation, the public authorities are legitimized and obliged to intervene in order to prevent the latter from abusing its position and infringing individual rights. Secondly, it is possible that one person attacks another (e.g., incitement to violence or comments undermining someone’s reputation), using the services provided by a platform. In this scenario, in the light of the Convention, the State may also be obliged to intervene in those multi-actor relations. Moreover, making the situation even more complex, the Internet creates an environment where some violations can be attributed to automatic systems, such as bots and Artificial

41 Lavrysen (n. 3), 78–79.
Intelligence. The impact of the individual infringement does not depend entirely on human actions; for example, Internet search engines are able to amplify the scope of the interference that results from the acts of third parties.

The most common critique of the State’s positive obligations is based on the argument that its further development would cause a considerable financial burden for the public authorities. For this reason, the ECtHR emphasises that under the Convention, positive obligations should be interpreted in such a way that they do not impose excessive (impossible or disproportionate) costs on the State. Moreover, in determining the scope and nature of positive obligations, the factor of knowledge turns out to be crucial. The responsibility of the State for compliance with its positive obligations is based on the foreseeability on the part of the State of an actual or potential harm.

With regard to the latter, two arguments should be highlighted. First of all, the positive obligation to provide a necessary balance between conflicting rights on the Internet does not necessarily entail high (excessive) costs. Unlike some other rights (e.g., social rights), these obligations usually do not impose direct financial transfers on behalf of the State. Public authorities do not have to create a new public system (i.e., infrastructure) or mechanism of redistribution of income and wealth. They can employ the instruments already created and being used by the private actors or oblige them to apply their own instruments according to certain rules (e.g., notice-and-take-down system). In the case of online human rights conflicts, it is primarily a matter of organizing some processes and balan-


43 ECtHR, M.L. and W.W. v. Germany, judgment of 28 June 2018, nos 60798/10 and 65599/10, para. 97.

44 ECtHR (Grand Chamber), O’Keeffe v. Ireland, judgment of 28 January 2014, no. 35810/09, para. 144 and ECtHR (Grand Chamber), Verein gegen Tierfabriken Schweiz (VgT) v. Switzerland (No. 2), judgment of 30 June 2009, no. 32772/02, para. 81.

45 Lavrysen (n. 3), 131–137.

cing individual rights. Secondly, as far as the criterion of knowledge is concerned, there is absolutely no doubt that modern governments are fully conscious of the multiple possibilities of illegal use of the Internet and the harmful effects it can cause to freedom of expression, the right to respect for private life and the right to free elections.\textsuperscript{47} Public authorities are also able to easily foresee which are the exact aspects of online communication processes that require intervention in the first place.

Apart from that, there is another type of limit of the State’s positive obligations under the Convention. It cannot be expected that human rights are never affected, especially when online communication is so intense and complex. For this reason, in the light of the ECHR, public authorities do not have a duty to introduce absolute guarantees. In the majority of cases, there is no obligation with regard to results, but there are obligations with regard to the measures to be taken.\textsuperscript{48} Similarly, States are allowed a margin of appreciation in complying with positive obligations. The reason – as in a negative obligation scenario – is that national authorities are sometimes in a better position to strike a fair balance between competing private interests.\textsuperscript{49}

Finally, it has to be emphasized that the State’s obligation to ensure the individual’s freedom of expression (Article 10 ECHR) does not give private citizens or organisations an unfettered right of access to the media in order to put forward opinions.\textsuperscript{50} Similarly, the Convention does not establish a freedom of forum.\textsuperscript{51} The latter substantially limits the scope of the State’s positive obligations concerning online communication, since an individual is not legitimised to claim the right to use a particular space – especially private – in order to express an opinion. However, when the ban on access to the property (other private space or forum) has the effect of preventing any effective exercise of freedom of expression or it can be said that the essence of the right has been destroyed, the Court would not exclude that a positive obligation could arise for the State to protect the enjoyment

\textsuperscript{47} The Court stated that already in 1999 public authorities should have been conscious of the fact that the anonymous character of the Internet can foster its use for criminal purposes, see ECtHR, \textit{K.U. v. Finland}, judgment of 2 December 2008, no. 2872/02, para. 48.
\textsuperscript{48} ECtHR, \textit{Frumkin v. Russia}, judgment of 5 January 2016, no. 74568/12, para. 36.
\textsuperscript{49} Lavrysen (n. 3), 194.
\textsuperscript{50} ECtHR, \textit{Murphy v. Ireland}, judgment of 10 July 2003, no. 44179/98, para. 61 and \textit{Saliyev v. Russia}, judgment of 21 October 2010, no. 35016/03, para. 52.
\textsuperscript{51} ECtHR, \textit{Appleby and others v. the United Kingdom}, judgment of 6 March 2003, no. 44306/98, para. 47.
of the Convention rights by regulating property rights. Applying these arguments to online platforms, it can be claimed that public authorities are legitimized to limit their discretion in order to provide a fair balance between rights and freedoms. It does not automatically imply that there is a possibility to introduce a law prohibiting the removal or moderation by social media of lawful content, which is at the same time contrary to their community standards (internal rules). From the Convention standpoint, public authorities do not have such a far-reaching positive obligation, and national law, which obliges the platforms to host the content they do not want to host, may amount to the violation of Article 10 ECHR.

2. Substantive Obligations and Effective Allocation of Responsibility in Online Communication

After having analysed the changing nature of communication and the emergence of powerful online media, we can now move on to the issue of the nature and content of the State’s positive obligations. As mentioned before, there are two types of positive obligations concerning horizontal relations: substantive and procedural. In this section, attention will be drawn only to the substantive ones, while the procedural obligations constitute the subject of the following section. Nonetheless, since it is sometimes difficult to distinguish between the substance and procedure, some references to the latter will also be made in this part.

Substantive positive duties oblige public authorities to apply \textit{ad hoc} measures or to create a legal framework. The latter should be put in place when \textit{ad hoc} responses are insufficient to provide effective human rights protection. As far as online communication is concerned – as already explained – the complexity of horizontal relations and the lack of balance between multiple actors make \textit{ad hoc} measures rather inadequate. Moreover, reducing substantive positive obligations to \textit{ad hoc} responses may imply that dealing with human rights conflicts depends on the discre-

---

53 ECtHR, \textit{Köpke v. Germany}, decision of 5 October 2010, no. 420/07.
tionary powers of the State. It creates the risk of unequal treatment and discrimination and often the necessity of judicial intervention.

In the context of online communication, the obligation to adopt a regulatory framework turns out to be of fundamental importance under the Convention. The task of national law-makers is to reconcile various individual claims. The most common horizontal conflicts appear between the freedom of expression (Article 10 ECHR) and the protection of privacy (Article 8 ECHR). As indicated, online media and communication techniques facilitate verbal attacks on reputation and other personal rights. Freedom of expression can also be (ab)used in order to disseminate false electoral information, infringing the guarantees of free elections (P1–1).

Against this backdrop, the most important challenge for the legislative framework is the effective allocation of responsibility in online communication. In other words, under the Convention, national legislative bodies have a positive obligation to create a legal framework in order to decide who is responsible for the expressions that infringe individual (Article 8 ECHR) and/or collective rights (P1–1), and under which circumstances. First of all, the national authorities have at their disposal traditional enforcement instruments such as criminal responsibility. Nonetheless, introducing domestic legal provisions criminalising online conduct which violates the Convention right of another person may be insufficient and ineffective, as evidenced by the penalization of dissemination of electoral disinformation. This common form of law enforcement exists in almost every European country, but is no longer operative towards the massive spreading of false electoral information online. The legal framework for the allocation of responsibility must therefore be more detailed and sophisticated, reflecting the complexity of online communication.

It is, however, possible to indicate certain situations when criminalization of acts of online expression is inevitable and in the light of the Convention constitutes a basic State’s positive obligation. The Court has

55 ECtHR, K.U. (n. 47), para. 49.
59 Krzywoń (n. 13), 685.
noted that a criminal law response is appropriate in cases concerning incitement to commit acts of violence against others (incitement to hatred and hate speech). It has even gone further, pointing out that criminal law measures constitute a positive obligation and are required under the Convention with respect to direct verbal assaults and physical threats motivated by discriminatory attitudes. Where acts that constitute serious offences are directed against a person’s physical or mental integrity, only efficient criminal law mechanisms can ensure effective protection and serve as a deterrent. All these arguments are obviously fully adequate as far as infringements inflicted by individuals who take place in online communication are concerned. The penalization of such acts is necessary, as online incitement to violence, hatred, and discrimination can be very harmful. Under the Convention, public authorities are therefore obliged to take positive actions when the volume and seriousness of online attacks on human rights (e.g., privacy or reputation) can cause individual harm. Nonetheless, even a simple online comment and the lack of effective public prosecution can lead to the State’s international responsibility. As the recent case-law shows, the posting of a single hateful comment on someone’s Facebook account, suggesting that he/she should be ‘killed,’ was sufficient to be taken seriously. In these circumstances, expecting that victims will exhaust other national remedies, including civil law measures, may turn out to be manifestly unreasonable, since public authorities should act proactively and apply criminal law provisions in order to protect Internet users against personal attacks.

More recently, the ECtHR has also examined the issue of the responsibility for the statements published by third parties on the ‘wall’ of publicly accessible Facebook accounts. The Court accepted the criminal conviction of the account’s owner (politician) for incitement to hatred or violence, following his failure to take prompt action in deleting hate speech con-

60 ECtHR, Belkacem v. Belgium, decision of 27 June 2017, no. 34367/14 and ECtHR, Delfi AS (n. 15), paras 153 and 159.
63 ECtHR, Delfi AS (n. 15), para. 137.
64 ECtHR, Beizaras and Levickas (n. 20), para. 127.
65 ECtHR, Beizaras and Levickas (n. 20), para. 128.
tent. The lack of vigilance and responsiveness in relation to the comments posted by others may therefore justify such intrusive measures as criminal responsibility, especially if the unlawful speech is publicly accessible for a long time. This judgement demonstrates that national authorities may comply with a part of their positive obligations under the Convention by holding responsible the account’s owner who seriously neglects to monitor the content of the ‘wall.’

With regard to the latter, the challenge for public authorities consists of an inadequate configuration of the criminal responsibility, primarily its personal scope and nature of sanctions, as well as its appropriate application (procedural aspect). As one of the main challenges both for the law-makers and courts in this respect is the definition of the online hate speech, the Court recently tried to present its conceptual understanding. It indicated a variation of possible thresholds: from the gravest forms excluded from the protection to ‘less grave’ ones which do not fall entirely outside of Article 10 ECHR but are subject to important restrictions. National authorities should therefore be aware of different ways that hatred can be incited online. They must adopt the view that hate speech does not necessarily entail a call for an act of violence or other criminal acts. On the one hand, online attacks on persons committed by insulting, holding up to ridicule, slandering, publicly mocking and denigrating specific groups of the population (e.g., on the basis of sexual orientation) can be sufficient to allege non-compliance with positive obligations.

On the other hand, the Court seems to be conscious of the vulgarization of online communication. A lot of statements which in common traditional discourse are undoubtedly considered as offensive, when expressed online, constitute little more than ‘vulgar abuse.’ For the ECtHR, this reflects the character of the communication on many Internet portals. In other cases, the Court noted that the clearly offensive and shocking language used in a blog post (e.g., calling for police officers to be killed)
does not justify interference with the freedom of expression, since the national courts never looked at how many people had actually read the blog.\(^7^0\)

As has already been mentioned, the simple criminalization of some sorts of online behaviors is not sufficient to comply with the positive obligations under Article 8 and Article 10 ECHR. The current Convention standard entails not only the obligation to criminalize and prosecute certain online behaviors, but a duty to elaborate a system that deals with two specific aspects of liability of the Internet platforms: liability for their own acts of delegated power, and liability for user-generated content. It has to be borne in mind that in both cases, the complexity of online communication requires detailed consideration of the roles, capacities, knowledge and incentives of the different stakeholders (online media, users and public institutions). In other words, it seems that in a digital world, allocating the responsibility to a single central actor would not lead to the necessary balance between all the parties.\(^7^1\)

The first aspect concerns the issue of delegating power to gatekeepers and holding them liable. In order to effectively protect human rights in horizontal online relations, public authorities often transfer some tasks and obligations to private actors. The crucial element of this model is the accountability of the latter for their governance. This doctrine has been presented in the ECtHR’s case-law concerning the organization of the labour market, but it perfectly matches the online communication environment. The Court noted that delegating the power to legislate, or regulate, important issues to independent organisations acting on that market, requires, in the light of the Convention, that these organisations are held accountable for their activities.\(^7^2\)

As a consequence, public authorities, who – in the first instance – are not obliged to solve individual conflicts, should actively monitor how these private actors (Internet platforms) deal with horizontal infringements caused by users’ activity. From the Convention standpoint, when some

\(^7^0\) ECtHR, *Savva Terentyev v. Russia*, judgment of 28 August 2018, no. 10692/09, para. 79.


\(^7^2\) ECtHR, *Evaldsson and Others v. Sweden*, judgment of 13 February 2007, no. 75252/01, para. 63. See also ECtHR, *Muscio* (n. 22), where the Court indicated that an Internet provider operates under the terms of agreement with the State and under its supervision and can be held liable for damages.
irregularities are detected, there should be a public response. The latter is a common pattern in the ‘notice-and-take-down’ systems, as evidenced, for example, by the German law.\textsuperscript{73} When a user alleges a horizontal violation, the gatekeeper should immediately and effectively deal with it. At the same time, through a system of financial responsibility, the State supervises how the platform resolves this horizontal conflict.

The second aspect consists in deciding when and under which conditions Internet platforms can be held liable for user-generated content that threatens the rights and freedoms of third-parties. This positive obligation to establish a legal framework requires balancing different rights and interests and considering various circumstances and threats. As indicated in the legal scholarship, when the State holds one private party, A, liable for the speech of another private party, B, and A has the power to block, censor, or otherwise control B’s access to free speech, the phenomenon of ‘collateral censorship’ can occur.\textsuperscript{74}

Important principles ruling the liability of Internet platforms for the user-generated content have been presented in the Court’s case-law. The ECtHR has confirmed that imposing a liability on the news portals for some categories of offensive (anonymous) comments posted by its users can be an adequate way of protecting the human rights of others, especially in cases concerning incitement to violence and hate speech.\textsuperscript{75} Public authorities should therefore oblige the platforms to monitor and remove clearly unlawful comments without delay, even without notice from the alleged victim or third parties. However, the imposition of this liability is justified and proportionate only when users post ‘extreme comments’ in reaction to an article published on a professionally managed and commercial portal. As the Court sees it, this doctrine does not automatically concern ‘other


fora on the Internet’ (e.g., a discussion forum, a social media platform, a private person running a blog).

While developing this model in further cases, the Court in principle confirmed the possibility of holding Internet platforms liable, but also established some limits. It indicated that objective liability for allowing unfiltered comments – that might be illegal – may sometimes imply ‘excessive and impracticable forethought capable of undermining freedom of the right to impart information on the Internet’ (Article 10 ECHR).76 Moreover, the Court took into consideration the fact that this particular case concerned offensive comments that did not constitute hate speech or direct threats against individuals, and that the gatekeeper had taken important preventive measures.77 Similarly, the Court excluded the Internet platform’s liability in the case of hyperlinking the defamatory content.78 In further cases, examined from the perspective of the victim of the alleged horizontal violation, the Court emphasized that the limited liability of the gatekeepers (Internet platforms and blog operators) does not violate Article 8 ECHR when the impugned comments do not amount to hate speech or incitement to violence.79 The size of the platform and time factor (how long the comments remain accessible online) are also important.80

The lack of a specific legal framework for dealing with the issue of the liability of gatekeepers for the third-party acts (comments) necessitates the use of traditional civil law instruments. It entails an unnecessary burden for the aggravated party, can lead to the negative phenomenon of libel tourism,81 and in some cases, to the deprivation of any judicial protection. As evidenced by one of the cases, the ECtHR accepts that refusing to pursue a civil claim against the owner of the platform (Google Inc., which provided a blog-publishing service where some defamatory comments concerning the applicant were published) falls within the national margin of apprecia-

76 ECtHR, Magyar Tartalomszolgáltatók Egyesülete & Index.hu Zrt (n. 25), para. 82.
77 ECtHR, Magyar Tartalomszolgáltatók Egyesülete & Index.hu Zrt (n. 25), para. 64, see also ECtHR, Jezior v. Poland, judgment of 4 June 2020, no. 31955/11, para. 56.
78 ECtHR, Magyar Jeti Zrt v. Hungary, judgment of 4 December 2018, no. 11257/16.
80 ECtHR, Rolf Anders Daniel Pihl v. Sweden, decision of 7 February 2017, no. 74742/14, paras 25 and 31–35; a comment did not amount to hate speech or an incitement to violence; it had been posted on a small blog run by a non-profit association; it was taken down the day after the applicant made a complaint; and it had only been on the blog for around nine days.
Due to the transnational nature of the claims, the Court agreed with the argument of the national authorities, namely that the damage and any eventual vindication would be minimal, and that the costs of the exercise would be out of all proportion to what would be achieved.

Concluding this section, it is necessary to emphasize that the system that provides a simple exemption from liability, even when the Internet platforms play a passive role, is not sustainable from the Convention standpoint. National authorities, therefore, have a positive obligation to create a legal framework and properly enforce it (the procedural aspect, discussed below). It is necessary to decide when these gatekeepers are liable for third-party acts (comments) and what the limits of such liability are. The lack of balance in these horizontal relations (between multinational private entities and individual users) and the anonymity of the online communication entail that it is insufficient for the aggravated party to have access only to traditional civil law instruments. The crucial issues are defining the personal scope of the liability and identifying the preventive measures that platforms could adopt to detect potentially illegal content. With regard to the latter, the national authorities should ensure that all the procedures are not designed in a manner that incentivises the takedown of legal content (e.g., due to inappropriately short timeframes). Moreover, the legal framework should satisfy the quality requirement, since one of the positive obligations under the Convention is to create foreseeable law. Due to the constant development of online communication techniques, States are also obliged to provide a periodical assessment of the adequacy of such laws and address any gaps.
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82 ECtHR, Tamiz (n. 14), para. 90.
83 The existence or non-existence of moderation, and its prior or ex post nature can have important implications for the establishment of the liability, see Koltay (n. 8), 204.
84 As indicated by the ECtHR, Delfi AS (n. 15), para. 115, the liability concerns ‘professionally managed and commercial’ portals, although a question is being raised if this doctrine may be also applied to other types of hybrid intermediaries that host user comments, including professionally managed career sites or widely read blogs that are affiliated with commercial institutions, see Lisl Brunner, ‘The Liability of an Online Intermediary for Third Party Content. The Watchdog Becomes the Monitor: Intermediary Liability after Delfi v Estonia,’ HRLR 16 (2016), 163–174.
85 ECtHR, Centro Europa 7 S.R.L. and Di Stefano v. Italy, judgment of 7 June 2012, no. 38433/09, para. 156.
3. The State as a Guarantor of Online Pluralism

A specific sphere of positive substantive obligations concerning online communication is related to the role of the State as a guarantor of pluralism. The essence of democracy – the only political model contemplated by the Convention – is to allow diverse political programs to be proposed, disseminated and debated, even those that call into question the way a State is currently organized. The democratic order can be threatened if a single voice within the media, with the power to propagate a single political viewpoint, becomes too dominant. As a consequence, public authorities have, in addition to their negative duty of non-interference, a positive obligation to put in place an appropriate legislative and administrative framework to guarantee effective pluralism. This refers to both political pluralism and the pluralistic society; in these spheres – rather than relying on the mere absence of State regulation – policy intervention should ensure that a plausible framework exists.

The responsibility of the public authorities as to the ultimate ‘guarantor of pluralism’ is recognized both under Article 10 ECHR and P1–3. With regard to the latter, the adoption of positive measures, which ensure a favourable environment for participation in public debates, is of fundamental importance. It concerns allowing all persons to express their opinions, ideas and political viewpoints without fear. Moreover, as indicated in recent studies, there is no doubt that substantive political equality can be a basis for positive free speech rights, with an ideal of equal distribution to communicative resources. Public intervention should take place, especially in order to open up the media to different viewpoints.

86 ECtHR, Refah Partisi (the Welfare Party) and Others v. Turkey, judgment of 13 February 2003, nos 41340/98, 41342/98, 41343/98 and 41344/98, para. 86.
87 ECtHR, Centro Europa 7 S.R.L. and Di Stefano (n. 85), para. 134.
89 ECtHR, Dink v. Turkey, judgment of 14 September 2010, nos 2668/07, 6102/08, 30079/08, 7072/09 and 7124/09, para. 137.
90 ECtHR, Khadija Ismayilova v. Azerbaijan, judgment of 10 January 2019, no. 65286/13 and 57270/14, para. 158.
92 ECtHR, Communist Party of Russia and Others v. Russia, judgment of 19 June 2012, no. 29400/05, paras 125–128.
Article 10 ECHR, not only the freedom of the press to inform the public is guaranteed, but also the right of the public to be properly informed. National authorities are therefore obliged to create a pluralistic public service that transmits impartial, independent and balanced news, information and comment. This duty concerns both establishing favourable conditions for the audience to be exposed to a variety of content and removing obstacles to this exposure to diversity and pluralism. As already mentioned, this positive obligation concerning the variety of views that should reach the public does not imply, however, the possibility of compelling platforms to host speech they do not want to host. Positive duties in the sphere of pluralism are not so far-reaching to oblige private entities to publish any lawful opinion or statement.

Positive obligations are also crucial for organizing democratic elections under conditions that will ensure the free expression of the opinions of the people in the choice of the legislature. In the light of Convention provisions (primarily P1–1, but also Article 10 ECHR), there must be an adequate legal response towards certain phenomena (primarily electoral disinformation), especially those which could lead to serious consequences, resulting in a loss of public confidence in democratic procedures, and the violation of individual rights (i.e., lower public esteem and depriving a person of the necessary public trust, and damaging the candidate’s reputation).

Against this backdrop, it is possible to indicate three detailed positive measures that – in the light of the Convention – are necessary for providing political and social pluralism in online communication.

First of all, anti-discrimination rules must be established. In the context of the Internet, particular importance should be given to the protection of minorities, because online communication processes and their anonymity expose them to significant risk. As indicated in the ECtHR’s case-law, the State’s positive obligations are of particular importance for persons holding unpopular views or belonging to minorities, since they are more vulnerable to victimisation. This obviously concerns not only the existence

93 ECtHR, Manole and Others v. Moldova, judgment of 17 September 2009, no. 13936/02, para. 101.
94 ECtHR, Brzeziński (n. 12), paras 35 and 55; according to the Court, public authorities have a duty to rectify electoral disinformation as soon as possible to preserve the quality of public debate.
95 ECtHR, Bączkowski and Others v. Poland, judgment of 3 May 2007, no. 1543/06, para. 64.
of the legal framework, but also its appropriate enforcement (procedural aspect), as evidenced by some of the ECtHR’s recent case-law.96

Secondly, in order to ensure the political and social pluralism of online communication, transparency is of fundamental importance. As already indicated in the previous parts of this study, gatekeepers are able to create complex systems of governance and bureaucracy that can rule end users’ behavior arbitrarily and without transparency. They use algorithms and automated systems, which could lead to the exclusion of certain groups of people or users with particular characteristics from accessing diverse and pluralistic information. Under the Convention, this automation of editorial processes and AI-driven tools, therefore, requires that the public authorities identify potentially vulnerable groups and oblige Internet platforms to ensure the transparency of their governance.97 The public should at least understand the basis on which algorithmic decisions are made and have the minimal knowledge to verify them. The policies of the gatekeepers, including the use of algorithms, should be under public surveillance, and Internet platforms must be made accountable for violating them. An example of complying with this positive obligation is already available since, in France, the legislation introducing transparency requirements for political advertising on social media was adopted in December 2018.98

Finally, States must comply with the obligation to provide measures combating online disinformation. If the public authorities allow false (e.g., electoral) information to be produced and massively disseminated in online media, without offering legitimate actors (e.g., candidates) any effective measures, the pluralism protected by Article 10 ECHR and P1–3 is directly affected. Remaining passive towards disinformation and adopting only a policy of non-interference may also have an impact on the electoral equality and the fairness of the electoral process. Against this backdrop, one of the positive measures adopted in some countries (e.g., France and Poland) are summary judicial proceedings, which are able to halt a part of electoral disinformation.99 The Court has already confirmed that the

96 ECtHR, Beizaras and Levickas (n. 20), paras 125–128.
97 Helberger, Eskens, van Drunen, Bastian and Moeller (n. 42), 20–25.
provision of such a summary remedy serves the Convention’s legitimate aim of ensuring the fairness of the electoral process. They provide a partial solution to the problem of false information; nonetheless, they have to be adequately designed and applied (procedural aspect), as there is a choice between different models of such proceedings.

4. Procedural Obligations and Investigation into Horizontal Online Violations

In the light of the Convention, States also have to comply with a number of procedural obligations. They have been extended from the majority of its provisions, including freedom of expression (Article 10) and the right to respect for private life (Article 8). There is no doubt that an adequate official response to allegations contributes to the effective protection of substantive human rights. Importantly, the current Convention standard obliges the public authorities to hold an investigation both when the alleged infringement involves violence and in a non-violent context. Several of these procedural aspects have already been mentioned in this study, but since both types of obligations are often conflated, the separation of substance and procedure is not easily done, and in these situations, the Court effectuates a single global examination.

Against this backdrop, in the case of online communication – due to its complexity – there are various aspects of the procedural positive obligations concerning horizontal violations of human rights (primarily freedom of expression and protection of private life). They are obviously of a different nature than with regard to other rights violations, such as, for example, the right to life or the prohibition of inhuman treatment (Article 2 and Article 3 ECHR). As already said, individuals can allege that the violations were committed directly by gatekeepers or committed by other
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100 ECtHR, Kwiecień v. Poland, judgment of 9 January 2007, no. 51744/99, para. 55; ECtHR, Kita v. Poland, judgment of 8 July 2008, no. 57659/00, para. 50 and ECtHR, Brzeziński (n. 12), para. 55.
101 Krzywoń (n. 13), 682–687.
102 Lavrysen (n. 3), 16–17 and 51–52.
103 E.g. ECtHR, Tysiąc v. Poland, judgment of 20 March 2007, no. 5410/03, para. 113.
105 Lavrysen (n. 3), 49–50.
individual users. Nonetheless, the latter can entail the liability of the user or the liability of the platform, since we have identified situations where the Internet platform can be held liable for third-party content. This entails important differences as far as the entity obliged under the Convention to launch the investigation is concerned. In certain situations, it would be the positive obligation of national authorities (to conduct an official investigation into online threats inflicted by private individuals, e.g., hate speech or the lack of adequate reaction of the platform with regard to the threats of other users) and in other circumstances, the State would have surveillance duties over the investigation initiated by the gatekeeper. The majority of these procedural positive obligations would have a remedial function, since they regulate an adequate response once a human right is horizontally affected in online communication.

In all these situations, the Convention standards require an effective investigation to be held, which – in principle – should be capable of leading to the establishment of the facts of the case and to the identification and punishment of those responsible. The lack of any appropriate procedures to deal with alleged horizontal infringements is incompatible with the Convention standards.\(^\text{106}\) As far as the qualitative aspect of the investigation is concerned, due to the nature of online communication and the impact of the violations, this duty has to comply with the following general requirements. Firstly, the procedural framework should avoid excessive formalism. Every act of a horizontal violation must be easy for the Internet user to notify. Secondly, the time frame plays an important role since, in online communication, the flow of information is faster than in traditional media. In order to avoid the viral effect of an illegal act (i.e., an online comment), the investigation should be prompt, whether conducted by the state authorities or the gatekeeper. Nonetheless, when the gatekeeper is obliged to deal with a notification from an individual user concerning alleged illegal content, the time frame should not be inappropriately short in order to avoid ‘private censorship.’

The national authorities usually delegate some procedural responsibilities to Internet platforms and enable them to deal with the allegations in the first instance. This subsidiary model is compatible with the Convention standards, and the allocation of tasks and avoiding one central actor – as claimed in the previous parts of this study – guarantees a better balance between different rights and freedoms. Nonetheless, the delegation of these procedural competences, as mentioned before, requires public

\(^\text{106}\) ECtHR, \textit{K.U.} (n. 47), paras 43 and 46.
surveillance and implies that gatekeepers are held liable for how they investigate each case and react towards illegal third-party content.

Moreover, due to the anonymity of online communication, Internet platforms are sometimes in a better position to identify a person who threatens another individual’s rights. Generally speaking, anonymity can constitute one of the limits of the procedural positive obligations under the Convention. As evidenced by one of the cases before the ECtHR, objective technical difficulties in identifying the person who threatens third-party rights can constitute a legitimate reason to refuse to institute legal proceedings. According to the Court, due to the fact that the sender of unwanted and offensive communications concealed his/her email address, any official investigation never had a chance of success. In these circumstances, the State’s inaction did not amount to a violation of the Convention.\footnote{ECtHR, Muscio (n. 22).}

Another limit of the procedural obligations is the volume and seriousness of the infringement. This issue overlaps with the problem of the criminalization of certain online conduct, discussed in the previous part of this study. Some extreme online acts require prompt official reaction and for a prosecution to be launched.\footnote{E.g., ECtHR, Beizaras and Levickas (n. 20), paras 127–128.} In other cases, both the gatekeeper and public authorities are obliged to determine if the ill-treatment inflicted by the private individuals exceeded the ‘real and substantial tort’ threshold.\footnote{ECtHR, Tamiz (n. 14), paras 50–53 and 82.} On the one hand, they should be conscious of the scale and vulgarization of online communication, and, on the other, be aware that illegal acts can become viral and that minorities are especially vulnerable to victimisation. It is also necessary to mention that, in the context of online communication, the issue of extraterritoriality can constitute a challenge as far as procedural obligations are concerned.\footnote{See e.g., Perrin v. the United Kingdom, decision of 18 October 2005, no. 5446/03, where the Court accepted the reasoning of the national courts that if the courts only were able to examine publication related cases if the place of the publication fell within the court jurisdiction, it would encourage publishers to publish in countries where prosecution was unlikely. See also Catherine Van de Heyning, ‘The boundaries of jurisdiction in cybercrime and constitutional protection. The European perspective’ in: Pollicino and Romeo (eds) (n. 17), 26–47 (37–38).}

There is, therefore, a certain margin of appreciation as far as procedural positive obligations are concerned. This is associated with the difficulties of identification, the massive scale of online communication, and the fact
that in some online fora, the abusive tone is frequent. As indicated in the recent scholarship, this leads to the conclusion that, due to the difficulties of enforcement being sometimes disproportionately large, no legal recourse is needed for minor infringements of personality rights committed anonymously.  

V. Concluding Remarks

This analysis has shown that the State’s obligations emerging from Article 8 and Article 10 ECHR, and P1–1, are not exclusively positive or negative. Insisting on a strict distinction between them and privileging the State’s negative duties with regard to online communication is anachronistic. The negative understanding of the freedom of expression and protection of privacy does not provide the conceptual apparatus to deal with many current problems. The changing role of private entities – gatekeepers – implies that both these categories are mutually dependent, and the doctrine of the Convention as a living instrument does not permit one to be considered in isolation from another.

In this study, we have identified a number of substantive and procedural positive obligations concerning horizontal relations, primarily online communication. Developing its content usually does not entail high and excessive costs for the public authorities, since such positive obligations do not imply direct financial transfers and wealth redistribution. Moreover, public authorities have sufficient knowledge and are fully aware of the multiple possibilities of online ill-treatment inflicted by private individuals.

This study has shown that the regulatory framework is of fundamental importance. It should be able to deal with the issue of allocating responsibility for the content posted online. Under the Convention, public authorities should monitor the acts of power delegated to Internet platforms and decide who is liable for user-generated content, and under which circumstances. This legal framework must be detailed and sophisticated but cannot be reduced to criminal law enforcement. Minimal Convention standards also oblige the public authorities to adopt measures that ensure pluralism and a favourable environment for public debates (anti-discrimination rules, transparency mechanisms, measures against electoral disinfro-
The Convention also creates a complex system of procedural obligations concerning horizontal violations of human rights.

All these positive duties, in the context of international law, form part of the broader concept of the normative order of the Internet, which integrates norms materially and normatively connected to the use and development of the Internet. Nonetheless, the discussed examples of the State’s duties are not comprehensive, since in both cases – the positive and negative dimension – it is hard to indicate an exhaustive collection. Similarly, as the positive aspect of human rights does not concern the legal review of restrictions, there are choices to be made with regard to the positive dimension of freedom, and they necessarily involve a certain degree of discretion on the national level.

Part IV
Participation
#WhoseLawIsItAnyway – How Social Media Augments Civil Society Participation in International Law-Making

Katharina Luckner

**Abstract** Social movements are an important part of a functioning society – also on a global scale. I argue that the internet and social media enable the formation of informal civil society movements and provide the means for such movements to participate in the shaping of international law to an unprecedented extent. In addition to being key to collective action and thus the formation of informal civil society movements in the first place, communication technology enables such movements to (1) bypass nation-state politics, (2) develop normative claims, and (3) change the setting in which international law is made. I outline these mechanisms of engagement theoretically and show them in a case study of the current anti-climate change movement, spearheaded by Fridays for Future, which serves as a case study. The paper closes with suggestions for the empirical study of the mechanisms of engagement.

**I. Introduction**

The internet has fundamentally and permanently altered the way in which people engage with each other. At the time of the women’s suffrage movement ‘America was a mere two weeks away,’ making cooperation across the Atlantic possible, albeit tedious from today’s perspective.¹ Now, most inhabited places in the world are a mere click away.² The internet and the subsequent development of social media platforms determine how most people engage with the world, both with information and with each other. Shared grievances can be known and communicated much more easily, and coordination becomes easier through faster and more widely available communication technology. This aids collective action across countries, leading to social movements that gain relevance beyond their immediate,

---

local context. I posit that it leads to a new type of civil society actor, namely informal civil society movements.3

Understanding how such informal civil society movements engage with international actors, organisations, and international law is important as the relationship between those who govern and the governed strongly affects the legitimacy and effectiveness of governance.4 Nevertheless, informal civil society movements, representing the demands of the governed vis-a-vis the governing, have largely been overlooked as a constitutive force in the scholarship on international law. As Balakrishnan Rajagopal details,5 international legal scholars have simply not taken note of or engaged with the copious literature on civil society movements and their relationships to states that exist in other disciplines.6 This is a missed opportunity for theoretically and empirically examining how the rich variety of actors that shape international law and the environment in which it is made exert their influence.

This gap has become even more relevant with the emergence of informal civil society movements as important actors on the international scene through the advent of widespread internet and social media usage. As a contribution to bridging this gap, I draw on legal research, political science and media studies to outline the mechanisms by which social media and the internet act as a medium for civil society at large to access the international community and collectively demand to be heard on the international stage. This chapter thus sheds light on an undertheorised phenomenon – informal civil society movements’ role in shaping interna-

3 ‘Informal’ as opposed to formally organised civil society organisations, such as non-governmental organisations, for example.
tional law – enabled by communication technology, specifically social media platforms.

While more inclusive international law-making might be a positive development and could aid in bridging the democratic deficit, no systematic analysis or commentary on the normativity of civil society involvement, i.e., whether global decision making ‘should’ be impacted by informal civil society movements, is presented here. The chapter rather aims to describe this undertheorised phenomenon and outline some strategies to test it empirically.

To do so, I first review the concepts of civil society, social movements and introduce informal civil society movements in section I. In section II, I draw on the New Haven School of International Law, as well as concepts and case studies from different disciplines to show how civil society has been incorporated into scholarship. Subsequently, in section III, I develop the mechanisms by which informal civil society movements impact international law-making, namely bypassing locality, creating normativity and changing conditions in which international law is made. In section IV, the current anti-climate change movement, spearheaded by Fridays for Future, will serve as a case study. Section V gives an outlook on possible strategies to empirically test the three mechanisms.

II. Informal Civil Society Movements

Social movements have always shaped local and national policy-making. Their role in an active civil society is a much studied phenomenon, which has taken on as many meanings and functions as there are disciplines interested in civil society structures. I will use civil society as ‘a marketplace of interests, ideas and ideologies’ driven by citizens of different political leaning and socio-economic standing, who can coordinate via this market-
place to find common ground and joint interest. Outcomes of this coordination may range from the founding of a sports club, a neighbourhood food drive, to a social movement, which gathers more widespread support and may transcend its original community.

Non-governmental organisations (NGOs) and non-state actors (NSAs) can develop out of civil society groups and social movements. Some of these actors are formally recognised in international law-making processes, and their influence on national and international law-making is well documented, for example, through the coordinated actions of transnational advocacy networks. This need not be the case, though. Civil society movements can stay decentralised, distributed, identity-driven and leaderless, attributes which characterised the so-called New Social Movements of the 1970s, which formed as the power of the nation-state decreased. Since then, institutional power has shifted from the national upwards to the supranational level and downwards to the regional level, with social movements shifting correspondingly.

Ont.: The Centre for International Governance Innovation and Wilfrid Laurier University Press 2008), 3-23 (10), original italics.

11 See for example the status of NGOs and special interest lobby groups that have observer status according to the United Nations Framework for Climate Change, available at: https://unfccc.int/process-and-meetings/parties-non-party-stakeholders/non-party-stakeholders/information-by-category-of-observer/admitted-ngos.


14 Della Porta and Tarrow coin this ‘Transnational Social Activism,’ which co-developed with the shift towards multilevel governance and supranational institutional power. See Donatella Della Porta and Sydney Tarrow, ‘Transnational Processes and Social Activism: An Introduction’ in: Donatella Della Porta and Sydney Tarrow (eds), Transnational Processes and Social Activism (New York: Rowman and Littlefield Publishers, Inc. 2005), 1-17. This development already accounts for quick and simplified communication through the internet and increasingly cheap travel across continents. It does not account for the more readily available character of social media communication which not only changes how people can communicate with each other but also how they can interact with international law and global actors.
With the advent of widespread internet and social media usage, informal civil society movements are likewise characterised by a lack of hierarchical structure and a decentralised organisational structure; they mobilise people in different countries or even around the globe; they address international problems, which need not affect participants directly; they go beyond localised grievances, demanding global solutions.

Social media and messaging platforms give large numbers of people the means to mitigate the costs of collective action, and thus enable the formation of informal civil society movements in the first place. Before the inception of these platforms, formal representation and organisation of civil society were especially important because they provided the necessary logistics for coordination, i.e., successful collective action, as well as information exchange and publicity creation. Today that strategy is still very effective, but it is no longer a necessary condition for civil society’s

15 Social movements characterised by internet use perhaps started with the widespread action against the WTO summit in Seattle in 1999, where internet-based listservs and websites were used to spread information and mobilise people. See Jeffrey S. Juris, ‘Reflections on #Occupy Everywhere: Social Media, Public Space, and Emerging Logics of Aggregation,’ American Ethnologist 39 (2012), 259-279. Today, the relevant technology ranges from traditional social media platforms like Facebook and Twitter, to messenger apps like WhatsApp and Telegram, to newer platforms such as Instagram and TikTok. Different movements organise via different platforms. The #MeToo movement largely took to Twitter, while in the Tunisian Revolution in 2010/11, Facebook played a significant role. It is crucial to point out that these platforms are not designed for such purposes and that they are not neutral. They follow their own business models and interests, which can be antithetical to a movement’s interest and purpose. Additionally, they are not immune to governmental oversight and censorship. For an overview of the complex relationship of social media platforms and social activism, see William L. Youmans and Jillian C. York, ‘Social Media and the Activist Toolkit: User Agreements, Corporate Interests, and the Information Infrastructure of Modern Social Movements,’ Journal of Communication 62 (2012), 315-329. For the strategies of the #MeToo movement as an example for so called hashtag activism, see Ying Xiong, Moonhee Cho and Brandon Boatwright, ‘Hashtag Activism and Message Frames among Social Movement Organizations: Semantic Network Analysis and Thematic Analysis of Twitter during the #MeToo Movement,’ Public Relations Review 45 (2019), 10-23.

16 I do not claim that all informal civil society movements are necessarily forces of ‘good,’ representative of ‘progressive’ agendas, nor do I claim that their interaction with international actors and potential influence on global governance is necessarily beneficial.

influence on international law and global governance, as the internet and especially social media have changed the way in which social movements facilitate communication, organise, and raise awareness.¹⁸

Social media also change the way in which a group’s identity is developed and how it is experienced by the individual. Group identity, the production of symbols and cultural claims, are central characteristics of identity-based, networked social movements, as they were first topologised by Alberto Melucci in 1989.¹⁹ Today, such identities are increasingly constructed with social media facilitating the process.²⁰ Social media, therefore, not only make it cheaper and easier to mobilise people, but they also change the potential dynamics of identity building. By giving all participants of a social movement a voice and opportunity, social media bridges the gap between personal stories and collective narrative and thus facilitates the reproduction of the movement’s social capital.²¹

Evidently, social movements in general, and informal civil society movements, in particular, are not synonymous with the corporate actors or even non-governmental organisations that are traditionally objects of scholarly interest. While the former hold agency in the strict sense, the latter do not.²² Informal civil society movements cannot bring cases before courts as of now, and they cannot enter into strategic partnerships. NGOs might serve as a connector between different local civil society movements, but they need not lead these movements, nor do they constitute them. Hence, their impact on international law and global governance will be different. This makes scholarship on the impact of informal civil society movements on international law and global governance even more important.

¹⁹ Melucci (n. 13).
²¹ For an analysis of the weaknesses of ‘networked protests,’ especially due to the disconnect between their temporary public signaling power and actual, long term capacities, see Zeynep Tufekci, Twitter and Tear Gas: The Power and Fragility of Networked Protest (New Haven, London: Yale University Press 2017). This analysis serves as a reminder that every new wave of social movements faces the same uphill battle, regardless of its technological advancement. Without pluralist forms of organisational structure, the inherent weaknesses in social media-based mass protest overpowers its strengths.
²² Nasiritousi, Hjerpe and Linnér (n. 12).
III. Research on Civil Society in International Law and Global Governance

Conventionally, international law scholarship has only rarely considered the interaction of social movements and international law for a number of reasons. First, movements have traditionally been formed locally or on a national level, while international law is, by definition, international in nature. Second, the solutions to problems in international law are generally seen as coming from the top rather than from below, and third, the actors of international law-making are sovereign states. Lastly, neither international legal texts nor its methods lend themselves to the inclusion of civil society. The sources of legal texts are almost exclusively texts emerging from public institutions; methodologically, international legal scholarship is often focused on the internal logical structure of the law above all else. This leaves no room for political and social contexts and does not contribute to the law’s dynamicity.

Nevertheless, social movements that explicitly engage with and utilise international ideals, have ‘often foreshadowed and helped bring about major shifts in international [legal] norms,’ and there are a number of examples in legal scholarship and concepts that can be drawn on from other disciplines, which can help us think about international law and civil society in general and informal civil society movements in particular.

1. Law-Making as a Participatory Process

I adopt an understanding of law-making as means for people to ensure communication with one another, a means to ensure knowledge acquisition and transmission, as well as conscious and deliberate coordination amongst people. This understanding of law-making relies on a constructivist notion of international law and global governance, where – alongside states – non-state actors, ideas and informal norms, organised and disseminated in networks, matter for the process of developing law, implementing it, and determining its consequences. It takes international
law-making as a participatory process of decision or policy-making that requires the ‘incorporation of plural cultural influences into the evolution of legal norms,’ because norms, behaviors and practices create it.

Crucially, this does not diminish the importance of the traditional sources of international law as they are defined by Article 38 ICJ Statute. One of the ways that non-state actors, ideas, and informal norms matter is by influencing states’ interests and thereby influencing their explicit declarations of will, i.e., treaty law and indirect displays of custom, i.e., customary law. A constructivist understanding of law-making, therefore, allows the conception of states as complex actors who are subject to norms and whose interests are based on a complex set of considerations and determined by a variety of actors.

It does add another dimension, however, as it gives non-state actors agency in the development and interpretation of both formal and informal international norms, assigning them an active part in the continued creation and maintenance of the international legal system. The mechanisms that are developed in section III speak to both, the influence on state


29 Levit (n. 7), 409.
30 As McDougal and Reisman criticised in 1980: ‘In light of the developments of recent decades, the most striking omission from the itemization in Article 38 is, of course, that of reference to the role of international governmental organizations in the creation of both explicitly formulated law and customary expectations, it is increasingly recognized that these organizations, and especially the United Nations, contribute to the creation of international law in many different ways and that any realistic description of transnational prescribing processes must take this contribution into account,’ see Myres S. McDougal and W. Michael Reisman, ‘The Prescribing Function in World Constitutive Process: How International Law is Made,’ Yale Studies in World Public Order 6 (1980), 249-284 (266). Today, the factor left out of theorising on international law making are civil society movements.
32 McDougal and Reisman (n. 30).
actors’ interests as well as the active co-creation of international law as the medium of conscious and deliberate coordination between people(s).\textsuperscript{33}

Formally, the UN recognises a changing role and general importance of civil society in international and global governance, as evident in the establishment of a panel of eminent persons to review the relationship between the United Nations and civil society.\textsuperscript{34} Assessing this role requires an understanding of law-making, where social practice plays a central role. Law-making becomes ‘prescription,’ namely a ‘process of communication which creates, in a target audience, a complex set of expectations.’\textsuperscript{35} Through this process, international law at least partially derives from ‘the peoples of the world communicate to each other expectations about policy, authority and control, not merely through state or intergovernmental organs, but through reciprocal claims and mutual tolerances in all their interactions.’\textsuperscript{36} With the internet and social media, these interactions and communication happen more than ever, so that the process comes to include ‘the power of public opinion and civil society.’\textsuperscript{37}

2. **Civil Society in International Law Scholarship**

Notable examples in legal scholarship on the influence of non-governmental actors, though not necessarily social movements, are the ban on landmines and the development of the international human rights regime.\textsuperscript{38}

In the early 1990s, in a concerted effort of six international NGOs, the use of antipersonnel mines was re-coined as the ‘Coward’s War’ and a campaign was launched to attain a total ban on landmines: the Internatio-
The other central example is the scholarship on the development of international human rights law (IHRL). Tsusui et al. detail how social movements were key to understanding the widespread uptake of international human rights law – by using both established as well as extra-institutional routes. At the UN Conference on International Organisation in San Francisco in 1945, for example, some 1,200 NGOs were present to urge nation-state delegations to include human rights as a central tenet of the United Nations. The impact of civil society groups in the Universal Declaration of Human Rights has been documented in legal scholarship. One example is the successful lobbying of women’s NGOs for the inclusion of gender-neutral language in the text of the declaration. The relationship also works in reverse. Once these universal human rights principles were established, they were – and are – successfully used by local and national

42 Ibid., 370.
civil society actors to put pressure on national governments by exposing their human rights violations and thus improving people’s living conditions.\textsuperscript{44}

3. \textit{Civil Society in Global Governance Scholarship}

Sociology, political science, and international relations research provide a number of frameworks to understand the involvement of civil society in international law. Institutional sociology has provided comprehensive insights into the development and spread of norms about individual rights, for example.\textsuperscript{45} Global governance and international relations scholars further show how the access to norm contestation\textsuperscript{46} on a formal international rule or institution is a key feature of a legitimate and just international system. The continued interaction between norm interpretation through different social groups and formal international institutions shapes normative meaning and evolution, especially in circumstances where norm contestation would be enhanced, because fundamental rights are moved outside of the normative framework of the nation-state.\textsuperscript{47} Such groups can also act as norm entrepreneurs, actively shaping a normative understanding of behaviors that they find appropriate or desirable.\textsuperscript{48}

Often times, such norm contestation and/or creation is most effective if it happens as part of a concerted effort of different actors. In their 1998 seminal work, Keck and Sikkink show how collective actors, which they call transnational advocacy networks, were key to the success of the international human rights regime, international environmental law, and
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women’s rights. Generally, the networks’ strategies are not merely targeted at influencing policy outcomes, but rather at changing the very terms and nature of the debate. They might take ideas that seem unimaginable at the time of their conception and introduce them into the international debate in ways that make them palpable and imaginable to more classic international actors. At some point, the solutions they suggest to international problems will seem inevitable. A prominent example of a precursor to transnational advocacy networks that used a *strategy of symbolism* is the International Movement for Woman Suffrage. Subsequent women’s rights movements have also made use of transnational advocacy networks’ ability to leverage *information politics*, i.e., the ability to ‘quickly and credibly generate politically usable information and move it to where it will have the most impact,’ and to demand *accountability*, holding states to their previously stated principles. Finally, advocacy networks also have the unique ability to employ the ‘Boomerang Pattern’ that is prevalent in human rights campaigns; for example, transnational advocacy networks bypass a state unwilling or unable to provide rights to its citizens and leverage connections to international actors to pressure their state into providing these rights. Alternatively, these connections can be used to mobilise international resources that can be used at the national level in an attempt at what Della Porta and Tarrow call ‘externalization.’ This research shows that international law and international legal concepts are not made in a vacuum: for example, transnational advocacy networks have successfully managed to reframe the concept of national sovereignty – one of the key tenants of international law – in such a way that allows for their work to fruitfully influence the making of international law.

Thus, global governance and international relations concepts provide the means to study the influence of organised civil society on international law-making. However, the key concepts of the scholarship were developed in the wake of the worldwide onset of internet access and before the development of social media platforms. I argue that the internet and especially social media provide an additional means of civil society engagement with and influence on international law that can be, but need not be, accompanied by transnational advocacy networks.
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51 Ibid. (n. 1), 24.
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IV. Mechanisms of Engagement

In this section, I develop three mechanisms of engagement, enabled by the internet and social media, through which informal civil society movements influence the making of international law and thereby might shape its content: the bypassing of nation-state boundaries, the development of normative claims and the alteration of the setting in which international law is made.

1. Bypassing Locality

Prior to the internet, communication was often tedious, slow, and most importantly, expensive. Today, most of the world is mere clicks and a bit of bandwidth away. While this brings with it a whole array of problems, such as filter bubbles, crowding out effects and information fatigue,\(^55\) it also means that local grievances can be communicated much more quickly to a much larger audience. A global problem might have global effects, but what is felt much more are the local changes. Without modern, widely accessible communication technology, it would be difficult to properly assess the global dynamics of the problem and the need for global solutions. Realising the commonality of problems across the world has been simplified significantly through the internet and social media – think hashtags\(^56\) – and has given non-elites the chance to voice, compare and aggregate grievances. In the terminology of transnational advocacy networks, civil society now holds the key to information politics at large.\(^57\)


\(^{56}\) The pound key ‘#’ is used to mark words or word strings as searchable on social media platforms, especially and originally Twitter. Rallying around a cause is facilitated by creating a unique hashtag that accompanies all contributions and comments on that cause. One prominent example is the #MeToo movement. Though first initiated before the use of hashtags, the movement against sexual abuse and harassment gained momentum when the widespread use of the hashtag revealed the magnitude of women’s abuse stories and their prevalence across borders, industries, and generations.

\(^{57}\) This appears as the inevitable development when transnational collective action, as outlined by Della Porta and Tarrow in 2005, met the subsequent development
This increased freedom from locality has further effects. It frees people from the boundaries of nation-state politics, and it gives national politicians common ground. While traditional forms of participation within (democratic) nation-states depend very much on where someone is located, i.e., registered and therefore able to vote or demonstrate, the internet, social media and messaging platforms provide a global reach. This reach can bypass the boundaries and constraints of the nation-state and connect civil society directly with international actors, thus lowering the threshold for the participation of civil society movements and the making of international law. In a sense, informal civil society movements are ‘forging participatory democracy, by entering directly into the debates that most interest them.’58 This opens the door for a new addressee of civil society movements: while social movements in the past primarily addressed nation-state politics to right the wrongs they are lamenting, informal civil society movements call on the global community as well; the protests thus become relevant for international organisations and international law. They are reacting to a world where ‘the substance of politics has been globalised […], the process of politics has not,’59 being keenly aware that international law and policy have a significant impact on public well-being in all nation-states around the world.60 In a way, informal civil society movements have the potential to ‘skip’ the state level and directly address the international community, engaging in the co-creation of international law.

The second effect of bypassing locality, on the other hand, changes the interests of states as the formal actors in international law: by bridging nation-states and demonstrating cross-country support for a certain issue, this freedom from locality also gives nation-state representatives common ground on the international stage. It makes it easier for them to navigate and ‘win’ the two-level game61 of reaching agreements among states that are acceptable to their respective domestic interest groups. As they all
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face the same pressure from their constituents and have to validate their
decisions against similar claims, it is easier to reach satisfying agreements
and thus overcome their own collective action problem.

2. Creating Normativity

Compliance with international legal norms in the absence of coercion is a
central question within international law scholarship. 62 Studies in interna­tional relations argue that international norms 63 have similar effects within
the international legal system as have been ascribed to domestic norms
within nation-states, giving international law avenues of success in the
absence of central enforcement mechanisms. 64 Social movements and civil
society actors often serve as ‘value actors’ 65 and agenda setters, 66 advancing
normative claims rather than following interest-driven agendas. 67

Social media serves as the vehicle for developing and transporting the
movement’s normative messages in that it allows a diverse body of ‘global
civil society’ 68 to jointly move from a (local) grievance-based approach to
an issue to the development of a global normative claim. More specifically,
informal civil society movements become integral in what Finnemore and
Sikkink call the ‘norm emergence’ 69 stage of an international norm, i.e.,
the stage when an international norm – formal, or more likely informal

62 For a comprehensive overview, see for example Gentiana Imeri, The Expressive
Function of Law: Experimental Studies on the Behavioral Effect of Non-Coercive Law in
Social Dilemma Settings (St. Gallen: University of St. Gallen 2019).
63 Standards of appropriate behavior for an actor with a given identity. These can be
informal or codified into law as legal norms, but – crucially – need not be. When
such behavioral rules are structured together and interrelated, they might be
referred to as ‘institutions’ in the sociological sense; see Finnemore and Sikkink
(n. 48), 891.
64 For a discussion of state ‘acculturation’ in the absence of coercive means, see
Ryan Goodman and Derek Jinks, ‘How to Influence States: Socialization and
international relations perspective, see Finnemore and Sikkink (n. 48), 893.
65 Abbott and Snidal (n. 38).
66 Anne Peters, Till Förster and Lucy Koechlin, ‘Towards Non-State Actors as Ef­
fective, Legitimate, and Accountable Standard Setters’ in: Anne Peters et al.
(eds), Non-State Actors as Standard Setters (Cambridge: Cambridge University Press
2009), 492-562.
67 Blokker (n. 6).
68 Clarke (n. 10).
69 Finnemore and Sikkink (n. 48), 893.
– is first formulated. Informal civil society movements thus participate or even drive the symbolism politics of other civil society actors.

Informal civil society movements are also key in the subsequent stage of ‘norm cascading,’ where the norm is widely taken up and imitated. In their original framework, a successful norm’s life cycle presupposes specific organisational platforms for the norm emergence stage and states or networks for the subsequent stage of norm cascading. I argue that the widespread use of messaging and social media platforms muddles the delineation between the two stages and eliminates the necessity of concrete organisational platforms and formal networks. This is not to say that formal types of actors and mechanisms no longer exist; I merely claim that they are no longer necessary for a new international norm to form and establish itself, rather they can be (co-)created by informal civil society movements. This broadens the scope of who can act as so-called norm entrepreneurs, i.e., entities which ‘call attention to issues or even ‘create’ issues by using language that names, interprets, and dramatizes them.’

The onset of the internet and social media has increased access to information and decentralised information transmission, so that anybody might become a norm entrepreneur, opening up space for informal civil society movements to influence the international agenda directly.

Once a norm is created, there are two ways that these norms can spread. Both impact the interests of state actors: Finnemore and Sikkink show how norm entrepreneurs can persuade states that are more sympathetic to the issue to join the cause, leading to a so-called norm cascade. Studies on the impact of transnational advocacy networks show that many issues are first only slowly adopted by a number of states until a tipping point is reached. Afterwards, the issue is adopted in quick succession by the majority of nations.

Besides active persuasion, norms can also spread by a process which Goodman and Jinks call acculturation, ‘the general process of adopting the beliefs and behavioral patterns of the surrounding culture.’ In the process of acculturation, it is not (only) actors’ incentives or convictions that are changed, but their social environment. Accordingly, while ‘persuasion requires acceptance of the validity or legitimacy of a belief, practice, norm-acculturation requires only that an actor perceives that an important
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71 Ibid. (n. 48), 897.
72 Ibid. (n. 48), 901.
73 Keck and Sikkink, Activists beyond Borders (n. 1), 68.
74 Goodman and Jinks (n. 64), 638.
reference group harbours the belief, engages in the practice, or subscribes to the norm.⁷⁵ Such a change in the environment also changes actors’ incentive structures, as they now have a certain (self-)identity to take into account when making decisions.⁷⁶

With evidence mounting that states do respond to cultural forces,⁷⁷ civil society movements, in creating new normative claims in the contested sphere of norms, can impact international law-making. The mechanism operates both by creating the space for informal civil society movements to directly engage with and co-create (informal) international norms, as well as allowing them to pressure states into considering these norms, which in turn alters their interests.

3. Changing Conditions

Third and finally, informal civil society movements have an important signalling function. Based on the premise that people have a certain perception of themselves and choose actions such that they correspond to that identity,⁷⁸ we can assume that campaigning for a certain set of values will also inform many other aspects of people’s life and behavioral choices. In the aggregation of informal civil society movements, this changes the interests of states and non-state actors. Informal civil society movements make their claims known loudly, so that local governments, NGOs and domestic as well as international corporations and also courts can hear.

We know that governments respond to the public regarding policy,⁷⁹ and even unelected bodies do respond to public attitudes.⁸⁰ Supra- and international courts might co-develop new regimes that determine natio-
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nal policy-making, and they might make decisions against governmental interests given a supportive public opinion in leading member states.

Similarly, businesses have incentives to adjust their production practices to appeal to popular demand. The effect here is two-fold, however. More significant than the adjustment of their own business practices, which can easily result in base-less virtue signalling, they also have incentives to lobby for stricter standards to make their changes in business practices more believable and to level the international playing field. We know that ‘pressure on multinational corporations, much of it is originating in civil society groups, can reshape business practices.’ Thus, as consumers pay more attention due to information available via social media and because of informal civil society movements, this can trigger a business-led move towards stricter business practices.

People who find themselves part of an informal civil society movement proclaiming certain values might also be more likely to also support formal organisations that work towards goals that coincide with those values. If so, then NGOs working on the same topic, perhaps while being part of a strategically equipped transnational advocacy network, will experience an increase in funding and membership. The tacit endorsement from a larger audience might also propel them into new alliances, for example, with local governments and decision-makers, which can scale up their actions.

To summarize, I propose that the internet and especially social media facilitate the formation of informal civil society movements, which go beyond localised grievances, demanding global solutions from international actors beyond nation-states. I posit three channels through which these informal civil society movements impact international law-making: bypassing locality, creating normativity, and changing conditions in which international law is made. In the following section, I will use Fridays for Future as a case study to illustrate the shape of an informal civil society movement and the three mechanisms of influence.

83 Finnemore, ‘Dynamics’ (n. 4), 224.
V. Fridays for Future and Climate Change

I offer the case study of Fridays for Future, a global anti-climate change movement, to illustrate the mechanisms that I have outlined above.\(^84\) Fridays for Future, by its own account, began in 2015 when Greta Thunberg, then a 15-year old high school student, and other young activists, sat in front of the Swedish parliament every school day for three weeks, to protest against the lack of action on the climate crisis. They posted what they were doing on Instagram and Twitter; posts that quickly went viral.\(^85\) At the time of writing, there are initiatives in 7,500 cities with more than 13 million participants spread across all continents. Their demands, very succinctly phrased in the Declaration of Lausanne, call for the curbing of global warming to under 1.5 degrees Celsius compared to pre-industrial levels, ensuring climate justice and equity, and listening to the best united climate science available.\(^86\) The first comprehensive study on the demographics and motivations of participants characterises the movement as a new generation of activists with unique tactics and a global scope that appeals to high school students but also marks a historical turn in climate activism. The movement is credited with a level of global attention that no previous youth movement has received thus far.\(^87\)

In their means, such as protests, civil disobedience, strikes – high school students staying away from school on Fridays, employees from work – as well as local and creative interventions, Fridays for Future looks very similar to the social movements of the past. It sports a significant number of young people, for whom Fridays for Future is the first experience with protests, who profess ‘limited commitment to established environmental organisations, with varying interpretations of the importance of lifestyle politics and a hopeful attitude towards the future.’\(^88\) As a network of very locally organised initiatives, and inspiration for spin offs such as Scientists for Future, it might also be reminiscent of the transnational advocacy

\(^84\) Naturally, other case studies would have also been possible and might be looked at in the future. The #MeToo movement as a component of the larger movement for women’s rights in one example, net-neutrality and the movement for internet rights is another.


\(^87\) Matthias Wahlström et al., ‘Protest for a future: Composition, mobilization and motives of the participants in Fridays For Future climate protests on 15 March, 2019 in 13 European cities,’ available at: https://osf.io/xcnzh/.

\(^88\) Ibid, 5.
networks that Keck and Sikkink\textsuperscript{89} established as a unit of analysis. It is, however, less strategically situated than transnational advocacy networks, and rather uses the brute force of the masses, capturing social and traditional media and thus widespread attention. It is also not a coherent, unified movement with clear structures, representation, and goals, as the case of FFF Germany shows.\textsuperscript{90}

Whether intentionally or not, Fridays for Future is establishing a new normative claim and carving out the space for it internationally. Finnemore and Sikkink suggest that ‘international norms will be more successful, if they are clear and specific, have been around for a while and make universalistic claims about what is good for all people in all places.’\textsuperscript{91} Early stage research analysing the content of several hundred thousand tweets that were posted with a set of related hashtags around on the dates of the first Fridays for Future global school strike, shows the normative framing of climate change by the movement:\textsuperscript{92} inaction of governments, as well as industries, who are failing to initiate change and stick to the 1.5-degree goal, are bad to the extent of being criminal. This normative frame does not only focus on the environmental depletion, but rather equates the failure of addressing climate change with the wilful risking of millions of lives.\textsuperscript{93} By aligning any greenhouse gas emissions to mass killings and future ‘social collapse,’\textsuperscript{94} which is the quintessential stand in for ‘bad,’ inaction and continued greenhouse gas emissions are framed as ‘bad.’ Hence,
there is a clear and specific (‘stay below 1.5 degrees of warming’), widely shared (movement around the world), universalistic claim about what is good for all people in all places (inaction causes climate change, causes people to die; hence it is bad, and action is good).

This normative framing prescribes and prohibits certain behavior of states – inaction, inadequate action, or sabotage being chief among them. Its widespread acceptance could put Conferences of the Parties under the UNFCCC under new normative strain, giving especially smaller and more adversely affected states with little economic bargaining power new moralistic/normative advantages.

Besides the development of a normative framework, the movement also provides what Keck and Sikking call an ‘intentionalist frame.’ In a speech to the UN plenary in Katowice in 2019, Greta Thunberg proclaimed: ‘You only speak of green eternal economic growth because you are too scared of being unpopular. You only talk about moving forward with the same bad ideas that got us into this mess, even when the only sensible thing to do is pull the emergency brake.’ This was widely shortened to ‘[y]ou are stealing our future,’ thus establishing a causal chain. Of course, for climate change itself, causal chains are often extremely complex, but proclamations like the one above give the listener an impression of a short causal chain for the ongoing inaction on climate change mitigation.

It might be in large parts too early to tell which concrete effects this normative development will have on international law and global governance. However, some anecdotal evidence will provide a good transition to looking at some strategies and necessary steps to investigate the claims of this essay empirically. One example is the European Commission and its president, Ursula von der Leyen, who, during the height of the Corona pandemic in Europe, continuously reminded mass media and its consumers that climate change mitigation was very much still of the European

96 See for example the Alliance of Small Island States (AOSIS), a coalition of 44 small islands and low-lying coastal developing states, available at: https://www.aosis.org.
97 Keck and Sikkink, Activists beyond Borders (n. 1), 34.
Commission’s mind. She also invited Fridays for Future initiator and figurehead Greta Thunberg to participate in the weekly meetings of the European Commission, so that she could ‘present her opinion on the new environmental law before the commission.’ Many of the speeches by Fridays for Future organisers have been directed at international bodies, indicating that the movement prominently addresses its claims towards international actors, not just national governments.

One central tenet of the movement is its insistence on states adhering to the 2015 Paris Agreement, advancing its claims in a rights-based frame. Recent decisions by the Dutch and the Irish Supreme Court show that frame at work and indicate the influence of civil society on the interpretation and implementation of international environmental law. The latter recognised that its ruling is of special importance not only for the NGO, who brought the case before the Court, but also to the general public, and with its ruling opened its doors for rights-based climate litigation. The Dutch case had been advanced on the basis of the human rights to life and well-being of the Dutch people. Similar claims are made in the case of a group of Portuguese children and young adults, which has recently reached the European Court of Human Rights and in the case of a group of young Colombian plaintiffs, in whose favour the Columbi-
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an Supreme Court decided in 2018. The Court not only considered the issue of human rights, intergenerational justice and environmental accountability, but even recognised the Colombian Amazon as a subject of rights. Most recently, a group of young adolescents have opened a case with the 14th Federal Court of Sao Paulo accusing the Brazilian government of skirting its responsibilities under the Paris agreement.

VI. Empirical Outlook

I suggest strategies for empirically examining the influence of global civil society on international law. These are by no means comprehensive, but they can serve as a departure point for future research.

While it is undoubtedly difficult to determine ‘the empirical paternity of particular prescriptions’ in international law, it is an important step in understanding the making of the law. Process tracing can be the method of choice for determining where specific legal provisions come from and what role (informal) civil society has played in their conception.

Besides this qualitative understanding, the text can also serve as a data source for quantitative insights: As Spaiser et al. show, tweets can serve as a basis for extracting normative shifts in the claims that informal civil society movements make. Similarly, sentiment analysis around environmental claims and discourse analysis can show how conversations around certain topics change and are influenced by the social media activities of informal civil society movements. Despite the fact that the movement has quickly grown in support, it is still a relatively new phenomenon, so that not many fully formed studies have been conducted so far. However, works in progress can serve as a good indicator of what
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can be done. Brückner et al. have taken Instagram comments replying to Fridays for Future posts to better understand the constitutive factors of the movement. In a preliminary analysis, they find more evidence for group cohesion rather than indications of solidarity in those comments. Studies on movements that were predominantly conceived online and/or have a strong online component have investigated how information is distributed, the co-creation of meanings and their establishment in a public (online) space, which roles exist in social movements online, how those roles communicate, and which roles individual social media platforms play.

Supplementing that, it would also be valuable to understand how global informal civil society movements are perceived from the perspective of decision-makers at the different levels. Expert interviews can shed light on the direct and indirect influence that these movements have. Experimental studies, such as vignette studies like those conducted on the international human rights regime, could further supplement our understanding of how normative framings of climate change matter for people on the streets as well as within the international decision-making structure.

115 Xiong, Cho and Boatwright (n. 15).
118 Vignette studies use scenarios in order to immerse study participants into certain situation or simulate circumstances, before asking them to make a decision. They often provide more external validity than laboratory studies, while keeping internal validity high.
Finally, informal civil society movements exist in a complex system of international actors, prevalent (international) norms and their contestation. These actors have different sets of possible actions, interests, constraints and normative convictions. In such a setting with heterogeneous actors, which lobby for or against a given resolution in international law and negotiate the provision of a public good, computational methods such as agent-based modelling (ABM) can tease out the dynamics of the international community and how those dynamics determine the successes and failures of international (environmental) law.

Computational social science approaches create the opportunity to observe which parameters determine the emerging patterns as well as the intermediate steps and actions involved in their generation. They are especially useful in understanding interdependencies between the dynamics of different actors that have different behavioral options available to them and act within different spheres of influence. This leads to complex interdependencies in the design and implementation of international law and global governance processes. As Rajagopal summarizes, ‘[a] social movements approach, [by contrast,] focuses on the actual way political choices are shaped in collective settings, thereby allowing analyses to either ‘scale up’ from the level of individuals or ‘scale down’ from the level of states.’\(^\text{120}\) Simulations of dynamics thus also provide the opportunity to test how local normative realities might be conceptualised in a co-constitutive relationship to global normative change.\(^\text{121}\)

VII. Conclusion

I posit three mechanisms by which the internet and especially social media enable informal civil society movements to impact international law-making either by engaging directly with the international legal sphere or by changing the interest structures of nation-states: (1) bypassing locality – traditional forms of participation within the (democratic) nation-state very much depend on where someone is located, i.e., registered and therefore able to vote or demonstrate. Messaging and social media platforms provide a global reach that can bypass traditional boundaries and constraints of the nation-state. Civil society can directly connect to international actors; (2)

\(^{120}\) Rajagopal (n. 5), 417.

creating normativity – it allows a diverse body of civil society to develop a global normative claim and to carve out the space for this normative claim on the global stage; and (3) changing conditions – in the dynamic and complex international law-setting, these movements change the interests of all international actors: businesses start taking into account different incentives to lobby for stricter standards because their consumers pay more attention; governments are more likely to be at the forefront of progressive treaties if that increases their chances of re-election; civil society organisations might see an increase in membership and funds. These mechanisms are illustrated through the global environmental movement, with Fridays for Future as the central initiative.

With its focus on state actors and international organisations, international law scholarship is missing the opportunity to theorise and empirically examine the influence of the rich variety of actors that shape international law and the environment in which it is made. New developments in text analysis, network analysis, as well as tried and tested methods of process tracing and interviews can help in bridging this gap and have been briefly outlined. Collaborations with researchers in political science, sociology or economics can fruitfully pair novel methods for the study of the law and in-depth understanding of the forces that shape international law.
Strategic Litigation and International Internet Law

Vera Strobel

Abstract The phenomenon of strategic litigation is becoming more global, inter-disciplinary and its prevalence is increasing in various areas of law. This chapter is based on the prima facie definition of strategic litigation as a method using legal means to achieve a change in the interpretation or implementation of the law beyond the scope of an individual case and to bring societal or political change. The internet has played a multidimensional role in strategic litigation activities and their influence on society, international legal scholarship and the development and interpretation of the law. Activities of legislators concerning the internet are under particular scrutiny of the digital internet community and have mobilized mass protests of the public. Internet law and digital rights have become important and ever-growing objects of strategic litigation by civil society as a resort from the political sphere to the judiciary. Based on this background, the chapter briefly analyses strategically litigating NGOs and strategic cases with transnational effects regarding international internet law and digital rights, in particular before European and US courts. NGOs and strategic litigation networks, as well as groups and individuals, have taken action against regulations and practices in the field of the internet; a well-known case is the action of Schrems against Facebook. Actors of strategic litigation are especially increasing their online public outreach activities and using the internet and its capacities for spreading information to raise public awareness. While there is much potential for strategic litigation regarding international internet law, there are also challenges and concerns requiring an examination. Nevertheless, strategic litigation enhances civil society’s impact on law-making as well as the application, implementation and enforcement of international internet law. Moreover, it contributes to furthering an individual right’s centred understanding of internet governance.

I. Introduction

Human rights issues today are becoming more transnational and international due to globalisation and today’s interconnectedness, especially because of the internet. Simultaneously, the so-called phenomenon of strategic litigation is prima facie becoming more global, inter-disciplinary and professional, and it is increasingly common in the field of internet law and in the prevalence of its online public outreach activities. Strategic litigation is a method using legal means to make proclaimed injustices or rights’ violations more visible and attempting to bring societal or political change as well as trying to achieve a change in the interpretation or implementati-
on of the law beyond the scope of an individual case.\textsuperscript{1} Although its exact definition and elements are not uniformly agreed upon, this explanation of the term serves as the basis of this chapter. The phenomenon is also known under the terms of public interest litigation, cause lawyering and impact litigation.\textsuperscript{2}

What is remarkable and new about this form of strategic engagement is not primarily the specific usage of litigation, but its new actors and their approaches,\textsuperscript{3} which have emerged in the last decades, and now influence how violations and individual rights are litigated. This chapter will not discuss strategic approaches in litigation by multinational corporations, like online service providers or digital communication platforms, but will rather focus on actors of civil society. It will analyse one important aspect of the professionalization of strategic litigation by civil society: Non-governmental organizations (NGOs) and strategic litigation networks. The latter can be defined as associations or alliances of civil society actors striving for contributing to a sustainable and effective implementation of human rights through legal means.\textsuperscript{4}

The internet has also played a multidimensional role in strategic litigation activities and their influences on society, international legal scholarship and the development and interpretation of public international law itself. Regarding internet law, international, regional and national guarantees of human and fundamental rights like the right to privacy, the right to protection of personal data, and the sparsely guaranteed and still contested right to access to the internet\textsuperscript{5} have served as an important basis to enable a strategic individual rights approach. As many individual rights guarantees were adopted decades ago, they only rarely contain explicit provisions regarding the internet or the digital sphere. Yet, courts have often developed extensive case-law regarding the internet and digital rights based on a dynamic interpretation of \textit{de lege lata} provisions. Judicial development of individual rights has especially become necessary due to an increase in national, regional, and international law-making regarding the internet, in
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\textsuperscript{3} Duffy (n. 2), 13–19.

\textsuperscript{4} Florian Jeßberger, ‘Research Project ‘Strategic Litigation’,’ available at: https://uni-hamburg.de/.

order to keep up with technological advances and regulate activities within cyberspace.  

The following contribution is not meant as a final compilation, but rather as an impulse for further research in this field. It will focus on three important aspects in this realm: Firstly, strategic litigation with the object of laws regulating the internet. Secondly, the internet as an instrument for strategic litigation. Thirdly, the interplay between these elements. In the first part of the chapter, the role of civil society in law-making regarding the internet is analysed (II.). Afterwards, strategic litigation activities in the field of (international) internet law will be examined based on cases brought forward by NGOs and individuals (III.). Thereafter a focus will be put on the strategic usage of the internet in the context of strategic litigation activities, and subsequently, the interplay between both will be explored (IV.). Finally, based on the research results so far, the potential and perils of strategic litigation in the realm of the internet will be investigated (V.), before concluding remarks are drawn (VI.).

II. Civil Society and Internet Law

In the following, developments in legislation, democratic participation by civil society and litigation with regard to internet rights are described in order to introduce the main topic of strategic litigation. The last decade saw a global surge in the number of laws governing the internet and the digital sphere. With the development and the rapid spread of the internet at the beginning of this century, legislators worldwide saw a necessity to regulate the cybersphere with specific national laws and regulations to combat a legal vacuum that could not be filled by legal regulations already in place. For example, recently, the Network Enforcement Act 7 in Germany and the law on fighting hate on the internet (‘Loi Avia’) 8 in France were passed, both codifying the controversial duty of online platforms to delete certain illegal content. At the same time, supranationally, the EU is working on a Digital Services Act after the General Data Protection Re-
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7 Netzwerkdurchsetzungsgesetz of 1 September 2017 (BGBl. I p. 3352), which was changed by Article 274 of the Decree of 19 June 2020 (BGBl. I p. 1328).
Regulation (GDPR) was passed and has been implemented since 2018. Yet, as the world wide web and access thereto is not confined or confineable within state borders, states have also agreed on and adopted international regulations for cyberspace in the context of international organizations and transnational frameworks.

Alongside with the passing of these laws, which are increasing in number and are becoming more detailed and comprehensive, parts of civil society and NGOs have scrutinized regulations of what they perceive to be their free and equal sphere. Due to more and more daily, social and political as well as economic and professional activities taking place digitally – especially having accelerated because of the COVID-19 pandemic – fundamental human rights like privacy rights and other digital rights essential for a liberal democracy are increasingly vulnerable and at risk of infringements. Cases of influence on politics and interference with democracy through the usage of social media platforms, and increasing legislation for expansive government surveillance are only a few examples of the recent alarming developments regarding such vulnerabilities of individual rights and democracy. Additionally, civil society has critically monitored the activities of transnational corporations active in cyberspace. Consequently, when perceiving activities of legislators or corporations concerning cyberspace as a violation of their rights or of other laws, the digital internet community has mobilized mass protests of the public. An example of such protest and their impact are the civil mobilization and protest against the Draft Article 13 (now Article 17) of the EU’s Directive on Copyright in the Digital Single Market in 2019. In the context of which civil society tried to have some of the substantive regulations chan-

Another example are marches against the Anti-Counterfeiting Trade Agreement (ACTA), which was supposed to establish an international legal framework for targeting *inter alia* copyright infringement on the internet in 2012, but which has not entered into force due to a lack of ratification after mass protest and petitions.14  

Moreover, in taking action against regulations through democratic participation, not only politically, e.g. in the form of protest and petitions regarding internet law, cracking down on laws has taken the form of legal action. Besides civil society, the affected multinational corporations also resort to speaking out and lobbying against planned law-making, and if that does not satisfy their demands, they sometimes utilize litigation in order to combat regulations of their activities.15 When legal action goes beyond a single individual case, is supposed to have implications for a broader dimension, and litigation takes place in order to reach certain legal or socio-political aims, it can be classified as strategic litigation. The targeted resort to a specific forum with a particular selected case constellation and a predetermined approach is also a characteristic of strategic litigation. Recently, this method has become more common, especially in the field of internet law – as will be shown on the basis of the discussed cases below – simultaneously with the acceleration of law-making described above.

### III. Strategic Litigation in Matters of Internet Law

Before analysing cases, NGOs and strategic litigation networks in the field of litigation regarding international internet law, it should be noted that the cases illustrated mainly focus on domestic and European regulations with an inherent transnational component. The reason behind this prevalence of cases is that there is no international court for individual rights claims regarding internet law or digital rights and only very fragmentary regulations awarding individual rights in transnational internet law. Ne-
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15 See e.g., James Vincent, ‘European Wikipedias have been turned off for the day to protest dangerous copyright laws,’ 21 March 2019, available at: [https://theverge.com/](https://theverge.com/); ECJ, *Google LLC. v. Commission nationale de l’informatique et des libertés (CNIL)*, judgment of 24 September 2019, case no. 507/17, ECLI:EU:C:2019:772.
vertheless, most of the largest IT service providers are active on a pan-European and global level.\textsuperscript{16} Even though, e.g., the EU’s GDPR only applies to IT operators that act within the European single market,\textsuperscript{17} many global providers have adapted their regulations, standards and practices to implement the EU’s regulations.\textsuperscript{18} The same worldwide effect is expected for the EU’s new copyright directive when implemented in the Member States.\textsuperscript{19} This phenomenon of establishing a \textit{de facto} high global standard through unilateral legislation by the EU is called the ‘Brussels effect,’\textsuperscript{20} named after the comparable ‘California effect.’\textsuperscript{21} This process of externalizing the EU’s standards outside its Member States through single market mechanisms is also driven by numerous global providers operating subsidiaries within the EU for non-EU markets.\textsuperscript{22} Thus, strategic litigation within the EU directly or indirectly against its regulations as well as against EU frameworks with third states or national implementation thereof is able to produce transnational and global implications and can lead to a change of legislation and practice regarding the internet worldwide.

One of the oldest NGOs active, \textit{inter alia}, in the field of litigating digital and internet rights is the American Civil Liberties Union (ACLU). It was founded in 1920 to defend and preserve rights and liberties in the US.\textsuperscript{23} The ACLU has been active with targeted impact litigation in many cases, including, \textit{inter alia}, freedom of speech and distribution via the internet.
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in *Reno v. American Civil Liberties Union* in 1997 and internet services providers’ obligation to reveal private internet access information to the government in *Doe v. Holder.* Important cases have also emerged in the context of government surveillance of internet activity and communication in *American Civil Liberties Union v. National Security Agency* and by the Center for Constitutional Rights (CCR), another US-based legal advocacy organization, in *Center for Constitutional Rights v. Obama.*

In a pending case, the ACLU and the Electronic Frontier Foundation (EFF) are seeking access to a judicial ruling reportedly finding that the US Department of Justice cannot oblige Facebook to alter its Messenger to allow for the FBI to conduct investigative wiretaps. The EFF is a leading NGO, active – according to their mission – in defending civil rights and liberties in the digital sphere, predominantly in the US. Strategic cases of the EFF, which they conduct under the name of impact litigation, comprise issues in the field of privacy, security and free speech in the online world. While the cases mentioned so far are national US cases, due to many of the digital service providers operating from the US and digital communication as well as government surveillance not halting at domestic borders, the consequences also have a far-reaching global dimension.

The strategic turn to the courts has also led to individuals taking action against regulation in the field of the internet, even though legal action is not always taken originally in order to achieve a landmark strategic case. A well-known case is *Schrems* in the context of Facebook and EU law.
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the *Schrems I* case, the European Court of Justice (ECJ) invalidated the European Commission’s Decision 2000/5205 (‘the Safe Harbour Decision’) in 2015 in light of Article 7, the right to the respect for private life, Article 8, the right to the protection of personal data, and Article 47, the right to an effective remedy and to a fair trial, of the EU Charter of Fundamental Rights. The Commission’s Decision allowed for data transfers between the US and the EU, declaring that the US provided for adequate safeguards for data protection. This decision was based on the Safe Harbour framework, which consisted of data protection principles for US companies.

In the following *Schrems II* case, the ECJ declared the Decision 2016/1250 on the adequacy of the protection provided by the EU-US Data Protection Shield as invalid in July 2020. The ECJ examined the Decision in the light of the requirements by the GDPR and the EU Charter of Fundamental Rights guaranteeing respect for private and family life, personal data protection and the right to effective judicial protection. The court decided that the limitations on the protection of personal data in US law for transferred data from the EU are not confined in a way essentially equivalent to EU law. In the court’s view, the surveillance programmes based on those provisions are not proportionally limited to what is strictly necessary. Additionally, the ECJ ruled that the Ombudsperson mechanism referred to in Decision 2016/1250 does not provide data subjects with any cause of action before a body which offers guarantees substantially equivalent to those required by EU law. Yet, the court found the Commission Decision 2010/87 on standard contractual clauses for the transfer of personal data to processors established in third countries to be valid. This case shows that national internet law, here US law, in combination with international frameworks or conventions as well as supranational or international organizations, is not only a domestic matter but has important European and international implications and consequences.

*Schrems* was supported by the non-profit organization NOYB – European Center for Digital Rights, which was founded in 2017. NOYB uses
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targeted and strategic litigation to enforce the right to privacy and digital rights. It predominantly works on cases against multinational corporations active in the EU.\textsuperscript{36} Another example of its cases is the filing of complaints against Google, Instagram, WhatsApp and Facebook due to an alleged violation of the GDPR,\textsuperscript{37} thus, illustrating the potential power of individuals and civil society associations through litigation regarding international internet law.

Besides individual approaches, social movements can also seek collective legal solutions and therefore resort to strategically litigating NGOs. In the following, European actors within this field will be examined. Similar to NOYB, the non-profit Digital Rights Ireland has litigated a strategic case regarding EU law and achieved what they call a ‘landmark success’\textsuperscript{38} when the ECJ declared the EU’s Data Retention Directive\textsuperscript{39} as invalid in 2014.\textsuperscript{40} The Directive was set out to harmonize the retention of certain data by providers of electronic communications services or communications networks. The ECJ had to decide on the validity of the directive after being asked to determine this question by, inter alia, the Irish High Court, where Digital Rights Ireland had sued the Irish authorities regarding the legality of their measures.\textsuperscript{41} The ECJ found the directive to encompass a wide-ranging and particularly serious interference with the fundamental right to respect for private life and the right to protection of personal data of the EU Charter of Fundamental Rights.\textsuperscript{42}

In Germany, one focus of the litigation organization Society for Civil Rights (Gesellschaft für Freiheitsrechte; GFF), initially operating primarily
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on a national level, is data security, informational freedom and privacy. In 2019, the GFF declared copyright law and freedom of communication to be a focus of their work in the context of their project ‘control ©,’ in which they want to have individual rights issues decided by courts and critically examine the drafting and implementation of internet law, especially regarding the EU’s Copyright Directive. In November 2020, the NGO published a study on Article 17 of the Copyright Directive in the form of a fundamental rights assessment. In their study, they find that the regulation does not include a fair balance between intellectual property rights, the freedom of expression and information of platform users, their right to protection of personal data and the freedom of platform operators to conduct a business, thus violating fundamental rights of the EU’s Charter. Even though the GFF is a primarily national actor, it takes into account possible international dimensions of their cases. In the context of national laws implementing EU law, especially regarding the EU’s copyright directive, a European dimension of the GFF’s work is clearly visible. One case which the NGO calls a big success is the action against parts of the law regarding the surveillance powers of the German Federal Intelligence Service. With its decision of 19 May 2020, the German Federal Constitutional Court declared the constitutional complaint, initiated and coordinated by the GFF, as successful and pronounced the German law regulating the surveillance powers of the Federal Intelligence Service in their current form regarding foreign telecommunications as violating fundamental rights of the Basic Law. Even though the case is primarily centred in German constitutional law, the litigants, as well as the court,

47 Reda, Selinger and Servatius (n. 46), 52.
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also considered international law arguments in regards to the surveillance of internet communication abroad on the basis of international human rights and human rights within the scope of the European Convention on Human Rights.⁵⁰

The GFF works in close cooperation with the above-mentioned NGO EFF.⁵¹ Other partners of the GFF and simultaneously NGOs active in the field of national and international internet law are, inter alia, European Digital Rights (EDRi), the Humboldt Law Clinic Internetrecht (HLCI), La Quadrature du Net, Netzpolitik.org and Privacy International. These NGOs are all non-profit organizations active in the field of digital rights and civil liberties in the cybersphere. Privacy International is an NGO based in the UK, which uses strategic litigation as one of the various methods to combat violations of privacy rights.⁵² In their cases regarding internet law, they have litigated before British domestic courts, the ECJ and the ECtHR against, most prominently, surveillance of the government.⁵³ La Quadrature du Net is a French NGO which engages strategically against the legislation as well as activities by the government and by corporations which it perceives as infringing fundamental freedoms in cyberspace.⁵⁴ An example thereof are the critical observations before the Conseil Constitutionnel in the context of the above mentioned French Loi Avia,⁵⁵ that was then declared unconstitutional by the Conseil,⁵⁶ which the NGO perceives as a success.⁵⁷ Due to similar laws or legislative plans in Europe and planned EU legislation in digital services as well as human rights

---

⁵⁰ Constitutional Complaint of the Legal Representative working in cooperation with the GFF, available at: https://freiheitsrechte.org/bnd-gesetz-2/, 46–48; Federal Constitutional Court of Germany, judgment of 19 May 2020, 1 BvR 2835/17, paras 96–103.
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guaranteed by the European Convention on Human Rights, these national cases have implications far beyond one state’s borders. Thus, besides already pending or decided cases, the growing number of legal activities of legislators regarding the internet as well as transnational cooperation both show the possibilities and potential for strategic litigation in the future. As a dynamic between legislative processes and civil society can be observed in the form that if a certain aim cannot be achieved or a planned regulation cannot be prevented by actors of civil society, recourse from the political process to the judiciary is sought in order to reach the intended outcome for internet rights.

Over 30 privacy and digital rights non-profit organizations all over Europe involved in strategic litigation and other activities like lobbying and campaigns in the field of digital rights and internet law have joined forces in the non-profit organization European Digital Rights (EDRi) based in Brussels. It is active in the fields of data protection and privacy, surveillance, copyrights and net neutrality and with campaigns, e.g., regarding the GDPR and its implementation in the EU’s Member States. Therefore, it submits interventions, amicus curiae briefs and expert opinions in national, regional and international proceedings, and provides legal support to partners and clients. Besides litigating non-profits, organizations working in the background with research and the gathering of information are also important aspects regarding strategic litigation of internet rights.

Internet law and digital rights are also litigated in the Global South, where public interest litigation has long been established in countries like India, Pakistan and South Africa. Among others, in some states of South and Southeast Asia as well as Africa, strategic public interest litigation has been used especially in defence of the freedom of expression online and against internet bans. A remarkable case that could also be classified as strategic is the one of The Gambia v Facebook, Inc. before the US District Court for the District of Columbia to get access to information in the
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context of the ongoing case *Application of the Convention on the Prevention and Punishment of the Crime of Genocide (The Gambia v. Myanmar)* before the International Court of Justice.\(^\text{62}\)

After the examination of these NGOs’ and individuals’ activities regarding internet law, a short insight will be given into how NGOs finance these activities in order to examine which actors enable strategic litigation financially and what motives might be behind certain activities. Besides donations and supporting memberships, grants are an important source of revenue for non-profit organizations.\(^\text{63}\) The Digital Freedom Fund (DFF) is an NGO which also awards financial grants to strategic litigators for cases in all Council of Europe Member States and engages in skill building and networking.\(^\text{64}\) The NGO is based in the Netherlands and sees its mission in supporting strategic litigation to advance digital rights in Europe. DFF works in the field of digital rights, which they define broadly as human rights applicable in the digital sphere and encompassing rights and freedoms concerning the internet.\(^\text{65}\) NGOs the DFF has supported in their case work are, for example, the GFF and epicenter.works regarding a lawsuit against the EU’s Passenger Name Records Directive 2016/681, which requires airlines to automatically transfer passengers’ data to government centres.\(^\text{66}\) The NGO epicenter.works is an Austrian non-profit advocating for fundamental rights in the digital age as well as equal rights regarding the internet and a self-determined usage thereof.\(^\text{67}\) In this context, they also use strategic proceedings before national and European courts to achieve their goals.\(^\text{68}\) Another case, which the DFF has financially supported, is litigation against the government’s use of an automated surveillance system, named System Risk Indication (SyRI), in the Netherlands by, *inter alia*, the Dutch non-profits Public Interest Litigation Network and Privacy
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First. In this case, The Hague District Court found that the law enabling SyRI violates international human rights guarantees, namely Article 8 of the European Convention on Human Rights, which protects the right to respect for private life. In the Netherlands, strategic litigation on the basis of international law is possible through domestic regulations.

Thus, a certain independence of strategic litigation networks, as well as their activities and strategies, can be observed, while they at the same time have to rely on donations, supporting memberships and grants awarded for action in special areas with certain legal, political or social narratives and goals. Additionally, financial transparency is an important aspect of many strategic litigation networks.

To conclude, laws regulating the internet have globally become an important and ever-growing object of scrutiny through strategic litigation, especially when lobbying and protest by civil society and internet platforms during the process of law-making are unsuccessful. Strategic litigation has therefore led to a professional legal engagement of civil society monitoring the making, application, implementation and enforcement of national and international internet law. Transnational connectedness of actors leads to the forming of new cooperation and support in cases or campaigns, multiplier effects and an exchange of important learning experiences. Nevertheless, strategic cases do not only focus on internet law and digital rights, but on many different fields of the law, most often based on individual rights. In these cases, the internet plays an important role, not necessarily as an object for strategic litigation, but as an instrument in strategic litigation activities. The latter will be closely examined in the next chapter.

IV. Usage of the Internet for Strategic Litigation

Strategic litigation activities of individuals, NGOs or strategic litigation networks rely on the usage of different instruments. Besides legal and procedural means within proceedings before a court, lawsuits and other

70 The Hague District Court, judgment of 5 February 2020, C/09/550982 / HA ZA 18–388.
complaints, an important instrument consists of public outreach activities via the internet. In this kind of public relations work, especially the internet and its capacities for spreading information are utilized to raise public awareness. In this context, individuals and NGOs use their web presence and engagement in social media to raise awareness of the cases at hand, their work, ongoing legal proceedings and their demands on how courts should rule, what the legislator needs to change about existing laws or what the authorities need to do differently in their application of legal regulations. Apart from awareness-raising and education, the strategy is built on the multiplier effect and public pressure through the conscious and targeted usage of the cybersphere. The internet is also essential in strategic litigation for communicating with clients, lawyers, legal representatives, partner organizations and building networks. Information technology has thus helped in overcoming a major communication barrier, especially in international and transnational strategic litigation. Consequently, it is contributing to the growth and spread of strategic litigation.

Simultaneously, democratic participation nowadays is becoming more and more digitalized, especially during the current COVID-19 pandemic. New technology has provided faster and more effective ways to communicate, seek like-minded individuals, express one’s opinion, opposition or support and protest online. Even civil disobedience has taken up new forms in the digital world. Thus, digitalization offers new platforms for strategic litigants to spread information and to point out perceived injustices. This form of changing public opinion through case-based activities and publications is one important aspect of strategic litigation. An example of the usage of the internet as an instrument in strategic litigation are the outreach activities of the European Center for Constitutional and Human Rights (ECCHR) during the trial against two suspected members of the Syrian regime. Besides a trial monitoring on its website, different online publications and participation in different virtual formats, it uses

different social media platforms to promote its case work. Another example are the internet activities by the NGO Earthjustice in the context of the complaint before the Committee on the Rights of the Child on climate change. The German-based GFF also uses its website, social media and professional platforms to showcase its activities. The same applies to many other NGOs active in strategic litigation. Generally, public outreach campaigns and PR before, during and after strategic litigation have become an important element of case work. These activities are oftentimes not carried out by NGOs or litigating representatives themselves, but instead, professionals or professional NGOs specialized in press communication are hired. The impact of these PR activities, especially through the internet, can be remarkable.

Yet, it is to be noted that this kind of usage of the internet does not reach all areas of society, given that a reception of such information requires access to the internet and being a user or reader of the respective (social) media platforms. Thus, the recipients of this strategic engagement are especially the generations with a certain cyber literacy and an openness to social media. Internet and computer accessibility can also have many barriers, especially in cases of disability or impairment and in cases of internet censorship. Besides that, a socio-financial aspect through the necessary infrastructure of an internet connection and the necessary devices is to be taken into account, which leads to some sectors of society being excluded from this information, especially in countries of the Global South or through surveillance and internet restrictions. This phenomenon of unequal access and usage of internet communication technologies is called the digital divide. It also has a gender aspect which has to be taken into account.
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account.\textsuperscript{80} Causes for such gender-based discrepancies are obstacles to access, socio-economic reasons, and lack of technological and digital literacy, gaps in education, inherent biases as well as socio-cultural norms.\textsuperscript{81} Consequently, existing inequalities are reflected in a digital divide, transposing offline divides into the digital space.\textsuperscript{82} In order to combat some of these issues, there are also projects in a place like ‘Decolonising Digital Rights’ by the DFF.\textsuperscript{83} Another important barrier is the language and complexity of legal matters. Besides the digital divide, another key factor is knowledge about one’s own rights in the sphere of the internet. Here (online) education campaigns set out by NGOs active in the field to inform internet users play an important role.\textsuperscript{84}

Additionally, it is to be pointed out that strategic litigation is not only used in the public interest, but also in the context of strategic lawsuits against public participation (SLAPPs).\textsuperscript{85} This phenomenon often recurs in the context of online activities by NGOs and so-called internet speech. These lawsuits took place, e.g., regarding activism in cases of Amnesty International and Greenpeace.\textsuperscript{86} Thus, the usage of the internet for public interest litigation or political campaigns has itself become a target of strategic litigation. Recently, campaigns and litigation against these national and transnational SLAPPs by affected NGOs and allies have grown.\textsuperscript{87} Legislative measures and judicial procedure reforms are being demanded for
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a containment of the increasing phenomenon in order to change this practice which supposedly endangers public interest in the name of economic interests.\textsuperscript{88}

Besides civil society as a whole, it is to be examined more closely what influence the strategic engagement through the usage of the internet has on international legal scholarship. Particularly noteworthy in this context are the ways in which strategic litigants seek connection to international legal scholarship and what influence this can have or already has on legal positions within international legal scholarship. NGOs active in strategic litigation cite as an aspect of their activities the engagement in legal scholarship.\textsuperscript{89} Such activities often consist of publications in relevant journals, books or blog contributions. The latter is an important instrument for giving impulse, raising awareness and stating one’s opinions. In the long term, this engagement in international legal scholarship can lead to changing legal opinions and positions, e.g., in the interpretation of legal regulations in public international law or regarding accountability for human rights’ violations which might then influence law-making and the judiciary. One example is the online symposium by Verfassungsblog.de on international supply chains as well as responsibility and liability therein, while the German government is working on a draft of a law regulating supply chains.\textsuperscript{90} Additionally, members of NGOs often participate in real life or online discussions or give interviews to influential newspapers on the relevant topics, which can also influence international legal scholarship and bring attention to certain issues. Furthermore, strategic litigators are oftentimes legal scholars themselves participating in establishing chains of argument in cases, writing lawsuits and appearing in court.

Another new digital method for strategic litigation is legal enforcement through legal tech. A massive surge of lawsuits through digital automatization can also act as a strategy in trying to enforce certain rights and in attempting to accomplish a broader change in administrative or business behaviour or policy.\textsuperscript{91} Access to legal tech instruments for (potential)
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clients often takes place through the internet by online forms enabling quick legal reviews of claims. Legal tech platforms additionally oftentimes inform digitally and publicly about the rights and legal possibilities one has in certain situations, mostly within the realm of the specialization of a legal tech business. Thereby, obstacles to access to justice are easier to overcome.92 Digitalization has thus enabled the emergence and rapid growth of legal tech mechanisms. Yet, the economic motives and dynamics for achieving this form of legal mobilization need to be considered.

After having examined the internet as an instrument of strategic litigation networks’ activities and the internet’s legal regulation regime as an object of strategic litigation separately, a significant mobilization takes place in cases where an interaction of the two aspects occurs. Namely, in cases whose object of strategic litigation consists of (international) internet law and the method of mobilizing the public through intensive digital activities in cyberspace is applied. The cases of Schrems are a prominent example of this effect. Oftentimes NGOs attempt to make use of PR and media campaigns and activities to vocalize their demands or bring attention to issues of present internet regulations or lack of data protection before turning to the courts. If this is done to no avail, NGOs active in strategic litigation often use the internet during their court cases in order to spread further awareness and create pressure not only on the judges who seem less likely to be influenced by media attention due to their independent role, but more so on government, parliament and large corporations to change legislation or practice. The benefits of this kind of mobilization, as well as dangers arising thereof, will be discussed in the next chapter.

V. Potential and Perils of Strategic Litigation regarding Internet Law

When looking at the legal outcome and the impact of strategic litigation regarding internet law, the possible effects on affected individuals and their rights as well as on the law must be stressed. Strategic litigation can lead to legal mobilization whereby an unlawful or unconstitutional application, interpretation or implementation of legal regulations or laws regarding cybersphere can be changed or a change enforced.93 Besides

92 Ibid., 67–71.
93 NOYB, ‘Making Privacy a Reality, Public Project Summary,’ available at: https://noyb.eu, 16–17; Duffy (n. 2), 59–60.
achieving that laws, governmental or corporate practices are declared (partly) unconstitutional, unlawful or in violation of European or international law, another advantage consists in the participation of individuals and NGOs in the development of the law.94 Additionally, litigants can force the legislative to reform the law, the government to change policy and companies to change their practice.95 Thus, as the above-mentioned cases and judgments illustrate, participation mechanisms and networking capacities – through the format of strategic litigation – enhance society’s impact on law-making, application and implementation of internet law. In the case of internet law, strategic litigation is thus able to contribute to a liberal, individual right’s centred understanding of internet governance.

Nevertheless, a success through the strategic engagement of the courts is not always guaranteed. While dismissals by lower courts are not as far-reaching and often act as an enabler of legal action before higher courts, dismissive decisions by higher or the highest competent courts can lead, in the worst case, to a deterioration of individual rights or at least prevent future legal action in similar cases. In many cases, national courts, European and other regional courts have rejected lawsuits regarding internet law and not found a violation of fundamental or human rights. For example, a lawsuit against the German Network Enforcement Act was found inadmissible for procedural reasons, thus upholding the alleged ‘privatization of censorship’.96 In the cases of the ACLU and the CCR against government surveillance, the courts also dismissed the lawsuits, yet they can be seen as part of a wider social and political transnational movement against executive surveillance of digital communication.

However, legal change can also be accomplished without success before court, as it might be brought about through the legislator or authorities. Moreover, losing in court does not always mean that no positive impact has been made by litigating.97 Through a court case concerning internet regulations, awareness of the media and the public can be raised, especially if this litigation is accompanied by a campaign addressing the general public

94 Duffy (n. 2), 61–62.
95 Duffy (n. 2), 63–65.
or the affected internet community. Additionally, the accountability of the government or of multinational digital corporations for their practices and policies, as well as the results thereof, can be enhanced. Thus, a loss can be an impetus for long-term change. Besides this outcome, a certain influence on future law-making through public and political pressure is not to be underestimated. Additionally, court proceedings can also serve as an important step towards getting access to information, which has previously been confidential, as a learning experience for the involved litigating actors and as a necessary precondition to submitting the case before higher, supreme or regional courts as an exhaustion of (domestic) remedies. Still, a major difficulty for strategic litigation regarding international internet law is the overwhelming lack of international courts or bodies with competences for individual complaints regarding regulations of international conventions as well as regarding international lawsuits against non-state actors like multinational companies.

Beyond the direct legal and regulatory outcomes, strategic litigation can sometimes change policies and practices by holding those in charge accountable. Moreover, through campaigns before, during and after strategic litigation, public awareness is raised and influenced through public debate. Besides the general public and oftentimes the respective affected internet community, a potential impact on international legal scholarship is to be acknowledged, especially regarding academic involvement with publications and cooperation with universities and law clinics. Digitalization in this regard has a certain influence as especially law blogs and social media activities of academic institutions, chairs, professors and legal scholars have increased, thus enabling a digital interaction and discourse on the regulation of the internet.

Nonetheless, strategic litigation is criticized for causing issues in regards to the democratic legitimacy of court decisions and the separation of powers due to the recourse to the judiciary in order to influence laws and policies originally in the constitutional competence of the legislative

---
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as well as raising problems for national sovereignty. However, seeking recourse to the courts through fundamental or human rights for review of laws and practices is also part of constitutional procedural rights and often guaranteed by regional human rights instruments. Criticism is to be set aside in most cases where only an interpretation or clarification of laws is sought, which is the constitutional competence of courts. Attempts to overturn democratically passed laws or achieve law-making in certain areas for political reasons need to be further researched following the constitutional issues it raises. Nevertheless, it has to be examined carefully whether a claim or application is deemed to pose questions of democratic legitimacy and resulting court decisions are seen as overstepping the separation of powers.

Using legal instruments for strategic litigation can also perpetuate existing hegemonic structures by its recourse to the law, which also might enshrine certain inequalities and uphold them through the usage of the internet and access thereto. In court proceedings, the procedural legal regulations must be respected, and the claimed rights and matters have to be proven with sufficient evidence. Furthermore, one must pay attention to NGO activities. Often NGOs primarily from the Global North represent claimants from the Global South, especially in cases with a high level of public attention in the online sphere. In the following, these activities are examined in order to point out the socio-legal impacts this dynamic can have and already has. One element in the approach of strategic litigation consists of NGOs or other associations actively looking for or selecting possible plaintiffs they can then represent or for whom


they can use their developed legal strategy and legal arguments in court or before authorities. Thus, the claimants and their rights have a certain predetermined role; they act as the enabler of strategic litigation. This can lead to issues like a collision of interests, especially regarding settlements, completely different starting positions, an instrumentalization of individuals and their rights for political or legal motives far beyond the respective case, a disproportionate psychological toll, excessive demands and disappointed hopes. Therefore, it is important to have a common understanding and mutual respect as well as a clearly defined mandate. Yet, it seems as if most NGOs have a proficient understanding of the power dynamics of the law and its institutions as well as social power structures of which they are a part of and in which they operate. These power structures and power dynamics are also present in cyberspace and NGOs’ activities operating therein. Additionally, NGOs display a careful operation in their field and behaviour, attentively listening to people’s stories and seeking cooperation with NGOs’ and activists on the ground, not acting like the ‘saviours’ from the Global North for ‘victims’ in the Global South. Yet, they cannot overcome the power dynamics and requirements national and international law set out.

Nevertheless, besides the dangers of strategic litigation, there is also potential which should not be neglected. Increasingly, funding strategic litigation by donors and foundations has not only become an altruistic and philanthropic investment joined by initiatives and non-profits awarding grants with large sums, but it is also increasingly motivated by the will to achieve certain results according to a determined vision of the content of law and policy. This has also led to a demand for detailed evaluation and impact assessment of the recipient NGOs’ activities. Non-profits like the DFF have made attempts in developing a framework to methodically monitor and measure the impact of strategic litigation in the field of digital rights. Yet, independent socio-legal research is necessary for an extensive impact evaluation in this and other fields of strategic litigation in

107 See as one example ECCHR, ‘New Perspectives on the Law: Decolonial Legal Critique and Practice,’ available at: https://ecchr.eu.
order to enable the judging of consequences this form of engagement of civil society has on the law and beyond.

VI. Conclusion

This chapter has focused on strategic litigation regarding global dimensions of internet law and its implications. It has provided an overview of different strategic litigation networks, NGOs and individuals as well as their strategic cases, activities and outcomes. Strategic litigation has, in a few cases, been effective in the regard that it has pushed towards taking human rights aspects more holistically into account in areas of international and national internet law. Even in cases where litigation was not successful in the sense of an intended judicial outcome, public attention was drawn to digital rights aspects. However, this mobilization was not always enough to lead to a change in practice, policy or legal regulations. A broader and more detailed analysis of and research on the specific impacts of strategic litigation on public international law would be necessary, but would reach beyond the scope of this contribution. While strategic human rights litigation and public interest litigation in other fields have increasingly become a topic for in-depth research, strategic litigation regarding internet law and digital rights has been largely academically unexplored, leaving room for future research. An analysis in this sense could build on studies and research in the field of the internet and society. As the development of the internet and its capacities are ever-evolving, so is the dynamic field and potential for strategic litigation and research therein.
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