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INTRODUC TION

The Future of Russian Studies

The articles in this issue of the RAD explore transformations of the Russian Studies field. Some of these were already 
under way before Russia’s full-scale invasion of Ukraine but have been accelerated by the war and its impact on the 
field. The approaches identified here include the need for a thicker conceptualization of Russia that gives the floor to 
more interpretative methods and seeks to refine existing approaches; an expansion of the tools used to study Russia, 
including digital techniques and open-source data; and the need for horizontal cooperation platforms to deal with 
the new Iron Curtain. 

The concepts and methods analyzed here add to the discussion of how to study Russia recently published by the 
journal Post-Soviet Affairs and are at the core of the recently launched Russia Program at the George Washington Uni-
versity. We hope they will stimulate new and more nuanced discussions of how best to understand what is happening 
in Russia today and the key drivers shaping its future development. 

ANALYSIS

Russian Studies’ Moment of Self-Reflection
Marlene Laruelle (George Washington University)

DOI: 10.3929/ethz-b-000600973

Russia’s war against Ukraine has generated seismic 
waves for the Russian Studies field. These are largely 

driven by a need for collective reflection on the field’s 
systemic features, place in global academia, internal 
imbalances, and blank spots.

This is not to say that the field has “failed” and 
should embark on all-out self-blame. First, faced with 
the accusation of a “failure to predict” the war, one can 
argue that prediction is not the primary mission of social 
science, and that the field of Russian political-military 
studies did in fact accurately predict the military inva-
sion. Second, as Frye has demonstrated, the field has 
made major scholarly achievements, especially when it 
comes to integrating some aspects of post-communist/
post-socialist “area studies” with statistical, experimental 
methods and the segment of comparative political sci-
ence that has been influenced by political economy. Still, 
some structural features of the field cry out for intro-
spection, especially during periods of exogenous shocks; 
the Post-Soviet Affairs special issue of late 2022 provides 
a masterful display of the fertility of such an exercise.

The first feature that appears central is the field’s geo-
graphical siloing and power hierarchy. At least in the 
social science domain, Anglophone Russian Studies are 
largely autarkic, existing with little knowledge of (or at 
least reference to) what is produced outside of the Eng-
lish-speaking world. The very limited references made 

to the Russian-language literature belie the richness of 
Russian publications, as any visit to such Russian intel-
lectual hotspots as the Falanster bookstore in Moscow 
would have shown—at least until the onset of the full-
scale war. And this does not even take into account what 
is published in Russia’s regional capitals, whose publish-
ing markets are segregated from those in Moscow and 
St. Petersburg. Even within so-called “Western” acade-
mia, publications in French, German, and other national 
languages rarely transcend their national borders to be 
engaged by the English-speaking literature. By contrast, 
history and literature seem to have been better able to 
integrate locally produced scholarship.

A second feature is that in contrast to old “Soviet-
ology,” social scientists working on contemporary Rus-
sia are rarely invited to train in and enter into dialogue 
with the humanities. How many U.S. political scien-
tists studying Russia have read Viktor Pelevin? More 
globally and more structurally, social sciences strug-
gle to put into practice their self-proclaimed commit-
ment to multidisciplinarity, or at least crossdisciplinarity. 
Segments of Anglophone political science on Russia, by 
stressing the need for causal identification study designs, 
have contributed to an overreliance on data from sur-
veys with experimental designs at the expense of inter-
actions with history, cultural anthropology, sociology, 
or geography. Here, too, the segregation is largely inter-

https://www.tandfonline.com/action/showAxaArticles?journalCode=rpsa20
https://therussiaprogram.org/
https://www-foreignaffairs-com.proxygw.wrlc.org/articles/ukraine/2021-11-22/russia-wont-let-ukraine-go-without-fight
https://nationalinterest.org/feature/russian-studies-thriving-not-dying-22547
file:///C:\Users\julia\Downloads\0.1080\1060586X.2022.2148814
https://www.tandfonline.com/toc/rpsa20/current
https://www.tandfonline.com/doi/full/10.1080/1060586X.2022.2164450
https://www.tandfonline.com/doi/full/10.1080/1060586X.2022.2161232
https://doi.org/10.1080/1060586X.2022.2148446
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nal to the “Western” and especially Anglophone realm: 
Russian publications display much deeper cross-disci-
plinary approaches. And except in such marginal sub-
fields as Russia’s Arctic policy, climate change, and sus-
tainability policy, there is even less dialogue between 
the social sciences, geography, and the natural sciences.

A third feature relates to the succession of prisms 
or lenses used on Russia that have created distortions 
in analyses. At least four such prisms can be identified. 
First is a Putin-centric prism that entails looking at Rus-
sia through its president, his professional background, 
his inner circles, trying to identify his ideological gurus, 
illuminating his supposedly “irrational mindset,” or 
offering purely instrumentalist analysis of the regime.

Second is a Moscow-centric vision of Russia in which 
the capital city and its more liberal-minded residents 
obscure regional perspectives, which are often ideologi-
cally more diverse and are generally more nuanced. Sim-
ilarly, internationally well-connected Russian scholars 
from the two capitals are frequently seen as the only 
legitimate “Russian voices” —because they are the only 
ones known in the West and able to speak its language, 
both literally and symbolically.

Third is an ethnic Russian-centric reading of Rus-
sia in which the ethnic minorities who were so inten-
sively studied in the 1990s have become one of the blank 
spots of research. This contributes to the difficulties of 
capturing potentially “hidden scripts” of ressentiment—
aggravated by the general Western lack of knowledge of 
Russia’s national languages and the marginalization of 
identity politics, seen as a “sub-area” that cannot explain 
Russia’s general features.

Last but not least is a Western-centric prism imposed 
on Russia, its regime and society, which are always com-
pared to the West’s as the obvious normative benchmark. 
This approach, which treats the West as the only mirror 
of Russia, blatantly excludes views of Russia from non-
Western perspectives. Scholars from countries neighbor-
ing Russia have increasingly called to be recognized as 

agents in interpreting Russia on the basis of their own 
experiences. Scholars from the Global South, too, look 
at Russia and at the West through their own prisms and 
experiences, including a vivid postcolonial approach.

Where do we go from here?
Acknowledging academic inequalities in knowledge 

production—of which there are many—would be a first 
step. The most obvious starting-point is probably that 
native scholars and indigenously produced work should 
be acknowledged as critical additions to the field that 
cannot be ignored. But there are other knowledge hier-
archies, too: of English-speaking works over non-Eng-
lish ones; of Western-centric views over those from the 
post-Soviet world and from the “Global South”; of polit-
ical science—the “reigning” discipline through which 
(Western) understandings of the Russian regime and 
society are developed—over sociology, cultural anthro-
pology, history, and the humanities.

A second step would be to favor more granular and 
grassroots approaches that would allow for thicker con-
ceptual knowledge. The Post-Soviet Affairs special issue 
shows us the path: it would entail, among other things, 
changing the questions we ask; being cognizant of the 
issues related to aggregative approaches and the need 
to blend survey data with qualitative analysis; going 
back to long-neglected ethnographic methods; looking 
at societal transformations over the course of genera-
tions; focusing on vulnerable segments of the popula-
tion (both classes and ethnic groups); borrowing from 
social psychology to study ressentiment-based politics 
and collective emotions; and opening up to new com-
parative frameworks.

This is a transformative time for the Russian Studies 
field. Russia scholars have the opportunity—and duty—
to both rethink the systemic features of their field and 
to contribute to changing the lenses applied to Russia 
in the hope of contributing modestly to new pathways 
for the peaceful coexistence of the nations that share 
the Europe-Asia continent.

About the Author
Marlene Laruelle is Research Professor and Director of the Institute for European, Russian, and Eurasian Studies 
(IERES) at the George Washington University. At IERES, she directs the Russia Program and the Illiberalism Studies 
Program, as well as co-directing PONARS Eurasia.

https://blogs.gwu.edu/arcticpire/
https://doi.org/10.1080/1060586X.2022.2151767
file:///C:\Users\julia\Downloads\10.1080\1060586X.2022.2151275
file:///C:\Users\julia\Downloads\10.1080\1060586X.2022.2147382
https://postsocialism.org/author/jeryoma/
file:///C:\Users\julia\Downloads\10.1080\1060586X.2022.2156222
file:///C:\Users\julia\Downloads\10.1080\1060586X.2022.2152261
https://therussiaprogram.org/
https://illiberalism.org/
https://illiberalism.org/
https://www.ponarseurasia.org
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ANALYSIS

What Open Source Investigations (OSINT) Can Bring to Russian Studies
Kevin Limonier (University of Paris 8)

DOI: 10.3929/ethz-b-000600973

Abstract
For many years, Open Source Intelligence (OSINT) has been the domain of hackers, journalists, and activists. 
However, it also has the potential to aid researchers focusing on the political or strategic dimensions of con-
temporary Russia. The integration of these methods is urgently needed, as the war in Ukraine—by making 
in situ fieldwork almost impossible—may create a “phenomenological vacuum” that OSINT can help to fill.

1 The French journal Multitudes has dedicated an entire issue to the emergence of such digital “counter-investigations”: https://www.multitudes.
net/category/l-edition-papier-en-ligne/89-multitudes-89-hiver-2022/.

The invasion of Ukraine has deprived many Western 
researchers of the ability to access Russia for the pur-
pose of conducting fieldwork. This is particularly true 
for those working on policy or security issues. For them, 
the impossibility of conducting on-the-ground investiga-
tions, along with the disappearance of independent jour-
nalism within the country, has created a “phenomeno-
logical vacuum” that will be very difficult to fill. In the 
medium term, they could find themselves in a situation 
comparable to what their predecessors experienced dur-
ing the Soviet era, when they could hardly travel to the 
USSR or had access only to falsified data.

Unless a major political shift occurs, the situation 
is likely to persist and gradually impoverish our empiri-
cal knowledge of contemporary Russia. This is precisely 
why we need to think of circumvention strategies, even 
if these will never replace anthropological or sociolog-
ical research in situ. In its day, Sovietology conceived 
many strategies, both good and bad, for overcoming 
the extreme difficulty of conducting fieldwork in the 
USSR. Among these, observation “from the margins” 
of the country (politically and geographically) was pop-
ular and may soon be revived, although this is not rele-
vant to every research topic. Similarly, the use of online 
sources circumvents part of the problem but creates 
others: digital censorship makes Runet, the Russian-
speaking segment of the Internet, a source of informa-
tion to be handled carefully.

However, and this is the paradox of the Russian 
Internet today, it remains a strong vector of eman-
cipation, particularly through the conduct of “digital 
counter-investigations.”1 These investigations, which are 
based on digital footprints collected online, use gaps in 
the network to identify abuses of power, cases of cor-
ruption or political assassination attempts. From the 
Bellingcat investigation that proved Russian culpabil-
ity in the destruction of MH17 over Ukraine in 2014 
to the poisoning of Alexei Navalny in 2020, many big 

Russian stories have been uncovered through the use 
of advanced digital investigation methods known as 
OSINT (Open Source Intelligence). Broadly speaking, 
OSINT refers to a set of methods that make it possible 
to uncover previously unknown information through 
the collection and aggregation of data freely available 
on the Internet. Since the beginning of the war in Feb-
ruary 2022, OSINT has become a widespread practice: 
countless social media accounts have flourished that 
cover the war live, sharing digital traces generated by 
combat or other maneuvers. Elsewhere, the activity of 
the PMC Wagner in Africa is being scrutinized, making 
it possible for journalists and future investigators work-
ing on human rights violations to document Moscow’s 

“return” to the continent.
Overall, open source digital investigation has 

become a genre in itself, practiced by journalists, activ-
ists, and even magistrates to document political, crim-
inal or strategic phenomena. Researchers, meanwhile, 
have not yet taken up these techniques, probably for var-
ious ethical or methodological reasons. However, there is 
a real need to think about the use of digital investigation 
as a strategy for circumventing the dangers and impossi-
bilities of conducting physical fieldwork in Russia.

This is true, first and foremost, because OSINT 
shares with fieldwork a desire to decipher polity and 
power relations. Every day, we use a large number of con-
nected machines (smartphones, computers, connected 
objects) that capture a growing share of our interac-
tions and activities. These omnipresent “sensors” thus 
record and digitize an infinite number of flows through 
which the mots d’ordre (Deleuze) that constitute the very 
essence of power, in Foucault’s sense, are spread. There 
is therefore a need to think of methods for extracting 
and deciphering the relevant flows and metadata to ana-
lyze a given (geo)political phenomenon.

Second, and despite extensive digital censorship, 
contemporary Russia is probably the largest source of 

https://www.multitudes.net/category/l-edition-papier-en-ligne/89-multitudes-89-hiver-2022/
https://www.multitudes.net/category/l-edition-papier-en-ligne/89-multitudes-89-hiver-2022/
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OSINT data one can dream of today. This is evidenced 
by the fact that even the FSB has not been immune to 
investigations, which exposed its attempts to poison 
Navalny. The Russian authorities encourage digital con-
trol (and thus the production of all kinds of databases), 
while being deeply corrupt. This results in a profusion 
of freely accessible leaked data, which are then processed 
by journalists or experts, as has been the case with the 
Navalny poisoning and many others.

Finally, many activities within the vast clientelist 
system that underpins the Russian leadership generate 
metadata, which can then be collected and studied. For 
instance, in a paper published in Post-Soviet Affairs in 
2020, we illuminated the economic and political devel-
opment pattern of the “Prigozhin galaxy” on the African 
continent thanks to a meticulous OSINT investigation. 
Furthermore, Runet’s intermediation platforms allow for 
the collection of more metadata overall than their West-
ern counterparts, making it possible to conduct large-
scale extraction campaigns on VK, Telegram or other 
networks for the purposes of speech or text analysis.

There is therefore enormous potential to study con-
temporary Russian power by analyzing the digital traces 
it generates. However, such “digital fieldwork” cannot 
become mainstream without the development of appro-

priate toolkits for data collection and analysis, as well as 
related methodological frameworks. It is therefore nec-
essary to consider the development of a comprehensive 
toolkit that would allow researchers to crawl, scrape, col-
lect, and analyze data from Runet, as well as from the 
technical bases generally used in OSINT.

This poses a major challenge, as it would require sig-
nificant technical resources, not to mention the danger 
posed by the so-called “sovereign Runet” law (FZ90), 
which gives the Russian authorities the legal means to 
control all Internet traffic entering and leaving the coun-
try. While this vast project of integral network censor-
ship is as yet largely a fiction, it could eventually make 
it impossible to access certain Russian digital resources 
from abroad (which would, in turn, necessitate new 
complex circumvention maneuvers).

Finally, the manipulation of digital traces collected 
on the Runet for academic research purposes raises 
numerous ethical questions that remain as yet unan-
swered. For example, what about the countless data 
leaks from the Russian state apparatus? Although most 
of them are the product of data theft perpetrated by 
hackers, they provide invaluable glimpses of the inner 
mechanisms of power.

About the Author
Kevin Limonier is an Associate Professor of Geography and Slavic Studies at the French Institute of Geopolitics (Uni-
versity of Paris 8). He is also deputy director of the GEODE Research Center and the scientific director of the Rus-
sian-speaking infosphere observatory (French Ministry of the Armed Forces). He was for several years a lecturer in 
geography/geopolitics at the Russian State University of Humanities (RGGU, Moscow). His research focuses on the 
development of new methods of cyberspace mapping and digital investigation (OSINT) in the post-Soviet context. 
His academic blog (in French) is available at https://villesfermees.hypotheses.org/.

https://doi.org/10.1080/1060586X.2021.1936409
https://www.geopolitique.net/
https://geode.science/
https://villesfermees.hypotheses.org/
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ANALYSIS

Area Studies Online? Opportunities and Challenges When Researching 
“Digital Russia” during the War on Ukraine
Johanne Kalsaas (University of Bergen)

DOI: 10.3929/ethz-b-000600973

Abstract
This article addresses the question of how do we conduct ethically sound research in the context of an increas-
ingly violent regime? One possible solution is digital tools since the Russian part of the internet is generally 
open and there are fewer data protections than found elsewhere. This situation presents ethical questions 
that must be addressed. Most importantly, while users may communicate openly and “publicly” online, 
they might still expect this communication to be kept private. Studying Russia’s online space also requires 
addressing issues of censorship and efforts to manipulate information flows.

1 For a more in-depth discussion on the role of ethnographic methods in Russian area studies during times of war, see Morris (2022).
2 While digital ethnography has emerged as “the dominant label” for internet-based interpretive research, qualitative digital methods (QDM) 

encompass a broad range of qualitatively-oriented approaches to digital settings and/or data (from interviews over Telegram to visual anal-
ysis of Instagram posts). QDM can obviously also be combined with quantitative and computational methods. The present discussion nev-
ertheless focuses on qualitative, notably digital ethnographic, approaches to Russian area studies.

Russia’s full-scale invasion of Ukraine in February 2022 has left the field of Russian studies in a state of tremen-
dous shock, prompting broad scholarly discussion about how to carve out a research agenda capable of capturing 

the new realities (Gel'man, 2022). One strain of this discussion relates to ethics: How do we conduct ethically sound 
research in the context of an increasingly violent regime, where much research data (along with the institutions and 
people producing it) emerges from, or contributes to, the regime’s oppressive machinery? This question is pressing not 
least for those of us who rely on anthropological approaches:1 How do we study human activity when this activity 
might either be fundamentally distorted or put people at risk of persecution?

Another line of debate is more pragmatic and methodological in nature: How do we practically conduct immer-
sive research on a Russia we are no longer able to visit? A practice so central to the production of rich, culturally situ-
ated knowledge as classical fieldwork is no longer feasible for most Western scholars. As Putin’s Russia cuts political 
and academic ties with the outside world, previously dominant methodological and analytical frameworks for social 
research are falling short.

In a context where traditional fieldwork seems inconceivable, qualitative digital methods, notably web-based eth-
nographies (Caliandro, 2016),2 are enticing. Various initiatives with a view to creating a Chinese-style “sovereign inter-
net” (Epifanova, 2020; Sivetc, 2021) notwithstanding, the Russian-language Internet, or RuNet, remains a compar-
atively open and accessible source of rich social data. This fact can be explained by two interconnected factors. First, 
the Russian digital sphere long slipped under the government’s radar. Lack of regulation allowed for the development 
of a politically and culturally vibrant new media sphere that was significantly freer than Russia’s traditional media-
scape (Etling, Roberts, & Faris, 2014; Konradova, Schmidt, & Teubener, 2009; Malinovskii, 2013). Second, Russian 
social network sites (SNS) have historically been characterized by far lower levels of concern with data protection and 
privacy than their international—notably American—counterparts (Koltsova, Porshnev, & Sinyavskaya, 2021). Thus, 
the scope, volume, and variety of data available to those studying the Russian segment of the Internet far exceed that 
which is available to Internet researchers operating in Western contexts.

The apparent ease, efficiency, and endless potential of web-based fieldwork can, however, be deeply deceptive. 
Through my own study of public debate on the Russian-language Internet, I have found that fieldwork in cyber-
space comes with its own set of ethical, theoretical, and methodological challenges—ones no smaller or less signifi-
cant than those encountered in traditional, site-based fieldwork. In my research, I combine digital ethnographic and 
discourse-analytical approaches (Androutsopoulos, 2008; Myles, 2020) to make sense of Russian user-driven infor-
mation influence online, specifically surrounding the topic of neighboring NATO member Norway. Building on the 
knowledge that internet discourses are inherently dispersed and distributed (Airoldi, 2018), I explore how the story 
of Norway is told through and by Russian online networks, with the participation of multiple voices in multiple dig-
ital contexts. In my time working within this complex and notoriously elusive fieldsite, I have had several realizations 
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about the possibilities, challenges, and limitations of conducting (qualitatively oriented) Russian studies online. For the 
remainder of this essay, I will sketch out some of these realizations.3

Constructing the Field
Social media and the participatory web have fundamentally challenged the notion of a field site. Certainly, the idea 
that cultures can be studied within a strictly bounded space, as something homogenous and consistent, has proven 
illusory (Burrell, 2017). The quality of the Internet as “fundamentally and profoundly antispatial” (Mitchell, 1996, 
p. 8) goes even further in disrupting traditional approaches to fieldwork. While all research sites are, to some degree, 
constructed, the researcher herself an active participant in the construction of her research objects, this fact becomes 
infinitely more apparent in online environments. In the words of Annette Markham (2005, p. 259), “the boundaries 
of the field become more a matter of choice than in physically located spaces.” Choosing how to demarcate one’s field 
when studying digital culture, which is inherently nondemarcated and networked, is thus a question not only of meth-
odological, but also of ethical considerations.

In constructing my own online research field, the insights of multi-sited ethnography (Marcus, 1995) have played 
a crucial role. Centered around “chains, paths, threads, conjunctions, or juxtapositions of locations” (Marcus, 1995, 
p. 105), this ethnography relies on the practice of following people, conflicts or stories across settings, with the goal of 
unpacking complex, contextually contingent cultural phenomena. Building on Marcus’ initial work, internet research-
ers have since demonstrated the possibilities of “networked” (Burrell, 2017) and even “un-sited” (Airoldi, 2018) eth-
nographies. Through the data collection process, I move between mapping the “meta-fields” of dispersed communica-
tive content aggregated by search engines and social media news feeds, and engaging with the concrete contexts where 
a specific conversation is taking place (see Figure 1).

Figure 1: Example of the Research Process in Discourse-Centered Digital Ethnography When “Following” the Story 
of Norway on the Russian-Language Internet4

3 The scope of this essay does not permit me to discuss at length all possible implications of using qualitative digital methods —specifically 
digital ethnography— in the field of Russian studies. Rather than a thorough review, the essay should be read as a potential starting point 
for future scholarly reflection.

4 For a more detailed description of this process when researching the story of Russia’s espionage conviction of Norwegian citizen Frode Berg 
in 2019, see Kalsaas (2021). 9
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I have found this mobile, fluid approach especially valuable when rethinking how propagandistic communication func-
tions in Russia’s new information environment. Frequently conceived of in terms of the Soviet-era media monolith, 
where influence efforts were controlled and orchestrated from above, my findings instead point toward a far more 
decentralized, networked, and participatory practice (see also Asmolov, 2019). This contribution to knowledge relied 
on moving with the dynamics of online communication, adapting to the affordances of the Internet (just like users 
themselves do) beyond the demarcated field site—not just following the story, in Marcus’ (1995) terms, but also fol-
lowing the medium itself (Rogers, 2013). The importance of not “simply” transposing traditional approaches to dig-
ital contexts but being mindful about how the digital itself transforms the object under study—such as Russian informa-
tion influence—cannot be overstated.

The Private/Public Conundrum
The new media landscape challenges another central concept in social research, namely “the public.” The Inter-
net “blur[s] the lines between public and private spheres,” (Sloan & Quan-Haase, 2017, p. 3) to the point that some 
scholars argue that, in digital spaces, privacy itself is lost (Trufanova, 2021, p. 1). This concern is at the heart of inter-
net research ethics: While users may communicate openly and “publicly” online, they might still expect this commu-
nication to be kept private (franzke & Researchers, 2020, p. 7). This conundrum has been codified in ethical review 
guidelines across the Western world, where “expectation of publicity” is defined as a key principle for working with 
social media data (eg., National Committee for Research Ethics in the Social Sciences and the Humanities (NESH), 
2019). There are, however, no directions as to how this concept should be operationalized, much less as to how differ-
ent cultural settings might influence it.

When working in the Russian online context, the private/public conundrum is complicated by several factors. 
Scholars have long argued that Russia’s authoritarian legacy and other cultural specifics have prevented the develop-
ment of a public language—or even a public sphere (Kharkhordin, 2011; Vakhtin, 2016). While the Russian Internet 
(especially the flourishing blogosphere of the 2000s) could at one point have been argued to serve as an “alternative 
public sphere” (Etling et al., 2014), the regime’s move toward informational autocracy (Guriev & Treisman, 2020)—
and, more recently, unabashed repression of online expression (Freedom House, 2022)—make the situation much 
more bleak. Westernized, liberal-democratic understandings of the public/private divide are thus not easily applicable 
to Russian (or other non-Western) online settings. The global “gold standard” for internet research ethics, the guide-
lines by the Association of Internet Researchers (AoIR), were authored by scholars from American, German, and 
Scandinavian universities (franzke & Researchers, 2020, p. 1). Although built on a commitment to “[…] ethical plu-
ralism and cross-cultural awareness” (franzke & Researchers, 2020, p. 2), these guidelines thus emerge from a very 
specific context, one with its own set of affordances and assumptions.5 Internet researchers operating outside that con-
text might feel themselves to be in something of an ethical blind spot, particularly when it comes to privacy protec-
tion: Can we truly approach online information-sharing in individualistic (eg., American) and more collectivistic (eg., 
Russian) social systems in the same way?

The previously mentioned disparate trajectories of American and Russian platforms when it comes to the “public-
ness” of social data are, I would argue, not a mere “lapse in judgement” on the part of the latter. Rather, they reflect 
substantial differences in (digital) culture: Russian internet users likely have significantly higher “expectations of pub-
licity” than their American or Norwegian counterparts.6 The characteristics of Russian digitally mediated communi-
cation, then, might offer tremendous opportunity to internet researchers—data that, in a Western context, would be 
not only practically impossible but also unethical to collect might be far more easily and ethically accessed in Rus-
sian online spaces.

What Is Real and What Is Fake? Inauthenticity, Censorship, and “Information Warfare”
When doing qualitative research on Russian Internet discourse, a perpetual concern is whether—or, rather, how—
the communication under study is affected by inauthentic activity and other manipulation efforts. This concern is 
admittedly shared by internet researchers across contexts, as content moderation, censorship, and control measures 
(at the hands of multiple actors) increasingly shape digital culture. This presents a fundamental ontological challenge 
and complicates the very notion of empirical observation: What is “real” and what is “fake” online?

5 When mentioning digital platforms where internet research takes place, for instance, the guidelines tellingly highlight Facebook, Snapchat 
and Google (p. 15) — none of which dominate Russian markets.

6 Not least is this due to the aforementioned legacy of RuNet as a space of political communication (see Malinovskii, 2013 for more in-depth 
discussion).
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I would nonetheless argue that this question is especially pressing when researching the Russian online context, 
which has spawned what is arguably the world’s leading social media manipulation industry (NATO StratCom COE, 
2018). Authenticity is a definite concern when studying communication surrounding neighboring NATO member 
Norway: Reports have shown that Russian-language discussions about NATO in Russia’s near abroad on certain social 
media platforms can be all but dominated by bots (Fredheim, 2017). Global social media platforms continue to strug-
gle to identify and remove Russian industrialized influence efforts (Bay & Fredheim, 2022).

On Russia’s native social networks as well, information warfare is a key concern for users, platforms, and the author-
ities. Especially since the invasion of Ukraine and the ensuing lawfare against “fakes about the military operation” (Jack, 
2022), efforts to control online expression have gained massive momentum. Digital discourses are increasingly subject 
to censorship, surveillance, and blatant attacks. More than a government-coordinated crackdown, the Russian Inter-
net is facing a form of participatory information warfare (Asmolov, 2021): The attack on free expression has taken on 
a viral dynamic, with a vast range of “ordinary” users fighting to protect the Kremlin’s discursive dominance online.

The digitally mediated information war puts obvious constraints on the forms of research that can be conducted 
on Russian online discourses. But it also opens new avenues for inquiry: What does “crowdsourced” censorship truly 
look like? How does it affect the authorities to lose control of the propaganda apparatus? How are critical voices adapt-
ing and finding new strategies of resistance under digital authoritarianism? These are only a few of the questions the 
contemporary Russian online environment could allow us to explore. Rather than always attempting to filter out the 
omnipresent manipulation efforts in pursuit of the ever-elusive “genuine” communication, online information war-
fare can itself be a valid and fascinating field of research.

A Way Forward
In the wake of war, increased interest in digital spaces as an avenue for Russian area studies brings both excitement and 
concern to those of us already in the field. On the one hand, there is no doubt that “digital Russia,” as an emerging 
area of research (Gritsenko, Kopotev, & Wijermars, 2021), merits more scholarly attention. We need a broad range of 
disciplinary perspectives, methodological approaches, and research questions in order to make sense of it. As my own 
research has highlighted, however, we must be very careful to avoid treating digital sources and methods as an “easy 
out” of the current restraints on “traditional” Russian Studies. Web-based research comes with its own complex of 
ethical and methodological challenges, which deserve no less consideration than those in other areas of the human-
ities and social sciences. As current circumstances encourage us to move forward with an expanded research agenda 
for Russian area studies online, this insight must be kept at the forefront.

About the Author
Johanne Kalsaas is a PhD candidate at the University of Bergen.
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Abstract
Studies of Russian politics tend to focus on the authoritarian system Putin has created or the heroic actions 
of exemplary individuals fighting against that system. Developing a realistic picture of Russia’s future devel-
opment requires balancing a nuanced understanding of how the system works with a sense of how individ-
uals pursuing their own goals can overcome, evade, and potentially transform the authoritarian strictures 
currently restraining them.

Structure and Agency in Russia
While the U.S. intelligence agencies and the Biden 
administration knew that Russia was going to dramat-
ically expand its invasion of Ukraine in February 2022, 
many Russian analysts—including myself—assumed 
that Russia would not launch a full-scale invasion, for 
two reasons. First, because the negative consequences 
of doing so would far outweigh any benefits. Second, 
because the war would be unpopular with the individ-
uals who make up the population of the Russian Fed-
eration, somehow preventing Putin from going for-
ward with it. Unless there are radical changes on the 
battlefield, however, the war seems likely to continue 
for many years to come. While there are plenty of 
other problems in the world that need attention, Rus-
sia will continue to be important due to its ongoing 
war crimes, its efforts to spread authoritarian govern-
ment beyond its borders, and its potential to cause 
chaos for the rest of the planet. Western leaders must 
understand the future trajectory of this country in 
order to best respond to the threat it poses to global 
peace and prosperity.

Crucial to this understanding is a sense of the com-
parative ability of individuals and larger historical forces 
to shape events in Russia. The first anniversary of Rus-
sia’s full-scale invasion of Ukraine is a good time to reas-
sess how we address this issue.

Historical Inevitability?
Russia is far from the only place where the question 
of structure and agency is relevant. A recent article 
in Harper’s Magazine made the following point about 
studies of the Indigenous peoples of North America: 

“Write only about the rigid structures of oppression and 
you expunge any sense of possibility. But dwell too much 
on the agency of the oppressed and you do the opposite: 
you fail to appreciate the impossibility of the binds in 
which people found themselves.” This warning seems 
equally applicable to the current situation in Russian 
Studies.

It is senseless to ignore the iron grip dictator Vladi-
mir Putin currently holds on the country and his ability 
to shape Russia’s future. Despite ruling a diverse country, 
with an educated population, where the internet is rela-
tively open, he has seemingly made himself untouchable 
through the use of fear: of being murdered like Anna 
Politkovskaya, of being arrested like Alexey Navalny, or 
of being prosecuted simply for walking past a protest 
where other people are taking a stand. People in Russia 
know what the limits are and the vast majority try not 
to end up on the wrong side of them, even as the lines 
are shifting or blurry.

Despite their concentration of capacity within 
their own societies, even the great leaders of Russia 
and other former Soviet countries seem trapped in 
a system that they have little ability to change rad-
ically. In theory, their extensive power at the top of 
a system in which there is no opposition means that 
they can do whatever they want to shape the future 
of their countries. But Eurasian leaders all end up 
doing the same thing: remaining in power for life 
and using all available means of repression while sac-
rificing their country’s social and economic develop-
ment for personal gain. Russia, Belarus, the five Cen-
tral Asian countries, Azerbaijan, and Georgia fit this 
model. Most Ukrainian, Moldovan, and Armenian 
leaders have behaved in similar ways, although active 
civil societies and meaningful elections have at least 
brought about rotations in power that offer hope that 
the system will evolve.

Political science’s never-ending fascination with the 
natural sciences and their generalizable laws certainly 
makes it tempting to measure Putin’s strength by look-
ing at just a few metrics, such as his ability to continue 
to pay the salaries of the secret police who ensure that 
no one threatens his grip on power. But the world is 
a “great deal richer in content and less logically simple 
or streamlined in structure” than the application of a sci-
entific approach might allow, as Isaiah Berlin pointed 
out in his 1953 speech “Historical Inevitability.” Clearly, 

https://harpers.org/archive/2022/11/contest-or-conquest-indigenous-continent-the-epic-contest-for-north-america-pekka-hamalainen-provocative-history/
https://harpers.org/archive/2022/11/contest-or-conquest-indigenous-continent-the-epic-contest-for-north-america-pekka-hamalainen-provocative-history/
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even in a country like Russia, there is room for human 
agency that goes far beyond the role of a great individual.

Agency and Its Limits
There are numerous examples of groups that have sought 
to achieve their own goals in Russia regardless of the 
Kremlin line. Certainly, the number of open protests has 
dwindled from its peak in 2011, when Putin announced 
that he would formally return to the presidency, crush-
ing the hopes of those who thought a second term for 
Dmitry Medvedev would create new opportunities. Indi-
viduals and small groups in Russia promote environmen-
tal goals, seek to preserve treasured urban sites, work 
to help Ukrainian refugees fleeing the fighting, and 
advocate for myriad other causes. During the Soviet era, 
uncompromising dissidents fought for freedom of reli-
gion, the right to free speech, and even constitutionalism, 
demanding that the leaders obey their own basic laws.

Many Soviet citizens and Russians today lived and 
continue to live in a gray space. They neither denounce 
the regime in morally clear terms nor submit to its efforts 
to mobilize the public for the war. Whether through sim-
ple inaction or by quietly finding ways to subvert regime 
goals, they push back against the illegitimately elected 
leadership. The limits of academic freedom in Russia are 
shrinking, for example, but teachers still find ways to 
convey their own sense of right and wrong to those stu-
dents who have developed the skills of critical analysis.

Putin’s resort to ambiguity as a method of ruling the 
country makes this gray space even more murky. Putin 
does not want to associate himself with unpopular deci-
sions, whether these relate to fighting COVID-19, mobi-
lizing Russian troops, or the details of social policy. He 
therefore delegates these tasks to subordinates such as 
Russia’s governors, making it possible for the supreme 
leader to take credit for any successes and lay the blame 
for failures at the feet of his subordinates. In these con-
ditions, the main type of agency available to subnational 
politicians in Russia is to do what is expected of them, 
but using methods of their own devising.

Beyond Russia’s borders, Belarus’ dictator Alyak-
sandr Lukashenka has likewise found ways to live within 
the confines of Putin’s system but according to his own 

limits. He allows Russian troops onto the territory of 
the country he rules, but has to date imposed limits 
on Belarus’ participation in the war. While Belarus 
remains closely allied with Russia and depends on it for 
financial support, it does not do everything that Putin 
would like it to.

Of course, despite this space for maneuver, one can 
hardly argue that there is freedom in Russia. Agency 
exists only within a strictly circumscribed system where 
policymaking is not subject to democratic accountability.

How to Study Russia
In this complicated context, where there are strict 
structural barriers that limit but do not fully extin-
guish human agency, studying Russia requires clearly 
delineating what the most important structural vari-
ables are and how individuals and groups will be able to 
work within these constraints to pursue their own goals. 
Returning to my mistakes in failing to predict the full-
scale invasion of 2022, it is important to remember that 
the Russian system is not deterministic. Russia was not 
fated to invade its neighbor. Putin might have chosen 
a different path. Likewise, while structural constraints 
such as public opinion did not prevent the Kremlin 
from starting and then expanding the conflict, efforts 
to limit the costs of the war for the Russian population 
have likely shaped leaders’ conduct of the war, includ-
ing impelling them to postpone and then limit mobili-
zations of the population.

Externally, Russia will remain  subject to the con-
stantly turbulent drivers associated with climate change, 
the energy market, and the geopolitical struggle between 
great powers—such as the US, China, the EU, and 
India—as well as other countries. Within Russia, the 
authoritarian system as it functions today limits what 
kinds of policies can be adopted and how individuals 
beyond the leader can affect these policies.

The real question is how much agency to attribute 
to individuals working inside Russia. What techniques 
can they use to overcome, evade, and possibly eliminate 
those features of the current system that are impeding 
Russia from becoming a peaceful neighbor?

About the Author
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Abstract
Russia’s war against Ukraine prevents most Western scholars from doing fieldwork in the country. In this 
difficult situation, digital tools can help to compensate for the inability to travel.

Conducting Research in Difficult 
Conditions
One of the consequences of Russia’s full-scale invasion of 
Ukraine is that it is no longer feasible for most Western 
scholars to travel to Russia to conduct field research or 
access empirical sources in archives or other repositories. 
Under conditions of full-scale war, Western scholars’ 
inability to conduct research on the ground, combined 
with Russia-based scholars’ loss of international con-
tacts, means that our understanding of political, social, 
and economic processes in the country will suffer, as 
will our understanding of the historical, literary, and 
day-to-day context.

Although less effective than in-person fieldwork, 
the use of digital techniques can help restore some of 
the access that has been lost. Thanks to contemporary 
technology and the way Russia’s pre-war digital sphere 
developed, the new barriers are permeable to online net-
works and cooperation platforms. In this article, I dis-
cuss a methodology and general principles for organiz-
ing remote archival research using a variety of existing 
networks and platforms.

In January 2022, Alexander Auzan, the dean of 
Moscow State University’s Economics Department, 
published a book on the cultural codes of the Russian 
economy. Although he did not anticipate full-scale war 
in Ukraine, Auzan argued that government investments 
in the military-industrial complex had reduced society’s 
trust in state institutions and pushed many people to 
shift to the digital sphere, where they could establish 
horizontal relations with collaborators. Cooperation on 
digital platforms provides greater security to Russians 
because these platforms offer more tools for avoiding 
state interference.

Russian willingness to engage in digital horizontal 
relations is the key to transcending the new Iron Curtain. 
Many Western-minded scholars and graduate students 
remain in Russia and are open to continuing coopera-
tion in the trustworthy atmosphere of digital platforms. 
While extensive contacts with Russian colleagues before 
February 24 and the recent mass exodus of intellectuals 
facilitate network-building, the main problem is estab-
lishing, testing, and introducing cooperation procedures 

and protocols that will make remote research assistance 
effective in the context of war. The initial impetus for 
creating remote research assistance networks was to over-
come COVID-related travel restrictions. Following Rus-
sia’s full-scale invasion of Ukraine, this method remains 
the only window to fieldwork in Russia.

Dilemmas for Researchers
There are two significant dilemmas to be addressed 
before launching research cooperation with Russians. 
First, does it make sense to continue research activities 
with Russians regardless of their attitudes toward the 
war? There is no straightforward answer to this. On one 
hand, the European research agencies cut all research 
ties with Russia. On the other, U.S. corporations and 
some institutions, especially in medical studies, con-
tinue to launch new research projects in Russia and 
transfer money to sponsor these efforts despite the war. 
On purely technical topics such as medicine, the Rus-
sian state welcomes the continuation of research with 
Western partners and many of the restrictions come 
from the Western side. The Russian state, however, fre-
quently targets social scientists for prosecution, charging 
them with bringing Western ideological values to Rus-
sia. Arguably, the final decision depends on evaluating 
one’s a) research impact versus the possible consequences 
of cooperating with someone in Russia; b) approach to 
Russians as a collective or individuals; and c) opinion 
on whether a full blockade or targeted support for indi-
vidual partners will help to accelerate the restoration of 
Ukraine’s sovereignty and facilitate change in Russia.

The issue of political risks also has to be taken into 
consideration. Currently, all scholars on the Justice 
Ministry’s list have delivered prominent public anti-
war messages. A recent Sistema investigation on surveil-
lance demonstrates that the government targets public 
expressions and not actual cooperation with the West. 
Nevertheless, while individual academic cooperation 
has not been targeted to date, this policy could change 
at any moment and there is no guarantee that a daring 
counterintelligence lieutenant would not try to report 
collaborative work on 19th-century diaries as an act of 
espionage. Moreover, there is professional pressure being 
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applied inside higher education institutions that is more 
subtle and difficult to perceive from the outside. Indi-
vidual Russian scholars are best positioned to decide 
how much risk they are willing to tolerate in pursuit of 
their research work.

Practical Advice
How can Western scholars organize remote fieldwork 
in collaboration with peers in Russia? In the best-case 
scenario, Western and Russian scholars would work 
together to identify research questions that are of mutual 
interest and promote each collaborator’s research agenda. 
If, however, a Western scholar would simply like to access 
materials in Russia that are no longer accessible to them, 
finding a person willing to take the risk of embarking 
on research cooperation with Western scholars is not 
the most difficult problem. In this case, the success of 
remote fieldwork depends not on selecting a seasoned 
professional who can go to an archive, but on prepar-
ing a clear and detailed task order for a person who is 
excited about the opportunity to cooperate and is not 
afraid to dive into an externally defined topic even with-
out proficiency in it. Almost all major Russian archives 
have online catalogs that would be a good source for pre-
paring a detailed research plan. Those that do not have 
such catalogs make available a service for searching rele-
vant documents. Half of one’s success in remote archival 
research depends on the preparation of a detailed Excel 
sheet that explicitly states the document title, archival 
code, number of pages, and year, and has a clear descrip-
tion of research needs and keywords/last names/topics. 
A task order—that is, an online Excel document with 
hyperlinks to cloud folders for scans or pictures of each 
document—will be an effective guide even for an inex-
perienced research assistant.

Where can a person to fulfill the task order be found? 
Personal networks in Russia; professional communities 
on Facebook, such as FHC Moscow; and existing coop-
eration platforms are the best places to find a good can-
didate. Graduate students are often less biased than 
seasoned professionals. Graduate students and young 
scholars are also frequently more transparent about their 
political attitudes, so a simple scroll through a poten-
tial collaborator’s personal social media page can obviate 
the need for a conversation about their ethical positions. 
Finally, the new generation of researchers is open to 
adopting electronic solutions for project management.

Paying partners in Russia, communicating securely 
with them, and keeping track of assistants’ time present 
a new set of challenges for which there are an array of 
online solutions. For example, a project might involve 
time-tracking apps that make it possible for workers to 
record time spent working in designated locations (i.e., 
archives), use secure means of communication such as 
Signal, and transfer money using cryptocurrencies. In 
practice, however, these steps remain complicated. Most 
Russians do not use cryptocurrencies and there are only 
a limited number of banks that permit transfers of con-
ventional money. Most Western universities prohibit any 
transfers to Russia to avoid potentially violating sanc-
tion laws and other guidance issued by national govern-
ments. Accordingly, the online tools available are at best 
only workarounds for a difficult situation.

One of the goals of the Russia Program at GW is 
to connect Russian scholars and graduate students and 
their Western counterparts on a single platform and 
help them to build fruitful research relations, especially 
when it comes to traditional on-site investigations such 
as archival or library research, in order to develop schol-
arship without borders.
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Research Centre for East European Studies at the University of Bremen
Founded in 1982, the Research Centre for East European Studies (Forschungsstelle Osteuropa) at the University of Bremen is dedicated to the 
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The Center for Security Studies (CSS) at ETH Zurich
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