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Focal Reports: The Task

The analysis and evaluation of risks and threats relevant to the civil protection system is among the key responsibilities of the Swiss Federal Office for Civil Protection (FOCP). As part of a larger mandate, the FOCP has tasked the Center for Security Studies (CSS) at ETH Zurich with producing ‘focal reports’ (Fokusberichte) on risk and vulnerability analysis.

According to this mandate, the focal reports are compiled using the following method: First, a ‘scan’ of the environment is performed with the aim of searching actively for information that helps to expand and deepen the knowledge and understanding of the issue under scrutiny. This is a continuous process that uses the following sources:

- Internet Monitoring: New and/or relevant publications and documents with a focus on risk and vulnerability analysis are identified and collected.
- Science Monitoring: Relevant journals are identified and screened, and relevant articles evaluated.
- Government Monitoring: Policy documents with relevance to Switzerland from various countries and from international inter- and nongovernmental organizations are identified.

Second, the material thus collected is filtered, analyzed, and summarized in the focal reports.¹

¹ Previous focal reports by the Risk and Resilience Research Group can be downloaded from the CSS website at http://www.who.int/csr/sars/country/en.
1 INTRODUCTION

This focal report addresses key issues of public risk communication and the Internet. It identifies the main goals of risk communication generically and how they may be achieved using the Internet. In particular, it shows possible strategies of how key elements of traditional risk management can be adapted to the new information environment. It draws on two main sources: On the one hand, scholarly articles on risk communication, in general, and risk communication on the Internet in particular, have been identified and evaluated. On the other hand, Internet and government monitoring focusing on actual (Swiss and worldwide) public risk communication efforts that have used and/or are using the Internet have been identified.

The new information environment comes with opportunities as well as challenges. When information becomes popular and spreads widely and at great speed on the Internet, one speaks of information that has gone ‘viral’. The adjective is relevant in three different ways:

- First, the word describes the high speed of the transmission of information from one person to the next.
- Second, ‘viral’ suggests difficulty of control: It is the image of information spreading on its own, as if the information was itself an organism capable of moving from recipient to recipient by itself.
- Third, the word ‘viral’ – although also used positively, as in “viral advertisement” – carries a possible negative connotation: Sickness and disease. Thus, false and untrue information or unsubstantiated rumors are also said to spread virally – and they may ‘infect’ many recipients in a very short time span.

As an example, as the first rumors about a dangerous, lethal disease originating from China began to spread in 2003 during the outbreak of SARS (severe acute respiratory syndrome), something like a worldwide hysteria ensued. This is not to belittle the fact that SARS has led to 916 deaths, officially. But the news reports, rumors and fears that circulated about the disease have often been overblown and exaggerated, from E-Mails and online comments warning citizens of New York from visiting and eating in Chinatown, to countless reports on the imminence of a possible SARS-epidemic in the United States – while in reality, only eight people in the United States had contracted SARS, most of them abroad. Thus, almost at the same time that the disease broke out in China, another epidemic spread virally: It was an “information epidemic”, a term used by health and crisis communication analyst David J. Rothkopf which he shortened to the word “infodemic”. An infodemic makes a public health crisis harder to control and contain. Rothkopf defines the term infodemic as

> A few facts, mixed with fear, speculation and rumor, amplified and relayed swiftly worldwide by modern information technologies [...]. It is a phenomenon we have seen with greater frequency in recent years – not only in our reaction to SARS, for example, but also in our response to terrorism and even to relatively minor occurrences such as shark sightings.

---


In short, infodemics are what risk communication want as much as possible to avoid – or, if they are already happening, to contain. There are scholars who believe the Internet is, by its very nature, furthering infodemics. It lies however not within the scope of this focal report to support or refute such claims. This focal report intends to take a pragmatic approach: Risk communication studies have shown as early as 2001 that people do turn to the Internet in order to find information about current risks. The more connected societies become, the more citizens will also look for information about risks online. Infodemics do exist – one has therefore to analyze how they can best be countered and prevented. It is the belief of the authors that official risk communication can be successful on whatever channels it takes place – be that radio, TV or now also on the Internet. Of course, the Internet can further public skepticism: “All risk websites are potentially equal in Cyberspace, constrained only by the skill of the web designer”. The important word here is “potentially”: The fact that information from dubious sources can be presented professionally and even convincingly must never prevent official and expert bodies to provide serious and thorough risk information on the web.

The basic rules for successful risk communication stay the same irrespective of the medium in which the communication takes place. This report therefore turns to an analysis of the basic nature of risk communication in Section 2. It focuses on the topic of public risk communication, lists its goals as well as the most common strategies employed to achieve these goals. Section 3 examines risk communication in the information age, exploring some of the main characteristics of the Internet that are relevant for public risk communication. In conclusion, the report shows how traditional risk management may be adapted to the new information environment – thus providing the basis for effective risk communication on the Internet.

---


2 GOALS AND CHALLENGES OF RISK COMMUNICATION

Before we discuss how the Internet affects the public communication of risk (Section 3), it is necessary to clarify the concept of risk communication and to sketch out some major trends in risk communication research and practice. Although humans have always communicated about dangers, public risk communication has only quite recently been recognized as a distinct and pivotal task that concerns both private and public organizations. The concept of risk communication as it is commonly understood today became popular in the wake of the rise of technical risk assessments in the second half of the twentieth century. Such risk assessments were supposed to calculate the hazards associated with new technological developments in an objective manner and thereby to counter uninformed and sometimes panic-fuelled public sentiments towards technological progress. In this way, operators of nuclear plants, owners of chemical companies and other managers of potentially harmful technological innovations illustrated the controllability of these technologies by applying the classic risk formula developed in the insurance industry. This formula suggests that risk can be defined as the product of the probability of a harmful event and the magnitude of its consequences. Following this approach, it is the purpose of professional risk communicators to educate non-experts on the probability and effects of specific hazardous events with the goal, as Hadden stated, “to persuade laymen of the validity of their risk assessments or risk decisions”. The provision of objective risk metrics to the public is expected to increase risk literacy, reduce panic and panic-fuelled reactions, and finally legitimize those institutions handling the risks.

Today, quantitative risk assessments are widespread in various contexts relating to human and social safety, ranging from epidemiology, to natural hazards, and the management of international terrorism. At the same time, the traditional view that risk communication should inform the public about expert risk assessments in an objective and understandable fashion is increasingly criticized as being unsuitable to address the complexities and uncertainties of our time. State actors simply lack the knowledge, the computational capabilities as well as the societal reach to mount the task of risk governance by themselves alone. Therefore, more and more voices promote the utilization of stakeholders and citizens as a resource for risk governance processes, instead of dismissing them as passive recipients of top-down information. Moreover, as research in the fields of psychology, communication science, sociology and other disciplines has shown, there are several limitations to such a purely technical understanding of risk with respect to the public acceptance of risks.

At least three fundamental conditions of successful public risk communication militate against the use of technical approaches to risk communication (see Box 1).

---

People do not judge risks quantitatively: Numbers do not speak for themselves. Rather, they can be understood as metaphors. Therefore, quantitative risk information has to be interpreted. To use an example, the information that the risk to die in a car accident in the United States is around 1 to 7’000 does not tell us whether to go to work by car or by train. People use risk comparisons, historical analogies, narratives and heuristics to process risk information. These interpretative processes are influenced by personal experiences, cultural norms and other factors that can potentially make the public more risk-averse than experts in some instances, while at the same time disregarding other risks that experts regard as critical.

People do not like to be ‘enlightened’ about risks: A too technical, top-down approach to risk communication that does not address the needs and fears of the recipients is seldom successful. If people get the feeling that they are merely passive objects of prefabricated, probably even manipulative risk messages, they are likely to reject the message. In recent decades, citizens of liberal societies increasingly expect to be treated as stakeholders in social affairs that affect their lives, and subsequently press for their rights to participate in political decision-making processes or at least to voice their opinion in public risk discourses. This trend can be expected to continue in the foreseeable future.

Without credibility and trust, risk communication does not work: How people respond to risk messages heavily depends on the amount of credibility and trust assigned to the risk messenger. However, trust and credibility cannot be prescribed or purchased, and Renn warns, “the slightest mistake by the risk management agency can be sufficient to destroy the delicate balance of trust”. Building trust is thus a sensitive long-term process that requires an organization to engage constantly in an honest and preferably transparent matter with its stakeholders.

Box 1: Three key challenges for risk communication
- People do not judge risks quantitatively
- People do not like to be ‘enlightened’ about risks
- Without credibility and trust, risk communication does not work

Policy-makers as well as researchers in the field of risk communication have discussed the challenges of technical risk communication extensively in recent years and attempted to draw the right lessons from failures of risk communication. These learning processes have highlighted various ways to overcome these challenges and make risk communication more effective. Many of the suggested solutions to

---

18 Renn (2008), 228.
the challenges of risk communication can be subsumed (and addressed) by answering the following three principle questions.

• **How can we listen more closely?** The first principle question relates to the monitoring of the organizational environment. Today, there is broad agreement that risk communication is a two-way process. As an example, the World Health Organization defines risk communication as “an interactive exchange of information and opinions concerning risk among risk assessors, risk managers, consumers and other interested parties (...)”\(^\text{20}\)

However, when communicating with laypersons, experts often tend to miss what their audience needs and wants. While thinking they are providing all the ‘relevant’ information the public needs, experts often fail to recognize the information the public actually demands. It is therefore essential for organizational risk communicators to firstly be aware of who their target audience is, and secondly, what kind of information that audience is interested in. In particular, this implies paying thorough attention to the public perceptions of and acceptance of specific risks. As Covello and Sandman emphasize, “if people feel or perceive that they are not being heard, they cannot be expected to listen”\(^\text{21}\). In practice, this means monitoring on-going discourses in the organizational environment as well as investing more directly in a steady dialogue with relevant stakeholders and the general public in order to be able to adapt organizational communication in a prospective fashion.

• **How can we find a tailored response?** The second overarching question is how to deliver the right message to the right audience. While some fundamentals of risk communication, such as promptness, sincerity, clarity and empathy should characterise the communication irrespective of the audience, other features of risk communication must be tailored to the specific audience, or even to its subgroups.\(^\text{22}\) Recent research shows risk communication is most effective when it is tailored to and actionable for the individual recipient of risk information.\(^\text{23}\) Tailored risk communication can be used to provide specific information to specific audiences. These audiences can then employ this information to avoid or mitigate the risks they are specifically vulnerable to. Moreover, successful tailoring can contribute to establishing and upholding a constant risk dialogue between the organization and the public at risk. Among those aspects that can be tailored are: the choice of the media of risk messages, which should accommodate the audience as far as possible; the choice of the risk communicator within the organization; and the tone of the message, which should be understandable, but not in any way patronizing.\(^\text{24}\)

• **How can we share the stakes?** The third issue is probably the most challenging. Today, there is broad agreement that the management of complex risks in liberal societies cannot be achieved by the public sector alone. Rather, it requires the

---


\(^{22}\) See e.g. Wood, Michele M.; Milet, Dennis S.; Kano, Megumi; Kelley, Melissa M.; Regan, Rotrease; Bourque, Linda B. (2012): Communicating Actionable Risk for Terrorism and Other Hazards. In: Risk Analysis, 32, 4, 601 – 615.

involvement of various social actors to ensure societal resilience. Social groups such as environmental initiatives, customer organizations or citizens’ groups are mostly encapsulated as ‘the stakeholders’, which are admitted a legitimate interest in organizational decision-making processes. In this context, it is important to note that the inclusion of stakeholders in risk decision-making is not at all unproblematic, particularly in respect to the efficiency and accountability of political decisions. On the other hand, the involvement of stakeholders can increase the democratic legitimacy as well as the quality of risk decision-making. Following a study by the US National Research Council, deliberative procedures can have positive effects at all stages of the risk decision process, in particular by “improving problem formulation, providing more knowledge, determining appropriate uses for controversial analytic techniques, clarifying views, and making decisions more acceptable”. In an equal tone, a meta-analysis of 239 case studies of stakeholder involvement concludes that “there may be many ways to produce decisions of high technical quality, but there are relatively few methods that do so while also educating the public, eliciting public values, resolving conflict, and building trust in agencies, as many stakeholder processes do”. Yet, if organizations decide to follow such a stakeholder approach, this has major implications for the organizational communication of risks. First of all, in order to achieve ownership, stakeholders should not only be invited into risk decision-making processes after all important decisions are taken, but rather as early as possible. Moreover, selective provision of information to stakeholders will most likely not foster stakeholder trust in the risk communicators. Even though the inclusion of stakeholders is often limited for practical and legal reasons in practice, professional risk managers should aim to identify fields in which more transparency is feasible to meet legitimate demands for public involvement as well as for democratic accountability and control. Admittedly, as in other policy domains, public interest in risk information and organizational interest in non-disclosure of some risk information form a natural relationship of tension. This tension should be acknowledged and when necessary made the subject of open debates.

Box 2: Three Key Questions for Risk Communication

- How can we listen more closely to our audience in order to understand their beliefs and fears, and match their information and communication needs?
- How can we find tailored responses to our audience’s needs that are suitable in the choice of content, medium and tone as well as enhance self-efficiency?
- How can we employ risk communication to share the stakes in risk governance among our partners and foster their involvement?

Obviously, the answers to these guiding questions differ. The answers depend on the type of risk that has to be managed and communicated, the organizational and political configuration that is in place

---
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to govern a risk, and on the stakeholders that have a stake in a risk. Despite the diversity of risks and the approaches needed in terms of communication, there is not a single type of risk, be it natural, social or technical, which has not been affected by the rise of new information and communication technologies. Therefore, in Section 3 we address the question of how the above mentioned challenges can be met in a communication environment in which the Internet and other information and communication technologies play an increasingly important role.
3 RISK COMMUNICATION IN THE INFORMATION AGE

The revolution of interpersonal communication that came with the spread of new communication technologies has affected almost all facets of today’s societies. Among these, the Internet has fundamentally changed the way personal opinions are turned into social movements, but also how political institutions are legitimized or delegitimized. Although the Internet is cherished around the globe for making communication easy, cheap and (probably) more democratic, its reputation concerning risk communication is variable. As an example, while social media play an important role in many crisis communication strategies, their application to risk communication has remained rather limited to date. Social media, blogs, wikis and other websites are often suspected of being the breeding grounds for rumours, hoaxes, disinformation and public panic. This sentiment is argued on the logic that since anyone with internet access can distribute unverified content online, exaggerated or manipulated information can easily spread to a potentially global audience. Indeed, in many cases the most extreme messages on the Internet are those that receive the most attention, weakening traditional control mechanisms in public communication. Sceptics of new communication technologies warn that “(...) while traditional media (newspapers, radio) seem to both attenuate and amplify risk perceptions, digital media, including electronic technologies (blogs, podcasts, wikis, etc.) generally tend to amplify risk perceptions”.

However, such a negative portrayal of the role new ICTs play in risk communication appears to capture only half of the picture, since it ignores the positive role new media can play in risk communication. In the following, we reflect on the guiding questions discussed in Section 2 in order to illustrate some potentially positive applications of online media for risk communication, and to capture some of the most pressing challenges of contemporary risk communication. First, we discuss how the Internet can be employed by organizational risk communicators to learn about risk perceptions and risk acceptance among relevant stakeholders, and identify issues that organizational risk communication should address (“How can we listen more closely?”). Secondly, we discuss different ways to use new communication technologies to design an organizational communication approach that is tailored to the specific needs of particular target groups (“How can we find a tailored response?”). Finally, we discuss the possibility of establishing mutual trust, shared responsibility and cooperation between organizations and their environments with the help of ICT (“How can we share the stakes?”).

3.1 Listening to the web

Although monitoring the organizational environment is important for public and private organizations, it is pivotal for organizations that are responsible for the management of potential hazards, and that are at the same time publicly accountable. For risk management organizations understanding public risk perceptions and risk acceptance is an central precondition for organizational legitimacy. This understanding can only be achieved by thorough monitoring of the organizational environment. As Shari Veil and her co-authors emphasize, “listening to and understanding a public through monitoring public opinion about risk is essential in the development of
The two main traditional tools for organizations to monitor trends on the societal level are the constant monitoring of (mostly print and TV) media and public opinion surveys. While media monitoring has the advantage that it is comparatively cheap and fast, a relationship. Many organizations integrate their monitoring activities into broader processes of issue management that generally aim to identify and tackle critical trends in the organizational environment at an early stage.

**Box 3: Monitoring issues debated in social media**

Social media monitoring services such as Radian6 provide easy to use tools for the analysis of online communication of risk issues. For example, in a study on climate change discourses, Adrian Chan compares the dynamics in communication of climate change issues in mainstream media, blogs and twitter conversations. Yet, services like Radian6 not only allow following trends in online communication flows, but moreover to gain insights into demographic characteristics of social media users, their geographical location and even into relationships between users, which can used for example to identify the most relevant groups in the organizational environment. In another application, the American Red Cross uses Radian6 in its recently created Social Media Digital Operations Center to integrate social media into its relief management efforts.


---


its major drawback is that it does not measure attitudes and opinions directly at the societal level, but instead captures societal trends only as they are filtered through media outlets.35 By contrast, public opinion surveys can capture opinions, attitudes and behaviours more directly through first-hand data collection. However, methodologically sound surveys are extraordinarily cost-intensive (both in terms of human and financial resources) and require long periods of preparation, which makes them a rather inflexible tool for monitoring the organizational environment. In this context, monitoring risk issues using the Internet provides an interesting alternative (or at least also a complementary mechanism) to traditional monitoring techniques. Online monitoring allows large amounts of data to be processed at relatively low cost in a timely way – in some instances even in real-time.36 For example, social media data can be used to monitor the geographic spread of communicable diseases by using social media communication concerning the diseases as a proxy.37 Box 3 illustrates how large scale user-generated data related to risk issues can be monitored and fed into risk management cycles.

Internet monitoring is not limited to quantitative techniques. Risk managers can also profit from monitoring public risk discourses as they develop in the forums of the websites of environmental initiatives or consumer protection organizations. It goes without saying that the expressions of concern, endangerment and fear that can be found in the Internet may often appear unreasoned or exaggerated from the perspective of a professional risk manager. However, it is important to keep in mind that speculation about uncertain information is natural.38 Therefore, public concerns should not be ignored or appeased, instead they should be valued as important indicators of public risk perceptions and risk acceptance. Moreover, when the risk communicator closely follows the beliefs, attitudes, and online correspondence, they can counter rumours, incorrect or manipulative information, spread and amplified through the Internet, with knowledgeable, comprehensive and honest organizational communication.39 In practice, online media monitoring and organizational communication are often closely interlinked.40

3.2 Tailoring communication online

For many years the Internet has been identified by businesses, companies and non-profit organizations, as well as many government departments and agencies as a powerful medium to implement tailored communication strategies for specific groups. This organizational popularity is mirrored by the popularity of the Internet as a place where the public obtains their information. In addition, the Internet permits real-time risk communication, which is particularly

35 It is important to note here that print and TV media are today often also monitored using online services such as LexisNexis, Google News or Voxalead.


Box 4: Tailoring alpine risk communication to specific audiences

In Switzerland, the website of the Amt für Wald und Naturgefahren Graubünden uses an intuitive geographical user interface (comparable with Google Maps) to inform the users about alpine risks in specific geographical locations. Emphasis is put here on precision and usability.

http://naturgefahren.ebp.ch

A different approach to the communication of avalanche risks takes the website check-your-risk.de by the German Alpine Association (DAV). This service aims specifically to educate adolescents about avalanche risks, an age when many skiers and snowboarders start to freeride on their own. Therefore the website supplements basic information about the risks of freeriding with appealing videos of professional snowboarders and skiers in action, videos of actual avalanche incidents as well as daily updated avalanche risk reports.

www.check-your-risk.de

The third example, the website www.biberberti.com by the Austrian Federal Ministry of Agriculture, Forestry, Environment and Water Management, explains alpine risks to school kids and illustrates how online risk communication can be an opportunity to communicate with target audiences in a tone and language which is both understandable and credible.

crucial when a crisis is imminent or underway.\footnote{See e.g. Sriramesh, Krishnamurthy; Wattegama, Chanuka; Abo, Frederick John (2007): The role of ICTs in risk communication in Asia Pacific, in: Librero, Felix; Arinto, Patricia B. (eds.): Digital Review of Asia Pacific, Sage/IDRC, available: http://web.idrc.ca/en/ev-127030-201-1-DO_TOPIC.html.} Finally, due to the segmented organization of social groups on the Internet, relevant social groups can be targeted with high precision. As Strecher and his co-authors show, interactive media can be used to tailor risk communication “to users’ social and cultural milieu, socio-demographic characteristics, relevant life events, literacy level, concept recognition abilities and preferences, risk perceptions (…)”.\footnote{Strecher, Victor J.; Greenwood, Todd; Wang, Catharine; Dumont, Dana (1999): Interactive Multimedia and Risk Communication. In: Journal of the National Cancer Institute Monographs, 25, 134–139, 135.}

A second question relates to the content of online risk communication. While in some cases, being up-to-date and comprehensive are important features, in other instances an emphasis on usability, clarity and soundness is more appropriate. Using the example of alpine risks, the three websites in Box 4 exemplify how different online risk communication strategies can be designed, depending on the goal of the communication strategy.

A final opportunity of online risk communication relates to the self-efficacy of risk messages. As Matthew Seeger and his co-authors warn, “(w)hen people perceive a risk is severe but that there is little or nothing they can do to avoid it, they are likely to engage in defensive avoidance behavior such as denial or evasion of the issue”.\footnote{Strecher, Victor J.; Greenwood, Todd; Wang, Catharine; Dumont, Dana (1999): Interactive Multimedia and Risk Communication. In: Journal of the National Cancer Institute Monographs, 25, 134–139, 135.} In this context, online communication techniques allow tailoring risk messages to very specific sub-groups of the audience, so that each sub-group receives those risk messages that it can use to adapt its behavior to a risk.

### 3.3 Openness and responsiveness on the Internet

In recent years, risk decision-making in many countries has experienced a sharp increase of stakeholder engagement and public participation. Free information and communication are at the heart of these developments, as Matthew Seeger and his co-authors note, “Essentially, stakeholders claim a freedom of in-
formation based on the right to know about potential harms associated with products, services, manufacturing facilities, technology, transportation, and many other organizationally constituted processes and outcomes”. These claims have been proliferated to a considerable degree by the fast spread of online communication technologies which have given new opportunities for information-gathering, coordination and public communication also to low-resourced societal groups. As Sheldon Krimsky observes, the Internet particularly helps stakeholder groups to get their messages out, because “it levels the playing field to a public that does not understand the hierarchy of expertise (meritocracy). Importantly, the poorest public interest group can have an Internet site that is as elaborate as that of a multi-billion dollar corporation”.

Box 5: Establishing a risk dialogue through social media

An increasing number of governmental institutions use own social media websites to communicate with the public about risk issues. As an example, the Bastrop County office of Emergency Management has created an account on Facebook to communicate continuously their risk assessments for natural hazards such as thunderstorms, but also to inform the public about the office’s publication and upcoming events such as extreme weather preparedness trainings. The major advantage of using Facebook for such purposes is that this way young citizens can be easily reached which often do not read local newspapers. Moreover, services like Facebook allow for question-and-answer reciprocity (Veil et al. 2011: 113). Such feedback loops can be effective in encountering rumours and public misperceptions.

A second type of social media that has gained social influence at a high speed in recent years and that can also be used for organizational risk communication are microblogging services such as Twitter. As an example, the U.S. Center for Disease Control and Prevention uses Twitter to disseminate health risk information and provide behavioural advice. Microblogging services are particularly effective to reach large audiences without time delays and keep them updated on subsequent developments. Through reposting functions risk messages also can reach users that do not follow the sources of message themselves.


---
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47 Krimsky (2007), 160.
Nevertheless, risk managers should not simply regard the Internet as a threat to established knowledge-based power positions. Likewise, for organizations responsible for risk management, the Internet offers many opportunities to strengthen the relationship with the organizational environment. For instance, organizations can use the Internet to employ reputation-building efforts, which may be a pivotal precondition for trust-based risk communication. Here, online platforms that enable dialogic forms of communication with stakeholders and interested citizens are important (see for example Box 5). The goal here is not primarily to foster public trust in individual representatives of the organization, but rather trust in the institution that is responsible for the risk management process, which is the more relevant form of trust in respect to public risk-acceptance. Online media are promising for these new forms of communication and decision-making due to their openness, their accessibility for many people, as well as the speed with which such platforms can be set up or altered. Another advantage is that online communication channels can be structured according to the context-specific needs. For example, when debating controversial risk issues, conflicts often can be moderated and also mitigated if debates are broken down into smaller sub-debates, each dealing with a particular aspect of an issue. In this case, online forums appear useful, since they can easily be organized into issue-specific dialogues. Finally, the Internet can be employed to assess success as well as challenges in communication efforts with stakeholders and the general public.

Summing up, the Internet can be employed in various ways to improve transparency and responsiveness in public risk communication. Still, the opportunities that new ICT’s bring for risk communication so far have not been exploited to the fullest. While the Internet is often used to enhance transparency and to establish continuous communication with the public, deliberative and participatory processes in risk decision-making using the Internet are still in their infancy. This reflects the larger picture of organizational online communication where the Internet is used to disclose information to the public, but the opportunities for interactive communication are not yet exhausted. In order to engage in a more dialogic approach to public communication, most public and private organizations involved in risk governance would still need to first invest in the additional technical and human resources that are necessary for responsive communication in social networks and other new media. But arguably even more important, these organizations would need to rethink their relationships with their organizational environment and particularly accept the fact that today’s information contexts do no longer allow them to control public communication processes as it had been possible in the pre-internet age.

---

48 See e.g. Briones, Rowena; Kuch, Beth; Liu, Brooke F.; Jin, Yan (2011): Keeping up with the digital age: How the American Red Cross uses social media to build relationships. In: Public Relations Review, 37, 1, 37 – 43.
51 McComas (2009), 369f.
4 CONCLUSIONS AND IMPLICATIONS FOR SWITZERLAND

4.1 General conclusions: Adapting risk management to the information environment

In the previous section, we have shown how variable and often contrary the role of social media, blogs and other online media in risk communication can be. However, many organizations tend to look at new information and communication technologies only from a single perspective – either as a source of potential trouble or as an additional channel to spread organization-specific information. In order to capture the multiple and often ambivalent roles new information technologies can play, organizations could benefit from a more holistic approach, accepting online media as a permanent feature of the organizational environment that influences risk management at every step of the process. Risk management is mostly described as a cyclic process that consists of four consecutive steps which basically are: identifying risks, assessing risks, addressing risks, monitoring impact/learning.3 Based on our analysis of the impact of ICT on risk communication in the preceding sections, we argue that online risk communication can be understood as a second cyclic process that is at the heart of the risk management process (see figure 1).

- **Identifying risks:** The public can be a valuable resource in risk identification processes.4 Public risk perceptions and societal risk discourses are important additives to expert judgments and can help to identify adverse events long before they materialize. To this end, risk managers can monitor issues debated in online media such as micro blogs and social networks.

- **Assessing risks:** Even more than risk identification, risk assessment is a task that cannot be resolved by experts alone, since risks need to be weighed and valued on the societal level as well. As Ortwin Renn emphasizes, “[t]he most controversial aspect of handling risks refers to process of delineating and justifying a judgment about the tolerability or acceptability of a given risk”.5 Internet-based technologies offer various ways to establish public dialogues that take into account social risk perceptions as well as risk acceptance. The benefits of dialogical and participative risk assessment on the internet are far from being exhausted, and it should be expected that this aspect of online risk communication will steadily grow in importance into the future.

- **Addressing risks:** Every policy strategy that aims to prevent or mitigate risks includes a communication dimension. Although online media will not replace traditional media like television and newspaper in the foreseeable future, the internet will most likely gain importance as a medium for the dissemination of risk information. Due to the provision of networking, feedbacks and user-generated content in many online technologies, the growing importance of online communication opens new opportunities to strengthen dialogic communication over risk issues between organizations responsible for risk management.

---


5 Renn (2008), 149.
• Monitoring impact/learning: The internet is well-suited to assess the success of organizational risk communication. Online debates in chat rooms, online fora and social networks, can be monitored in order to identify and understand public uncertainties, misperceptions, attitudes, values and beliefs. Using a flexible medium like the Internet could ensure misunderstandings can be corrected quickly and directly. As such, the inclusion of bottom-up feedback can be used to improve risk management as well as risk communication strategies.

• http://www.planat.ch: Switzerland’s “National Platform for Natural Hazards” PLANAT is an extra-parliamentary expert commission. The Federal Office for Civil Protection (FOCP) is one of the key contributors to the commission’s internet platform, which was founded by the Federal Council in 1997. The commission’s goals include the contribution to a paradigm shift from pure protection against hazards to the management of risks. Its homepage serves as a comprehensive information resource about all kinds of possible natural hazards in Switzerland and illustrates strategies for the management of these hazards. It includes tailored information for different stakeholders such as homeowners, authorities and partner organizations in the realm of disaster management. There is also a dedicated section entitled 'risk dialogue’, offering official risk information by Swiss government agencies, explaining the responsibilities of different actors in the case of natural hazards, and showcasing ‘good examples’ of official risk communication efforts in the area of national hazards. Planat.ch is not set up for immediate active communication with the public (there is no forum, no presence on social networks or microblogging sites) – it serves purely as a database, offering up-to-date risk information for concerned and interested parties.

• http://naturgefahren.ch: This website is the official natural hazard warning page of the Swiss government. It shows current warnings, information about all kinds of natural hazards and their occurrence, instructions for cases of emergency, as well as a section on hazard prevention strategies. It is the government’s duty to warn the public of natural hazards, and the site naturgefahren.ch is the information page of all official expert agencies handling natural hazards that work closely together at all times (Swiss Meteorological Institute MeteoSwiss, Federal Office for the Environ-

4.2 Implications for Switzerland

Various Swiss agencies have been using the Internet for risk communication processes for quite some time. While it is impossible to list all the efforts here, there are a few examples worth mentioning at this point:
sent on the social networks and micro-blogging sites such as Twitter.

- **http://www.ensi.ch**: The Swiss Federal Nuclear Safety Inspectorate (ENSI) is in some ways the odd one out on this list. It is not part of the Swiss Federal Office of Energy, but an independent body constituted under public law. This may explain its risk communication strategy, which differs from all the others mentioned above. While the website does not differ much from those of Swiss government agencies (there is a huge information library about ENSI’s actions, nuclear safety in Switzerland and current and past projects and happenings), ENSI is also present on the micro-blogging site Twitter and on Facebook. Here, ENSI does not only communicate current events and news updates from its website – it can and sometimes does also engage in direct conversation with concerned citizens.

A recent example shows the effectiveness of Twitter as an instant risk communication device. On February 12 2012, only a few days after the emergency shutdown (reactor scram) on February 8 2012, the Swiss government’s press office sent out the same E-Mail warning about the reactor shutdown again – there was a technical problem which led to the re-sending of the E-Mail. The news quickly made the rounds on the micro-blogging site Twitter. Various people, among them Swiss journalists, wrote about another reactor shutdown at Mühleberg. Because of its presence on Twitter, ENSI was able to immediately respond to these concerns.

---


As the above examples show, the Internet is already widely used by Swiss government departments for risk communication. However, with the exception of the Swiss Federal Nuclear Inspectorate ENSI (an independent body under public law), which engages in two-way-communications and also listens to stakeholders online as shown above, the online risk communication efforts by Swiss government bodies are in general still one-way in nature (pre-defined information without the possibility of direct conversation/feedback by stakeholders).

Therefore, we suggest that Swiss government agencies consider enhancing their public risk communication strategies with greater web-enabled engagement. The following questions could be considered by every agency engaged in public risk communication:

- Do we want our risk communication to incorporate feedback and input from stakeholders?
- How could we achieve a better two-way-communication with citizen participation?
- In what areas and departments could such a contribution make sense and actually enhance the quality and effects of official risk communication efforts?

The present report cannot answer these questions. They should be evaluated by the departments. Also, general guidelines concerning the use of social media and micro-blogging sites such as Twitter should be discussed and developed on an intra-departmental level. As of now, Swiss government agencies are not present on social networks or on Twitter. If managed appropriately, these communication media could enhance risk communication between government and citizens via the Internet.

The ready risk discourse that the Internet and social media permit should not be ignored by government departments: Risk communication needs to take place where the stakeholders and public are. While...
some members of society still require risk information from traditional sources, the growing pervasive-ness of the Internet and social networking particularly, highlights the need for risk communicators to understand and utilize all modes of communication. If stakeholders do not find the information they are looking for on official websites and in (social) media channels, they are likely to turn to other sources – and potentially receive and pass on misinformation. Of course, clear guidelines concerning the rules and best practice of official risk communication on the Internet and social networking sites must be established. While the Internet offers a fast, low priced and effective way of communicating with partners, stakeholders and the public in a dynamic way, information disseminated in this way must be well prepared in advance, both technically and on an organizational level, for example by employing diverse risk scenarios to train staff for the challenges of risk communication in today’s highly dynamic information environment.

---
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